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18.3 Release (July 24, 2018)

New to Hub? You can:

Learn about our product's key concepts

Read about hardware requirements and installation
Explore our Quick Start Guide

Learn about our Connectors

Check out our Release Notes

Learn about new features in this release

Need help? Contact support here

Tasktop Integration Hub is available in three editions.
We've included the table below to help you understand which features are included in your edition.

If you are interested in learning more about other editions, please contact us

Pro Enterprise Ultimate
Lifecycle Connectors
Included Lifecycle Connect Any 2 Connectupto 5 Unlimited
Connectors Lifecycle Tools Lifecycle Tools
Automation
Gateway Integration Available as Available as Unlimited
Style

add-on add-on

(Create via Gateway
Template; Modify via
Gateway Template)

Visibility


https://docs.tasktop.com/tasktop/connector-documentation
https://docs.tasktop.com/tasktop/release-notes
https://docs.tasktop.com/display/T183/What%27s+New
http://go.tasktop.com/contact-us.html
https://support.tasktop.com/customer/portal/emails/new

Enterprise Data Stream [ x Available as Unlimited

(Enterprise Data add-on
Stream Template)

Integration Landscape B8 (] (]
View
Metrics Basic Advanced Advanced

Tasktop is a powerful tool for connecting your software delivery systems to empower teams, enhance
communication, and improve the process of software development as a whole. Below is a look at some
of the concepts Tasktop utilizes to facilitate integration.

The key concepts to understand are:

—) .
® <+ Integration

-
- W Repository

o I% Artifact

e B collection

d ﬁ Model

® == Flow Specification

Template



You can learn more about these concepts in the short video below:

Integration

At the highest level, the definition of an integration is simply the flow of information between 2 or
more tools. If you dig a little bit deeper, the definition of an integration is the flow of information,
defined by the flow specification, between two or more collections. And collections are sets of
artifacts. But that is probably too much to swallow right at the beginning — so don’t try to! Take a look
at a conceptual picture of what an integration looks like in the figure below, and just keep that in mind
as we walk through all of the other concepts — then when you come back to this it will make a lot more
sense!

BEEA
BB B2

So let’s first talk about the underpinnings of how Tasktop communicates with end systems, which we
call Repositories. For all repositories Tasktop connects to, we create what we call a Repository Connection
. Once we've introduced those concepts we'll talk about Artifacts and Collections and then we will come
back to Integrations and talk more about the flow specification.

Repository
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A repository is any system that houses the artifacts that can be used in an integration. Repositories can
be systems used as part of the software delivery process, like Micro Focus (HPE ALM), CA Agile Central,
Jira, etc., or repositories can be more generic databases, like MySQL or Oracle.



A repository connection is a connection to a specific instance of a given repository that permits Tasktop
to communicate with that repository. To configure a repository connection, users will need to provide
base credentials such as a server URL, a username, and a password.You can learn how to set up a reposit
ory connection here.

Artifact

An artifact is any object containing metadata that resides within your repository. There are two main
types of artifacts: work items and containers. Work items and containers have some similarities, and
some key differences, with regard to how they behave within Tasktop Integration Hub.

Work Item

Some examples of common work items are defects, stories, requirements, test cases, and help tickets,
to name just a few. Work items are the artifacts that are produced by different teams during software
development. They are the core items that will flow as part of your integration. Serving as the core
currency of communication, work items are the means by which all the work around software
production is recorded and tracked. Work items are at the core of any integration and are the entities
that Tasktop can create or modify as a part of an integration.

Within Tasktop, you will primarily use work items to:

® Serve as the entity that flows from one repository to the other as part of your integration. For
example, you can flow requirements in your source repository to your target repository, where
they will create corresponding requirements.

© Jira Software servicenow
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The core work items (such as requirements, defects, or tasks)
that will flow as part of your integration.

Container

Some examples of common containers are projects, folders, modules, workspaces, and sets. Containers
are artifacts that are used to group work items. They define where, within the repository, each work
item resides. The main purpose of a container is to define a set of work items.

Within Tasktop, you primarily use containers to:



® Define the scope of your collection. For example, you could add Project A and Project B to your
collection, which would mean only artifacts within those projects would be eligible to flow in
your integration (we'll explain this more in the 'Collection’ section, below).

® Define routing for your collection. Routing defines where artifacts will be created within your
target collection. For example, if you route Project A in Jira to Project B in Jama, that will tell
Tasktop to flow artifacts in Project A in Jira over to Project B in Jama, where they will create
corresponding artifacts.

® For specific low-level container types, you can create a Container Collection, which will allow you
to flow Containers from a source Collection to a Target Collection - allowing you to recreate
your container (i.e. folder, module, component) structure, as well as the work items contained
within them in the target repository.

High-Level Containers vs. Low-Level Containers

Some repositories contain high level containers, such as workspaces, which are then broken into low
level containers, such as projects.

Container types

High-level Container

Low-level Container

Containers are a key component of creating your collection, as each collection is defined by its artifact
type (i.e. defect, requirement, test case, etc), by the model it is mapped to, and by the high level
containers it includes. In this way, containers are essential for how you define which artifacts can flow
as part of your integration.

You can learn more about how to select the containers included in your collection here.

Your containers also become important during the Artifact Routing stage of configuring your
integration. On the Artifact Routing Screen, you are able to determine how artifacts should flow from
one collection's containers to the other's. Some repositories allow you to route at only the low level
container level, some allow you to route at the high level container level, and others allow a mixed
approach.

You can learn more about how to configure artifact routing here.

To understand this better, let's look at an example in Jama. Jama contains high-level containers (projects)
which are then divided into several low-level containers (sets), which contain work items (requirements,
in this case). Here, our high-level container is the Mobile App Project, which is then divided into two low-
level containers: the Back-End Requirements set and the Front-End Requirements set.



When we configure our Jama collection, we will define that collection at the high-level container level:
this means that we can define the collection based on projects. Here, we have selected the Mobile App
Project for use in our collection.

W Collection Configuration  Jama Requirements.

Configure your coliection. arttacts

inone or
<Backto Field Mapping

Jama
o hitp/pdtjama188.van taskiop.com:8080/contour

1 Mobile App Project
) o=

projects Manage Projects

However, when routing artifacts, we will utilize low-level containers (sets) to determine which container
Jama artifacts will flow to in our target repository. In the example below, the Back-End Requirements
set in Jama will flow to the Back End Project in Jira, and the Front-End Requirements set in Jama will
flow to the Front End Project in Jira. Both the Front End Requirements set and the Back End
Requirements set are contained within the high level Mobile App Project, within Jama.

= Artifact Routing: Jama Requirements - Jira Stories

View and manage

Mbile App Project/ Back-End Requirements (GID-2... 1 jm———————————" Back End Project

Mabile App Project / Front-End R is (GID2... 1 Front End Project

Collection
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COLLECTION

A set of artifacts that are eligible to flow as
part of your integration.

A collection is the set of artifacts that are eligible to flow as part of your integration. They have the
following characteristics:

1. All artifacts in the collection are the same core artifact type (e.g. defect, user story, feature, etc)
2. The artifacts in the collection are mapped to one model



3. Artifacts can be sourced from multiple projects (containers)

- raccs il "
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Project 2

Al artifacts come from Al artifacts are the same core The artifacts in the collec- Artifacts can be sourced
one, and only one, artifact type (e.g. defect, user tion are mapped to one, from multiple projects
repository connection story, feature, etc) and only one, model

A concrete example of a collection would be a set of defects from an organization’s Jira instance.

The artifacts in a collection can come from one or more projects from a given repository
connection. Getting back to the example provided, if your Jira instance had 50 projects, you could
include artifacts from any or all of those projects. Once projects are added to a collection, those
artifacts are eligible for inclusion in an integration.

(Note: The term “project” is used here generically— sometimes repositories have different names
for “project”, or may not have more granular projects at all, but let’s stick with this for simplicity’s
sake.)

The artifacts in a collection share a set of fields that have repository-specific names and values. Part of
creating a collection involves choosing a model on which to base the collection and then mapping these
repository specific fields and values to those defined in the model. The concept of models will be
discussed in the next section.

There are three types of collections in Tasktop:

® Work Item Collections, which typically include work items, such as requirements or defects,
from typical repositories, such as Jira or Micro Focus (HPE) Octane. Work Item Collections can
also be utilized to connect to a Database, such as MySQL, for use in an Enterprise Data Stream
Integration

® Container Collections, which include certain container types from external repositories (such as
Jama Components and Micro Focus/HPE ALM Folders)

® Gateway Collections, which contain information sent via an inbound webhook, from an external
tool. Oftentimes this information is generated based on an event, such as a failed test or a code
review.

You can learn how to create your collection(s) here.

Repository Collections (Work Item Collections and Container Collections)


https://docs.tasktop.com/pages/viewpage.action?pageId=28771722
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A set of artifacts that are eligible to flow as
part of your integration.

Repository Collections (meaning either a Work Item Collection or a Container Collection that connects
to a repository) comprise artifacts from an ALM, PPM, or ITSM repository like Atlassian Jira, ServiceNow,
CA Clarity, or Zendesk. When used in an integration, artifacts in a repository collection can be created,
can be updated, and/or can trigger the creation of artifacts in another collection.

What can Tasktop do to artifacts in a repository collection?

Action Permissable
Create artifacts in collection (]
Update artifacts in collection [ ]
Detect additions or updates to artifacts in (]

collection in order to create or update artifacts
in another collection

Database Collections (a type of Work Item Collection)

°
H
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Work Item Collection (Database)
t

Databases collections (a type of Work Item Collection) connect to a table in a database repository, such
as MySQL or Oracle. Artifacts in the source repository will flow data to the fields in that table.

When used in an integration, artifacts in a database collection can be created, but cannot be updated
nor trigger the creation of artifacts in another collection.

What can Tasktop do to artifacts in a database collection?

Action Permissible

Create artifacts in collection (]

Update artifacts in collection [ x |



Detect additions or updates to artifacts in %
collection in order to create or update artifacts
in another collection

Gateway Collection

©git 4 Jira Software

A Gateway Collection
sent viaan in-bound

Unlike repository collections and database collections, which rely on Tasktop actively making various
API calls to communicate with a given repository, artifacts in a Gateway collection are sent to Tasktop
via our own REST API. This means that you don’t need to create a repository connection to create a
gateway collection--as long as you can send Tasktop a simple REST call, those artifacts can then be
used to achieve a specific goal within the context of an integration.

Gateway collections are particularly useful when the artifacts you want to integrate come from smaller,
purpose-built systems for practitioners in various disciplines, such as Selenium for QA; when the
artifacts you want to integrate come from systems that are largely event-driven, such as an application
performance monitoring repositories; when artifacts come from home-grown tools your organization
might have developed on their own; or when you'd like to pull information that is not considered a
standard artifact from a repository supported by Tasktop, like capacity information from a PPM tool.
When creating a gateway collection, you'll specify a path to generate a webservice to which you'll post
information. You'll also choose the model to which you would like incoming artifacts from this
collection to conform. You'll then be given an example payload and script that can be used to send
artifacts to Tasktop:

uuuuuuuuuuu

Parent Artifact & Choose an existing repository connection

When used in an integration, artifacts in a gateway collection can trigger the creation or modification of
artifacts in another collection.



What can Tasktop do to artifacts in a gateway collection?

Action Permissable
Create artifacts in collection [ x
Update artifacts in collection [ x |
Detect additions or updates to artifacts in (]

collection in order to create or update artifacts
in another collection

Model
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When integrating data from multiple collections, there are three factors that are critical to success:

1. The ability to normalize disparate definitions of artifacts between different collections

2. The ability to scale the integrations to support many collections with hundreds or even
thousands of projects and artifacts.

3. Efficient flow of data — meaning, only flow information that is necessary between collections

These three critical success factors are met with our usage of “models”. In very basic terms, a model is
simply a list of fields or attributes that define a certain artifact that you want to integrate. For example,
below is a very basic defect model:

Defect Model
Field Field Type
Description String
Priority Single Select:
® High
® Medium

® |ow



Status Single Select:

® New
® In Progress
® Complete

Let’s talk about the first critical success factor — the ability to normalize disparate definitions of artifacts
between different collections. Or, another way of thinking of it, the classic “you say tomato, | say
tomahto” conundrum. In the diagram below it is apparent that the Jira bug is similar, but not the same,
as the Jama defect. The solution to this problem is to be able to “map” each defect to a common
definition of a defect and “normalize” the fields and field values. Then, when you are communicating
about “defects”, everyone is speaking the same language via the “model” definition. Like this:

-f(- Bug %ﬁ} Defect
fome

Urgent Critical 1

High High 2

Medium Medium 3

Low Low 4

Trivial

A good analogy to help understand why models are so important is the act of translating between
people who speak different languages. If you have two people that speak two different languages, you
need to translate only between those two points. If, however, you have three different languages, you
have three points of disconnect in communication that need to be translated. But, as you add more and
more languages, the number of disconnects blocking communication does not grow linearly — even if
you have just 6 languages, you have 15 points of disconnect to translate between! And if you have 10
languages you will have 45! As you can see, resolving these point-to-point disconnects individually
quickly becomes unsustainable given the sheer number of them that can arise. It is in this way that
models save the day, acting as a “universal translator,” overcoming all of the communication
disconnects that are present by translating between all of the points at once.Now that we have the
ability to solve the “you say tomato, | say tomahto" problem, the second critical success factor comes into
play, which is the desire to scale your integration landscape to support many collections with hundreds
or even thousands of projects and artifacts.

Integrating Without Models



Without Model

Integrating With Models

Italian German

Six languages

ransiation count: 6

With Model

Now that we've solved the first two critical success factors, there is one more that might not seem as
obvious but is actually quite important to your overall success. When flowing large volumes of data,
you need efficient flow of data, not the ‘drink from the firehose’ approach where all fields of all artifacts
are flowing everywhere. There is no business value in that and, worse, you will end up with significant
performance issues. Instead, by using models, you can limit, or target, the exact data that you need to
flow between collections — nothing more, and nothing less, than what is necessary.

In summary, models solve the critical three success factors for large scale integration landscapes —
giving users the ultimate in flexibility, scalability, and consistency at the same time.

You can learn how to create a model here.
Flow Specification and Templates
Now that we have introduced the concepts of artifacts, collections, and models, we can come back to

the concept of an integration. As discussed earlier, the basic concept of an integration is the flow of
information between two or more collections.



The last two concepts to introduce relate to integrations as a whole. First, the flow specification. This is
probably the trickiest aspect of an integration, which is why we also have introduced another concept,
called templates, to help.

Defining how you'd like data to flow between collections requires a lot of nuance and forethought. For
instance, would you like to create new artifacts, or modify existing artifacts? Would you like artifacts
and fields to flow in both directions or just one direction? What types of collections (and how many of
them) would you like to integrate?

Picking a template jump-starts your integration, bundling many of the flow specification elements to
facilitate quicker configuration.

You can learn how to configure your integration using a template here.
Integration Style

Each template is based on an underlying style that defines whether you want to create new artifacts in
collections or modify already existing artifacts in collections.

Canvas Layout

Each template follows a certain canvas layout, determining the quantity and types of collections that
can be added to the canvas. The canvas will either follow a many-to-one, one-to-many, or one-to-one
layout.

Artifacts from a single collection
on the left are flowing to many
collections on the right.

By picking a given template, you are, in essence, also picking the style of integration and canvas layout,
which in turn influences other configuration options such as the artifact flow directionality, field flow
directionality, and routing directionality, making the act of integrating your collections quick and
painless.

Artifact Relationship Management (ARM)

Artifact Relationship Management refers to the ability to maintain relationships between artifacts when
they flow from one collection to another. By utilizing the Relationship Specification Screen when
configuring your collection, you can ensure that relationships are preserved between your artifacts.
You'll learn more about how to configure Artifact Relationship Management in the Quick Start Guide.

Internal ARM

When using Tasktop, it is important to understand the distinction between Internal ARM and External
ARM.



Internal ARM refers to the ability to flow multiple artifacts between two (or more) repositories, and to
maintain relationships between them.

In the example below, you can see an example of an Integration from Microsoft TFS to Jira which
utilizes Artifact Relationship Management (ARM) to do the following:

Flow Microsoft TFS Features to Jira Epics

Flow Microsoft TFS Defects to Jira Bugs

Utilizes Artifact Relationship Management (ARM) to preserve the relationships between the
artifacts internally within each repository

D4 Microsoft TFs © Jira Software

External ARM

External ARM is a more light-weight approach, compared to internal ARM. Rather than flowing the
related artifacts themselves to the target repository, you can flow a link to those artifacts to a string or
weblink field.

For example, you could:

® Flow Microsoft TFS Features to Jira Epics
® The Microsoft TFS Features are 'affected by’ defects within TFS
® Instead of flowing the TFS Defects to Jira, we can flow a link to the those TFS defects to a string
or web link field on the Jira Epic

DQ Microsoft TFS © Jira Software

()

gement (ARM)
wing a URL for the related artifact

Installation Primer

Overview



The Installation Primer describes how to install Tasktop Integration Hub and covers some basic
information you should know before proceeding with the installation. If you are working on a deployment
with Tasktop, your Solutions Architect will assist you with the installation.

System Requirements

On the System Requirements page, you can learn about:

Supported Operating Systems

Supported Browsers

Supported Databases

Java Runtime Environment

Hardware Sizing for Deployment Scenarios

Installation

On the Installation page, you can learn about:

Sandbox Environment
Where to download Tasktop
Installation on Windows
Installation on Linux

Default File Locations
Repository Preparations

Advanced Configuration

On the Advanced Configuration page, you can learn about :

Container Configuration
Port Configuration

HTTPS Configuration
Increasing Available Memory

Logging

Upgrading
On the Upgrading page, you can learn about:

® Performing Tasktop Integration Hub version upgrades
® Back up and Restore practices

Business Continuity

On the Business Continuity page, you can learn about:



® Best practices for data loss prevention
® Impacts of Tasktop downtime
® Failover strategy/high availability guidelines

System Requirements

General Requirements
Tasktop Integration Hub must be installed in a server environment.

1. Note: Only one instance of Tasktop should be installed on each server.
User Requirements

You will need an account with administrative privileges on your server to install and configure Tasktop
Integration Hub. That account must have read/write access to the default file locations.

Supported Operating Systems
The following 64-bit operating systems and versions are supported:

Windows 7 SP1

Windows 10

Windows Server 2008 R2 SP1
Windows Server 2012 R2
Windows Server 2012

Windows Server 2016

Red Hat Enterprise Linux 6.x

Red Hat Enterprise Linux 7.x
Ubuntu Linux 12.04 LTS

Ubuntu Linux 14.04 LTS

Ubuntu Linux 16.04 LTS

SUSE Linux Enterprise Server 11.x
SUSE Linux Enterprise Server 12.x

Supported Browsers

The Tasktop Integration Hub web interface is supported on the following browsers:

® Firefox 46.0.1 and up
® Google Chrome 50.0.2661.102 and up
® Internet Explorer 11 and up
® i Note: Internet Explorer is not a recommended browser for using Tasktop Integration
Hub. We recommend using the latest Google Chrome or Firefox browsers.

Tasktop Integration Hub has been developed to run with a minimum screen resolution of 1280
pixels by 800 pixels.


https://docs.tasktop.com/display/T183/Installation#Installation-File

Supported Databases for storing Tasktop Operational Data

1, Tasktop automatically stores operational data to a built-in database. However, for production
environments, we strongly recommend that operational data is stored to an external database for
improved maintainability. This will enable you to perform frequent back-ups without having to stop
Tasktop Integration Hub, and ensure that your Tasktop Integration Hub practices are consistent with
your existing disaster and recovery process.

For details on how to store your operational data to an external database, rather than Tasktop's built-in
database, please refer to the Settings page.

You can also learn more about Disaster Recovery on Tasktop Integration Hub here.

Note: For all supported databases, user must have sufficient permissions to connect, create, alter and
drop tables and indexes and create temporary tables. Users must also have sufficient permissions to
select, insert, update, delete and truncate tables.

Please see guidelines regarding external database sizing here.

1, Note: A separate database must be used for Tasktop Operational Data and Enterprise Data Stream i
ntegrations.

The following databases and versions are supported for storing Tasktop operational data:
Microsoft SQL Server

Supported Versions:

2008 (including SP1, SP2, SP3, SP4)
2008 R2 (including SP1, SP2, SP3)
2012 (including SP1, SP2)

2014 (including SP1)

2016

Configuration Settings

® Database must be configured to be case sensitive
® This can be configured using the following command (replacing ‘dbName' with the name of
your database):

ALTER DATABASE dbNanme COLLATE SQL_Latinl_General CP1_CS_AS ;

Necessary User Permissions

Granting the following roles is sufficient:

° db_dat ar eader


https://docs.tasktop.com/display/T183/Settings#Settings-Database

db_datawriter
db_ddl admi n

MySQL

Supported Versions:

5.7 (5.7.7 and above)

Configuration Settings

The following settings must be applied before connecting to MySQL with Tasktop:

Database must be configured to be case sensitive
® This can be configured using the following command (replacing 'dbName' with the name of
your database):

ALTER DATABASE dbNanme COLLATE = 'utf8 general cs'

Database default charset must be UTF-8, ALTER DATABASE dbName CHARACTER SET = 'utf8'
® Can also create database with these settings: CREATE DATABASE dbNane CHARACTER
SET = 'utf8'

i nnodb_default _row format must be DYNAM C
i nnodb_file_format mustbe Barracuda

i nnodb_file_per_tabl e mustbeON

i nnodb_| arge_prefi x must be ON

max_al | owed_packet property must be minimum 64M
® If thisis set too low, you will see a "Packet for query is too large" error on the Activity
screen

max_connect i ons property should be minimum 500
® Note: the number of connections Tasktop uses is highly dependent on customer
configuration, hardware, and load. The number above is a recommendation. Please
consult Tasktop Support if you have any questions.



I Note: i nnodb settings are the default setting for

MySQL, so you will not need to make any changes to those settings unless they have been changed
previously. The i nnodb settings apply globally to all MySQL databases on the server, while the char a
cter set is specific to the database.

1, Configuring Tasktop Integration Hub with the MySQL external operational database will prohibit the
synchronization of 4-byte characters due to MySQL's default UTF8 encoding being limited to 3 bytes.
Examples of 4-byte characters include but are not limited to some emojis and some Chinese characters.
If you may be synchronizing 4-byte characters, consider using another supported database.

Necessary User Permissions

The following provides sufficient permissions for the t askt op_hub user on the t askt op_hub dat ab
ase:

REVOKE ALL PRI VI LECES, GRANT OPTI ON FROM t askt op_hub;

GRANT SELECT, | NSERT, UPDATE, DELETE, CREATE, DROP, ALTER, | NDEX,
LOCK TABLES ON tasktop_hub.* TO tasktop_hub

Supported Versions:

® 119
® 12¢c

Configuration Settings

® Database must be configured to be case sensitive (this is the default configuration)



Necessary User Permissions:

User must have CREATE SEQUENCE, CREATE TABLE, CREATE SESSI ON permissions, as well as
sufficient tablespace quota. Typical user creation might look as follows:

CREATE USER t asktop_hub | DENTI FI ED BY a_password DEFAULT TABLESPACE
t askt op_hub;

GRANT CREATE SESSI ON TO t askt op_hub;

GRANT CREATE SEQUENCE, CREATE TABLE TO tasktop_hub;
GRANT UNLI M TED TABLESPACE TO t askt op_hub;

PostgreSQL

Supported Versions:

95.2-9512
9.6-9.6.9
101

10.2

10.3

Configuration Settings

® Database must be configured to be case sensitive (this is the default configuration)

Necessary User Permissions

The following provides sufficient permissions for the t askt op_hub user on the t askt op_hub databa
se:

REVOKE ALL PRI VI LEGES ON DATABASE t asktop_hub
FROM t askt op_hub;

GRANT CONNECT, TEMP ON DATABASE t asktop_hub
TO t askt op_hub;

GRANT CREATE ON SCHEMA public
TO taskt op_hub;

GRANT SELECT, | NSERT, UPDATE, DELETE, TRUNCATE
ON ALL TABLES I N SCHEMA public
TO t askt op_hub;



Supported Databases for use in Enterprise Data Stream Integrations

The Tasktop Database add-on allows you to create integrations that send artifact information to one
central database.

1. Note: A separate database must be used for Tasktop Operational Data and Enterprise Data Stream i
ntegrations.

If your license includes the Tasktop Database add-on and you would like to configure an Enterprise
Data Stream Integration, the following databases and versions are supported:

Microsoft SQL Server

2008 (including SP1, SP2, SP3, SP4)
2008 R2 (including SP1, SP2, SP3)
2012 (including SP1, SP2)

2014 (including SP1)

2016

MySQL

¢ 55
® 56
¢ 57

Oracle

® 11g
® 12¢c

Java Runtime Environment

Tasktop Integration Hub is packaged with a JRE and there is no need to install a JRE separately.
Tasktop Integration Hub uses and ships with Oracle Java.

Hardware Sizing for Deployment Scenarios
General Notes and Considerations

Below are recommendations on sizing hardware and virtual machine capacity to meet the needs of
typical deployment scenarios.

Tasktop Integration Hub is a web application which runs centrally on a server. Users interact with it
through a web browser from any computer that has network access to the server. These sizing
recommendations apply to the server machine running Tasktop Integration Hub.



These recommendations are guidelines intended to provide a starting point when deciding on hardware
allocation for a specific deployment. We recommend monitoring system load including CPU usage,
memory pressure and disk queue length and adjusting the system sizing accordingly.

For best results, Tasktop Integration Hub should be deployed in an environment that has good network
throughput and low latency to all repositories and databases involved in an integration.

Based on real-life metrics, we approximate database sizing at about 40KB per artifact. For 100,000
artifacts total (including artifacts on both sides of an integration), that equates to about 4GB of
database storage, not including log files, rollback space, etc.

This is a rough estimate, and will depend on customer specific configuration and usage. For example,
artifacts that have hundreds of fields and many large comments will require more space. For this
reason, our sizing estimates are on the high side to account for future growth, variance between
customers and their configurations.

External Database Sizing

Disk space usage for configurations using an external database should have roughly 50-100GB for the
system running Hub, and the external database should have whatever is recommended for the size
category, minus approximately 50GB. For example, the medium size would be about 100GB (150GB
recommended minus 50GB).

Sizing Recommendations
Small Deployment
A deployment managing up to 20,000 artifacts and up to 200 active users.

® 4 GB system memory
® 3 GHz processor, 2 cores
® 50 GB free disk space

Small deployment system sizing is roughly equivalent to an EC2 T2 Medium instance.
Medium Deployment
A deployment managing up to 100,000 artifacts and up to 1,000 active users.

® 8 GB system memory
® 3 GHz processor, 2 cores
® 150 GB free disk space

Medium deployment system sizing is roughly equivalent to an EC2 T2 Large Instance.

Large Deployment



A deployment managing many repositories and 200,000+ artifacts and over 2,000 active users.

® 8 GB system memory
® 2 x 3 GHz processors, 4 cores
® 250 GB free disk space

Large deployment system sizing is roughly equivalent to an EC2 M4 Large or M3 Large Instance.

Installation

Sandbox Environment

It is recommended that you prepare a sandbox environment to test your Tasktop Integration Hub
configuration before deploying it in production. This sandbox environment should include a sandbox
server to install Tasktop Integration Hub on, and sandbox instances of all ALM systems you will be
integrating, with the same project structure and customizations as, and a comparable number of
artifacts to your production ALM systems.

After you have configured Tasktop Integration Hub on the sandbox server and are happy with the way
it is running against your sandbox ALM systems, you can install Tasktop Integration Hub on your
production server and recreate the configuration against your production ALM systems.

Installation

Where to Download Tasktop Integration Hub

To get the latest version of Tasktop Integration Hub, first create an account on http://my.tasktop.com,
then contact your Solutions Architect or Tasktop Support (support@tasktop.com) and ask them to
enable the latest Tasktop Integration Hub download for your account.

Once on http://my.tasktop.com, click the 'My Downloads' button. This will lead you to http://my.
tasktop.com/download_products.php, where you will be able to download the latest version of Tasktop
Integration Hub.
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Product Downloads

Tasktop Integration Hub

17.1.5 | Release date: February 24, 2017

Downloads: Tasktop Integration Hub Linux, Tasktop Integration Hub Windows

17.1.6 | Release date: March 06, 2017

Downloads: Tasktop Integration Hub Linux, Tasktop Integration Hub Windows

Installation on Windows
Click on the 'Windows' download link on the Product Downloads page of my.tasktop.com.

You will be provided with an installation package for Tasktop Integration Hub as a standard Windows
MSl installer. If prompted, click 'Save File," and then open the file once it downloads.
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Open File - Security Warning X

Do you want to run this file?

MName: ..\tasktop-17.3.0v20170627-1617-RELEASE-windows.msi

Publisher: Tasktop Technologies
Type: Windows Installer Package

From: Ch\Users\localadmin\Downloads\tasktop-17.3.020170...

] Always ask before opening this file

e While files from the Internet can be useful, this file type can potentially
l\ ﬁl harm your computer. Only run software from publishers you trust.
v

- What's the risk?

{i& Tasktop 17.3.0 Setup M B3

TASKTOR Welcome to the Tasktop 17.3.0 Setup

Wizard

Please wait while the Setup Wizard prepares to guide you
through the installation,

Computing space reguirements

Back | [dext I Cancel I

You will then be lead through the installation wizard. Follow the prompts to install Tasktop.

To start Tasktop, click the 'Start' menu, and select 'Start Tasktop'. This will start both Tasktop and
Keycloak User Management services. To stop both services click on the 'Stop Tasktop' shortcut.

_ Please make sure you follow the steps in the Getting Started section upon starting up Tasktop
Integration Hub for the first time.
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Installation on Linux

For Direct Customers
Click on the 'Linux' download link on the Product Downloads page of my.tasktop.com.
You will be provided with an installation package for Tasktop Integration Hub asa . t ar. gz archive.

To extract this archive to your desired location, copy the archive to the correct location on your Linux
system and use following command to extract:

To start Tasktop Integration Hub, run the st art - t askt op. sh script from the installation directory.
This will start both Tasktop and Keycloak User Management services. To stop both services, use the s
t op-t askt op. sh script in the same folder.

_' Please make sure you follow the steps in the Getting Started section upon starting up Tasktop
Integration Hub for the first time.

For OEM Customers
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You will be provided with an installation package for Tasktop Integration Hub with no file extension in
the name.

To execute the file, run these commands:

...............................................................................................................................................................................

...............................................................................................................................................................................

Once you approve the End User License Agreement that pops up, the file will automatically unzip,
allowing you to run Tasktop Integration Hub.

To start Tasktop Integration Hub, run the st ar t - t askt op. sh script from the installation directory.
This will start both Tasktop and Keycloak User Management services. To stop both services, use the s
t op-t askt op. sh script in the same folder.

_' Please make sure you follow the steps in the Getting Started section upon starting up Tasktop
Integration Hub for the first time.

Tasktop Integration Hub Service on Linux

There are multiple ways to configure a Tasktop Service that starts automatically on system startup. It is
recommended to use a dedicated account for running Tasktop Integration Hub. Here are examples for
SysVinit and Systemd.

Tasktop Integration Hub Service with Systemd

1. Navigate to/ et ¢/ syst end/ system
2. Create a new file named t askt op. servi ce
3. Paste the following into that file

....................................................................................................................................................................

# Systend unit file for tasktop
[Unit]

Descri pti on=Tasktop Integration Hub
Aft er =sysl og. t arget networKk. target

[ Servi ce]
Type=f or ki ng

ExecStart =/ pat h/to/tasktop/start-tasktop.sh
ExecSt op=/ pat h/ t o/ t askt op/ st op-t askt op. sh

User =user
G oup=gr oup



[Install]
Want edBy=mul ti - user .t ar get

a. Be sure to change both instances of '/ pat h/ t o/ t askt op' to the full path to your Tasktop
Integration Hub installation directory

b. Be sure to change the User and Group variables to the username and group of the account
you want to run the Tasktop Integration Hub service

4. Reload Systemd

$ systenctl daenon-rel oad

5. Enable the new Tasktop Integration Hub service to start on system startup

$ systenct!l enable tasktop

To manually start and stop the Tasktop Integration Hub Service, use the following commands:

$ systenctl start tasktop
$ systencttl stop tasktop

Tasktop Integration Hub Service with SysVinit

1. Navigateto/etc/init.d
2. Create a new file named t askt op
3. Paste the following into that file:

#! / bi n/ bash

# description: Tasktop Start Stop Restart
# processnane: tasktop

# chkconfig: 2345 20 80

TASKTOP_HOME=/ pat h/ t o/ t askt op

case $1 in

start)

sh $TASKTOP_HOVE/ st art - t askt op. sh

st op)

sh $TASKTOP_HOVE/ st op-t askt op. sh



restart)
sh $TASKTOP_HOVE/ st op- t askt op. sh
sh $TASKTOP_HOVE/ st art -t askt op. sh

esac
exit O

a. Be sure to change the TASKTOP_HOME variable to the full path to your Tasktop Integration

Hub installation directory
b. You may also wish to change the chkconfig run levels and start and stop priorities

4. Set the permissions of Tasktop to make it executable

$ chnod 755 tasktop

5. Use the chkconfig utility to make Tasktop Integration Hub start at system startup (you may wish
to change the run levels in this command)

$ chkconfig --add tasktop
$ chkconfig --1evel 2345 tasktop on

To manually start and stop the Tasktop Integration Hub Service, use the following commands:

$ service tasktop start
$ service tasktop stop
$ service tasktop restart

Derby Database Location on Linux

Hub has an internal Derby database that stores Tasktop operational data. You may want to change the
location of this database so that only specific individuals may access it on the Linux machine where

Hub is installed.
Here's how to change the location of the Derby database:

1. Download and then unzip the Linux file.
2. Gotocontai ner/ bi n/ setenv. sh. You can change the database location under der by.

system hone.
3. Now, when you start the Hub service, your database will be in the location you specified.



1. Note: if you have already made configuration changes, you will have to manually move the existing
Derby database to the new location. Otherwise, your Hub instance will appear brand new without any
configuration.

Getting Started

Once installation is complete, you can begin using Tasktop Integration Hub by opening http://localhost:
8080 or https://localhost:8443 in any of our supported browsers.

Before logging on to Tasktop, you must log into the User Administration Console in order to create
your admin user(s). The Tasktop User Administration Console can be accessed via the ‘User
Administration Console' link, at the bottom of the Tasktop Integration Hub sign-in page. Please review
the User Management section for detailed instructions on how to create a user, log in, and manage
your user accounts.

Once logged in, you will be prompted to set a Master Password, which will be used to encrypt your
repository credentials.

You will also need to apply your license before configuring your integrations. You can learn how to
apply your license here.

Default File Locations

Default File Locations on Windows

When Tasktop Integration Hub is installed on Windows using the MSI installer, the program files (i.e.
the executable files and binaries) are located in C. \ Pr ogr am Fi | es\ Taskt op, and the configuration
files and logs are located in C: \ Pr ogr anDat a\ Taskt op (ProgramData may be a hidden folder, so
you will need to change your Windows Explorer settings to show hidden files and folders to find it).

Default File Locations on Linux

When Tasktop Integration Hub is installed on Linux, the program files (i.e. the executable files and
binaries), configuration files, and logs are all located in the installation directory where you extracted
the distribution archive.

Repository Preparations
Preparing Your Repositories

In Tasktop, the term, 'repository," is used to refer to the external tools Tasktop connects to, such as Jira,
ServiceNow, or BMC Remedy.

Before connecting Tasktop Integration Hub to your external repositories, you will need to perform
some simple preparation on each repository you will be integrating. This preparation includes creating a
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user account for Tasktop Integration Hub with the appropriate permissions. Please to our Connector
Docs for detailed instructions for each repository.

Firewalls and Proxies

If Tasktop is installed behind a firewall, you may need to connect to external repositories (e.g. hosted or
cloud ALM tools) through a proxy. To create a connection to such external repositories in Tasktop, you
can make Tasktop connect through your proxy by configuring the proxy settings when creating a new
repository connection. It is recommended to create login credentials specifically for Tasktop on the
proxy server.

_ Note that the Proxy Location must be a URL in order for the proxy connection to work. If a .pac
script is used in your browser, you will need to open the script and find the URL/port to enter in the
Location field.

To use a proxy server, check the 'user proxy server' box and fill in your proxy details in the 'Proxy
Server' section on the New Repository Screen:

Proxy Server Use proxy server

Advanced Configuration

Container Configuration

Tasktop is distributed with the Apache Tomcat Servlet Container.

For information on configuring the container, please refer to the Apache Tomcat documentation at http:
//tomcat.apache.org/tomcat-8.5-doc/.

On Windows, configuration and log files are installed under C. \ Pr ogr anDat a\ Taskt op while
program files are located under C: \ Pr ogr am Fi | es\ Taskt op.

For information on configuring the service, please refer to the Apache Tomcat Service Howto at http://
tomcat.apache.org/tomcat-8.5-doc/windows-service-howto.html.

Further configuration, including JVM options and memory allocation, can be performed for the
Windows service by launching "Tasktop Properties" located at C: \ Pr ogr am
Fi | es\ Taskt op\ cont ai ner\ bi n\t askt opw. exe.

Port Configuration

_ To view a list of all ports being used on your system, you can use the netstat-a command. This will
help you determine which available port you'd like to use for Tasktop or Keycloak.

Tasktop Integration Hub
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The default port Tasktop uses is 8080 for HTTP and 8443 for HTTPS. To change this port, follow these
instructions:

1. In the Tasktop workspace (default: C: \ Pr ogr anDat a\ Taskt op), open cont ai ner/ conf
/server.xm
1. Note: You may need to right click and select 'Edit with Notepad,' or some other similar
option in order to edit the file

- Computer - Local Disk {C:) - Programbata - Tasktop - container - conf - ~ K& [ search conf

Date modified Type s

T/13/017753AM File folder

5/2/20175:024M  POLICY File 13K8
5/2/20175:024M  PROPERTIES File k8
5/2/2017 3:48 AM XML Document it 2K
5/2/2017 5:02 AM
7/13/2017 12:30PM XML Documen

5/2/2017 3:48 AM XML Document t 2K
§/2/2017 5:024M XML Documen 3 168KB

X Computer
&L, Local Disk (C3)
\a Database (E5)

2. To change the HTTP port:

1. Find the HTTP connector configuration (the <Connect or > element with pr ot ocol ="
HTTP/ 1. 1%
2. Change the port attribute to the port you wish to use (e.g. to use port 8888: <Connect or
port="8888" protocol ="HTTP/ 1. 1" connectionTi meout="20000"
/>)

>
S I1[EEEL | ® B @@=

Update value here to
change the port. Here,
we have changed it
from ‘8080’ to ‘8088

3. Save the file
3. To change the HTTPS port

1. Find the HTTP connector configuration (the <Connector> element with pr ot ocol =" HTTP
/1.1

2. Change the redirectPort attribute to the port you wish to use (e.g. to use port 9443: <Conn
ector port="8080" protocol ="HTTP/1.1" connecti onTi meout ="20000"
redirect Port="9443" />)

3. Find the SSL HTTP connector configuration(the <Connector> element
with protocol=protocol="or g. apache. coyote. htt pl1l. Ht t p11Ni oPr ot ocol ")

4. Change the port attribute to the port you wish to use (e.g. to use port 9443: <Connect or
port="9443" protocol ="org. apache. coyote. httpll. Htt p11N oProtocol "..
/>)

If you change the port, the address used to access Tasktop (i.e. http://localhost:8080) will need to be
updated with the new port number in place of '8080.'

Please refer to the official documentation for additional configuration options: http://tomcat.apache.org
/tomcat-8.5-doc/config/http.html
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Keycloak User Management
The default port the User Management uses is 8081. To change this port, follow these instructions:

1. In the Tasktop workspace (default: C: \ Pr ogr anDat a\ Taskt op), open cont ai ner/ webapps
/ ROOT/ VEEB- | NF/ web. xm
1. Find the targetURI parameter for the KeycloakProxy servlet (<par am nane>t ar get Uri <
/ par am name>)
2. Change the param-value attribute to the port you wish to use (eg.g. to use port 9081 : <pa
ramval ue>http://127.0.0. 1: 9081/ aut h</ par am val ue>)
2. In the Tasktop workspace (default: C. \ Pr ogr anDat a\ Taskt op), open keycl oak
/ st andal one/ confi gurati on/ st andal one. xm
1. Find the socket-binding for http configuration (<socket - bi ndi ng nane="htt p"
port="%{j boss. http. port:8081}"/>)
2. Change the port attribute to the port you wish to use (e.g. to use port 9081: <socket -
bi ndi ng name="http" port="%${j boss. http. port:9081}"/>)

HTTPS Configuration

By default, the application is available via HTTPS on port 8443. A default SSL certificate is provided for
testing purposes. This SSL certificate is insecure. Before use in a production environment, the provided
SSL certificate must be replaced. To replace the certificate, it is necessary to create a new

keystore with a valid certificate. Follow the steps below to create and configure the keystore:

1. Locate the Java keytool utility in Tasktop installation directory (default C: \ Pr ogr am
Fi | es\ Taskt op), at<Tasktop Installation Directory>/jrelbin/keytool
2. Generate a keystore file with the following command and fill in the information as prompted

keyt ool -genkey -alias tontat -keyalg RSA -keystore <l ocation
to save keystore file>

3. (Optional steps) Obtain and import a Certificate from a Certificate Authority (CA)
1. Generate a Certificate Signing Request (CSR) with the following command (Note that
'myComputerName’ should be changed to the fully qualified hostname of the machine).

keytool -certreq -keyalg RSA -alias tontat -file certreq.
csr -keystore <your keystore file>

-ext san=dns: | ocal host, dns: myConput er Name, i p: 127.0.0.1,ip:::
1

2. Submit your CSR to a CA to obtain a Certificate (see your CA's documentation for detailed
instructions)

3. Download a Chain Certificate from your CA (see your CA's documentation for detailed
instructions)

4. Import the Chain Certificate into your keystore with the following command



keytool -inport -alias root -keystore <your keystore file> -
trustcacerts -file <your chain certificate file>

5. Import your Certificate into your keystore with the following command

keytool -inport -alias tontat -keystore <your keystore
file> -file <your certificate file>

4. Place your keystore file in In the Tasktop installation directory (default C: \ Pr ogr am
Fi | es\ Taskt op),at<Tasktop Installation Directory>/container)
5. In the Tasktop workspace (default: C. \ Pr ogr anDat a\ Taskt op), open cont ai ner/ conf
[ server.xm)
1. Find the SSL HTTP connector configuration(the <Connect or > element with pr ot ocol =p
rot ocol ="or g. apache. coyote. httpll. Ht p11Ni oProt ocol ")
2. Change the keystoreFile attribute to point to the new keystore file
3. Change the keystorePass attribute to the password you entered when generating the new
keystore file
6. Restart Tasktop Integration Hub Service

By default the SSL configuration has been configured to disable known weak ciphers. As new security
information becomes available, the list of enabled ciphers should be updated accordingly.

For more details about Tomcat SSL configuration, please refer to http://tomcat.apache.org/tomcat-8.5-
doc/ssl-howto.html.

Increasing Available Memory

On Linux, Tasktop runs with the default JRE memory settings. This is typically a 1/4th of the physical
memory or 1 GB whichever is less. To change the

available memory edit cont ai ner/ bi n/ set env. sh and add the following line replacing 1536 with
the desired amount of heap memory:

JAVA OPTS=- Xmx1536m

On Windows, the available memory defaults to 512 MB and can be changed through the Manage
Tasktop application. The desired amount of memory is specified
on the Java tab under "Maximum memory pool".

Logging

Logging is configured with log4j. See the included "l og4j . xm " to configure log levels, location, and
rolling policy.
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The included "I og4j -t r oubl eshoot i ng. xm " configures log4j for the troubleshooting log level
when set via the settings page of the application.

Upgrading

Backup

A working backup strategy is a critical element of disaster recovery, since only backups can mitigate
complete hardware failure and user error. A strategy that ensures correct and current backups is
essential. Backups of the Tasktop database include both configuration and operational data.

Backup frequency should mirror your practices for all software tools your organization utilizes. Backup
frequency should be daily, ideally with incremental backups performed more frequently.

General Application Configuration

The recommended practice is to back up the entire installation/program data directory to cover all
customizations (excluding logs)

® Back up Tomcat customizations (in Linux install directory or Windows Program Data)
© container/conf/server.xml
©  Any keystores for certificates
©  For Linux: bin/setenv.sh
©  For Windows: any changes to the Java section of the Manage Tasktop application (e.g.
memory, command line parameters, etc)
® Back up keycloak data and customizations
© keycloak/standalone/data
© keycloak/standalone/configuration/standalone.xml

Operational Data

Default Derby Database

1, Tasktop automatically stores operational data to a built-in database. However, for production
environments, we strongly recommend that operational data is stored to an external database for
improved maintainability. This will enable you to perform frequent back-ups without having to stop
Tasktop Integration Hub, and ensure that your Tasktop Integration Hub practices are consistent with
your existing disaster and recovery process. For details on how to store your operational data to an
external database, rather than Tasktop's built-in database, please refer to the Settings page.

If you have chosen to utilize Tasktop's built-in Derby Database, ensure you've backed up the folowing:
® File backup of db directory (in Linux install directory or Windows Program Data)
External Database

In order to back up Tasktop Integration Hub, follow the instructions below:



1. Ensure that you have migrated your operational data to an external database. For details on
how to set up your external database, please see our Settings page.
2. Back up the following folders
a. on Linux:
i. /tasktop/db
ii. /tasktop/drivers
iii. /tasktop/libraries
b. on Windows:
i. The Tasktop data folder, typically C:\ProgramData\Tasktop
Back up the external database using that database's backup tools.
4. Back up the Tomcat and Catalina configuration (Note: this only needs to occur if/when changes
are made to the Tomcat and Catalina configuration).

w

Restore from Backup

1, Care should be taken whenever restoring from a backup as the state of the integration is maintained
in the database and restoring to an older copy could result in duplicated items and data (e.g. comments
and attachments). It is recommended to only restore when directed by Tasktop support or after a
failed upgrade where no items were processed.

Stop Tasktop before restoring.
General Application Configuration
® Restore any changes identified in the backup
Operational Data
Default Derby Database
® Copy the database directory from backup to the Tasktop data folder
External Database
In order to restore Tasktop Integration Hub, follow the instructions below:

1. Restore the external database backup using the tools from that database.
2. Restore the backed up Tomcat and Catalina configuration files from part 4 of the backup
instructions.

Upgrading
1, Before upgrading Tasktop, be sure to do the following:

1. Shut down Tasktop and afterwards follow the backup instructions outlined above. The first time
that Tasktop restarts after an upgrade, the internal database will be migrated to the new version
and it will no longer be possible to return to the prior version without the backup.
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Additionally, ensure that backups are made of the Tomcat, Catalina, and Keycloak configuration
files that have been customized. The upgrade process will overwrite these configuration files and
customizations will need to be re-applied.

When Tasktop is upgraded, a service-downtime for the Tasktop service is required in order to
upgrade the database. Note that a second instance cannot be running while the first instance is
attempting to upgrade the database.

Please review the release notes for all Tasktop versions that have been released after the
version you are upgrading from. Ensure that any upgrade steps outlined in the release notes are
followed.

Shut down Tasktop and Keycloak.

Back up as described in section above.

Move the old Tasktop installation folder to an archive folder.

Unzip the new Tasktop distribution archive.

Restore drivers, copy the /tasktop/drivers directory from the old installation into the new
installation folder <install-location>/tasktop.

Restore DB.

a. If you are using Tasktop's internal configuration database, copy the tasktop/db folder from
the old installation into the new installation folder <install-location>/tasktop.

b. If you are using an external database for Tasktop's configuration, copy the tasktop-db.json
file, and the /tasktop/db, from the old installation into the new installation folder <install-
location>/tasktop.

Re-apply any customizations to the Tomcat and Catalina configuration.

a. After installation, open the default file provided by installation.
b. Compare the previous file with customization to the new default file and add the
customization to the new file line by line.
Re-apply any customizations to the Keycloak configuration.

a. After installation, open the default file provided by installation.
b. Compare the previous file with customization to the new default file and add the
customization to the new file line by line.
Restore Keycloak configuration.

a. If you are using Keycloak's internal configuration database, restore the database (<install-
location>/keycloak/standalone/data/keycloak.h2.db) after installation.

b. If you are using an external database for Keycloak's configuration, reconfigure the external
database as described in https://keycloak.gitbooks.io/documentation/server_installation
/topics/database.html.

Start Tasktop.
Navigate to the Activity screen.
1. Review the 'Background Jobs' tab to review status on Integration Data Migration jobs.
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1. Resolve any associated issues shown here. These issues will need to be resolved and
their associated data migration jobs completed before the affected integrations can
run (unrelated integrations should continue to process).

2. Once the associated issue is resolved, failed Integration Data Migration processes
can be prioritized using the 'prioritize' button on the Background Jobs tab. Ensure
that these jobs complete successfully.

2. Review the 'Issues’ tab to resolve any configuration issues.

1. If there are configuration migration issues, those will be shown in the Issues
tab. They will block affected integrations from running (but unrelated integrations
should continue to process). Once the source of the issue is resolved, configuration
migration issues can be retried using the 'retry' button on the Issues tab.

2. If using TFS, you may see issues related to unsatisfied connector requirements since
you may need to upload new versions of the TFS SDK and CLC zip files.

3. Review the 'Errors' tab to resolve any errors related to specific integration activities.
4. Once all issues and errors are resolved, the internal upgrade will complete and information
will begin processing for those affected integrations.

Windows

W

Ensure a copy of the old installer is available in case a roll-back is required.
Click the 'Stop Tasktop' button on your desktop, and make sure services are stopped:

=
Backup as described in section above.

Run the installer of the new version of Tasktop.

Re-apply any customizations to the Tomcat and Catalina configuration.

a. After installation, open the default file provided by installation.
b. Compare the previous file with customization to the new default file and add the
customization to the new file line by line.
Re-apply any customizations to the Keycloak configuration.

a. After installation, open the default file provided by installation.
b. Compare the previous file with customization to the new default file and add the
customization to the new file line by line.
If you have connected to the Microsoft TFS repository in the past, remove all files and folders, ex
cept for the com.tasktop files, under <install-location>\Tasktop\libraries\microsoft-tfs and
<program-data>\Tasktop\libraries\microsoft-tfs. Note that you will need to upload new SDK
and CLC zip files in the TFS repository settings once Tasktop is started back up.
Start Tasktop.
Navigate to the Activity screen.
1. Review the 'Background Jobs' tab to review status on Integration Data Migration jobs.
1. Resolve any associated issues shown here. These issues will need to be resolved and
their associated data migration jobs completed before the affected integrations can
run (unrelated integrations should continue to process).
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2. Once the associated issue is resolved, failed Integration Data Migration processes
can be prioritized using the 'prioritize' button on the Background Jobs tab. Ensure
that these jobs complete successfully.

2. Review the 'lIssues' tab to resolve any configuration issues.

1. If there are configuration migration issues, those will be shown in the Issues
tab. They will block affected integrations from running (but unrelated integrations
should continue to process). Once the source of the issue is resolved, configuration
migration issues can be retried using the 'retry' button on the Issues tab.

2. If using TFS, you may see issues related to unsatisfied connector requirements since
you may need to upload new versions of the TFS SDK and CLC zip files.

3. Review the 'Errors' tab to resolve any errors related to specific integration activities.
4. Once all issues and errors are resolved, the internal upgrade will complete and information
will begin processing for those affected integrations.

Recovering from an error during upgrade

If Tasktop fails to restart after an upgrade or there are unresolvable errors preventing your integrations
from running, Tasktop may need to be returned to the previous version.

1, Care should be taken whenever restoring from a backup as the state of the integration is maintained
in the database and restoring to an older copy can result in duplicated items and data (e.g. comments
and attachments). It is recommended to only restore when directed by support or after a failed
upgrade where no items were processed.

Linux

1. Shut down Tasktop.

2. Remove the new Tasktop installation folder and restore the old Tasktop installation folder from
step 3 of the upgrade steps.

3. If you are using an external database for Tasktop's configuration, restore the external database
as described in section above.

4. Restart Tasktop.

Windows

1. Shut down Tasktop.

2. Uninstall Tasktop, then run the previous installer.
3. Restore from backup as described in section above.
4. Restart Tasktop.

Business Continuity

Overview
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Tasktop Integration Hub maintains information critical to organizational business processes, and
therefore should be included in a comprehensive business continuity plan that safeguards data and
ensures business continuity in hardware and operational failure scenarios.

1, For additional information, please contact Tasktop Support or your Sales Rep to access our Business
Continuity & Disaster Recovery materials.

Data Loss Prevention

An important aspect of disaster avoidance is avoidance of data loss. Tasktop Integration Hub should
be configured to use a reliable external database such as Oracle or Microsoft SQL Server. Please see
our 'Supported Databases for storing Tasktop Operational Data' section to see which databases are
supported.

External databases should be set up with sufficient redundancy to maximize uptime and to reduce the
probability of data loss due to hardware failure. For details on how to set up your external database,
please see our Settings page.

Downtime

When Tasktop service is unavailable, changes may be taking place in integrated repositories. Normal
Tasktop operation ensures that data flows between these repositories in a timely manner. When the
server is unavailable, however, information is no longer propagating between integrated systems.

This has the following impacts:

1. Synchronization integrations will not create or update artifacts in synchronized repositories

2. Enterprise Data Stream integrations will not record artifact changes from their integrated source
repositories to their target databases, which may cause a loss of fidelity in reporting data

3. Gateway integrations cannot accept payloads from integrated gateway collections; this can result
in data loss if the integrated tools cannot handle the downtime

Upon restarting Tasktop Integration Hub, integrations will resume with the following effects:

1. All Synchronization integrations will begin processing where they left off when the server
became unavailable; there may be a backlog of changes to process, but no synchronizations will
be lost

2. Enterprise Data Stream integrations will begin detecting artifact changes; any changes that
occurred when service was unavailable will be detected, but multiple changes to the same field
will have lost fidelity (only one change to that field will be reported)

3. Tasktop will begin accepting Gateway collection payloads, and if the integrated repositories are
configured correctly to retry payloads, they will be processed as usual without data loss

Backup
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A working backup strategy is a critical element of disaster recovery, since only backups can mitigate
complete hardware failure and user error. A backup strategy that ensures correct and current backups
is essential. Backups of the Hub database include both configuration and operational data.

See details on Backup procedures in the Upgrading section.

Restore

In order to restore Tasktop Integration Hub, follow the instructions outlined in the Upgrading section.
High Availability

To learn more about Tasktop High Availability strategies, please reach out to Tasktop Support or your
Sales Rep to access our Business Continuity & Disaster Recover materials.

Getting Started

Once installation is complete, you can begin using Tasktop Integration Hub by opening http://localhost:
8080/ or https://localhost:8443 in any of our supported browsers.

Before logging on to Tasktop, you must log into the User Administration Console in order to create
your admin user(s). The Tasktop User Administration Console can be accessed via the 'User
Administration Console' link, at the bottom of the Tasktop Integration Hub sign-in page.

UITASKTOP

Connecting the World of Software Delivery

Sign in to continue to Tasktop

Username admin

Password

remereorme [ IECKINN

(\/is'\t the User Administration Console to add and configure users.)

This will lead you to the Keycloak log-in screen:


http://localhost:8080/
http://localhost:8080/
https://localhost:8443/
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KEYC

Username or email

Password

The Tasktop User Administration Console comes pre-configured with a root user. Use those
credentials to log into Keycloak.

Username: root
Password: Tasktop123
You will be prompted to change your root password.

1 WARNING: There is only one initial root user. If the credentials for this user are lost, access to the ad
vanced User Management features will be lost. All functionality of Tasktop Integration Hub, however,
will continue uninterrupted. You can learn how to create additional root users and manage existing
root users here.

After logging in, you will need to make at least ONE new Tasktop Admin user for Tasktop Integration
Hub. After this first user is created, you can create additional users directly from the Tasktop

Integration Hub interface.

To create a Tasktop Admin, ensure "Tasktop" is selected in the upper left:



MIKEYCLO

Client

Templates
Roles

l|dentity

Providers

User

Federation

Authentication




Select the 'User’ section in the left column and click on the 'Add user' button on the upper right.

AKEYCLO, 2 Root v

Tasktop

On the Add User screen, populate the Username, E-mail, First Name, and Last Name sections. The rest
of the sections can be ignored.

AKEYCLO 2 Root v

S rs > Adduser

Add user

After clicking 'Save', select the 'Credentials' tab and give the user a temporary password. Make sure
‘temporary' is set to 'on'. This will allow them to set a new password upon their first log-in. Then click
'Reset Password'.

Users newuser
Tasktop v

Newuser

Details  Aftributes ~ Credentials ~ RoleMappings ~ Groups  Consents  Sessions

New Password

Client Templates
Password Confirmation
Roles

Identity Providers Temporary

Reset Actions

Reset Actions Email Send email

Next, select the 'Groups' tab to assign the user as a Tasktop Admin. Highlight ‘'TasktopAdmins' and click
‘Join'. By becoming a Tasktop Admin, this user will be able to add new users directly from the Tasktop
Integration Hub interface.
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Tasktop

Rebecca

Ignore the Attributes, Role Mappings, Consents and Sessions tabs.
Your Tasktop Admin user has been added.

Now, sign out of the User Administration console and go to http://<server>:8080. You will be able to
log in with the user account you just created. Once the admin user has been created, you generally will
not need to log into the User Administration Console.

Types of Users
There are two types of users: Admins and Users

The only differences between the two user types are regarding user management. An admin can
create new users, update users' passwords, and change users' group membership (from user to admin
or vice-versa). A user cannot. Both user types have the same permissions with regard to Tasktop
functionality (meaning that both have all permissions needed to create, modify, and run integrations).

1. We recommend configuring at least two admin users. This way, if one admin forgets their
password, the other admin will be able to log in and re-set the other admin user's password.

We also recommend changing the default password of the Advanced User Administration
console. Please see the Getting Started section above for information on how to re-set passwords.

Capability Admin User
Create New User
Reset Any User's Password

View and Modify Any User's Group
Membership

Create and Modify Repository
Connections

Create and Modify Models

o
o
o
Reset Own Password, Name, or E-mail @
o
o
o

Create and Modify Collections



Create, Modify, and Run Integrations @ (]

Creating Additional Users

To create an additional user, you must have admin capabilities. To create a user, select 'User
Administration’ from the upper right corner of the application.

=1

My account
User administration
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From the User Administration screen, select 'Add user’

I:U TASKTOP

<Back to Tasklop

Manage Users \

2 Groups
Unlock users | (Add user

On the Add User screen, populate the Username, Email, First Name, and Last Name sections. The rest
of the sections can be ignored.

Users > Add user

Add user
1)
Created At
Username * Newlser
Email newvser@email.com
First Name New
Last Name | user
User Enabled © u:‘
Email Verified O ‘:‘ orF
Required User Actions [ setectan acton

Qo=



Click the 'Credentials' tab and give the user a temporary password. Make sure 'temporary' is set to
‘on’. This will allow them to set a new password upon their first log-in. Then click 'Reset Password.'

Users » newuser

Newuser

Details  Attributes ~ Credentials ~ RoleMappings ~ Groups ~ Consents  Sessions

New Password

Password Confirmation

R . |

Reset Actions

Reset Actions Email Send email

Click on the 'Groups' tab. Add the user to a group - either TasktopUsers or TasktopAdmins, depending
on the permissions you'd like the user to have.

1. If the new user is not added to a group, they will not be able to successfully access the Tasktop
Integration Hub.

Users » newuser

Newuser

Details ~ Attiibutes  Credentials ~ Role Mappings ~ Groups ~ Consents  Sessions

Group Membership Leave Available Groups Join

IMaskiopUsers [2 Tasktopadmins

You can ignore the following tabs: Attributes, Role Mappings, Consents, and Sessions.
Your user has been added, and can log in with their temporary password.

1. Note that Tasktop will not send the new user an e-mail notification. The admin must notify the user
of the new account and password.

Resetting a User's Password

To re-set a user's password, you must have admin capabilities.

To re-set a user's password, select 'User Administration’ from the upper right corner of the application.
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Click 'View all Users."

Ij” TASKTOP 2 Admin Account v

<Back o Tasktop

Manage Users /

2 Groups
Search. Q || viewall users Unlock users || Add user

[ Username Email Last Name First Name Actions
360acese-aicd40...  admin user@tasktopcom  Account Admin Eat Delete
3%co95dEE4T.. lestadmin Eat Delete
6403162170204, testuser Eat Delete

Click on the ID for the user whose password you would like to re-set. Then, click on the 'Credentials’
tab and give the user a new temporary password. Make sure ‘temporary' is set to ‘on'. This will allow
them to set a new password upon their first log-in. Then click 'Reset Password.'

Users » newuser

Newuser #&

Detalls  Aftributes ~ Credentials ~ RoleMappings ~ Groups  Consents  Sessions

New Password

Password Confirmation [ rreennees

Temporary © [ on [

Reset Actions © | Sajectan action

Reset Actions Email © Send email

/1 Note that Tasktop will not send the user an e-mail notification. The admin must notify the user of
the new temporary password. The user will be prompted to set a new password upon their next log-in.

Managing Groups
Viewing Members of a Group
To view members of a group, you must have admin capabilities.

To view the members of a group, click ‘Groups' on the left pane of the User Management screen.



i
TFaskTor & Lo

<Back to Taskiop

Manage User Groups

L Users

f1Groups
[ TasktopAdmins
Bl Tasktopusers

Select the group you'd like to review, and click 'edit.’

=}
L—I-MTASKTDF' 2 Admin Account

<Back to Tasktop

[ User Groups

2 Users

New | Edit | cut | P Delete

$Groups
B Tasktoptdming
= TasktopUsers

Click the 'Members' tab to view current members.

1. Remember that a user can be a member of multiple groups.

=
ITMTASKTDF‘ 2 Admin Account v

<Back to Taskiop
Groups > TasktopUsers

Manage
TasktopUsers ¥ N

2 Users
Sefings  Attributes  Role Mappings  Members

Admin Tost Edit
admin Account Admin user@tasktop.com Edit
User Tost Edit

Adding or Removing Users From a Group
To modify a user's group membership, you must have admin capabilities.

Select 'Users' from the left pane of the User Administration screen. Click 'View all Users' and select the
ID of the user you would like to modify.

Click on the 'Groups' tab, select the group whose membership you'd like to modify, and use the 'leave'
and 'join' buttons to modify their group membership. There is no saving necessary here; once you click
the 'leave’ and/or 'join' button, you will see a notification at the top of the screen letting you know that
your change has been made.

1. Note that a user must be a member of at least one group in order to be able to log into Tasktop
successfully.
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<Back to Tasktop

Users > testuser
Manage

8 Cop Test-user &

L Users
Details ~ Atiributes  Credentials ~ Role Mappings ~ Groups ~ Consents  Sessions

Group Membership © | Leave Available Groups © Join

Maskiophdrins \ \
MaskiopUsers

Modifying Your Own User Information

Both Users and Admins can modify their own account information. To change your own password or
other user information, click your username at the upper right corner of the screen, and select ‘My
Account.'
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This will bring you to the Account Info screen, where you can update your name or e-mail address:

=
ITaskToP

Account Alfieids roquired
Password Username
Sessions
Email ser@tasidop.com
Applications
Firstname John
Last name smith

You can also click 'Password' on the left sidebar in order to change your password:

=
ITaskTorP

<Back to Tasktop

Change Password Al required

Applications

Confirmation



The 'Sessions' and 'Applications' sections can be ignored.

Advanced User Management

Tasktop Integration Hub has some advanced user management capabilities not accessible via the
Tasktop Integration Hub interface.

To access advanced user management capabilities, please click the 'User Administration Console' link at
the bottom of the Tasktop Integration Hub sign-in screen.

TASKTOP

Connecting the World of Software Delivery

Sign in to continue to Tasktop

Username admin

Password

romercerme [ NEERANN

(Vis'\t the User Administration Console to add and configure users.)

You can log in using the credentials you set when you first installed and began using Tasktop.

1. WARNING: there is only one initial root user. If the credentials for this user are lost, access to the
advanced User Management features will be lost. All functionality of Tasktop Integration Hub,
however, will continue uninterrupted.

Some of the advanced features include:

® User Federation Configuration for:
® LDAP
® Kerberos
® |dentity Provider login for:
® SAML V2.0
® OpenlD Connect v1.0
® Enforcing custom password policies such as:
® Set password expiration
® Require special characters



® Setting minimum password length

1. Note: While Tasktop officially supports LDAP, other advanced features (including but not limited to
Kerberos Federation and IDP) are not supported or tested by Tasktop.

To learn more about these advanced features, see: http://www.keycloak.org/documentation.htmi

1. WARNING: Do not make changes or updates to the Roles or Groups section. Altering these settings
may prevent your Tasktop Integration Hub users from accessing the tool.

Creating and Managing Root Users

A 'root user' refers to a user who is able to log in to the User Administration Console. Tasktop comes
with one root user, but if you'd like to create additional root users or to manage existing users, you can
do so from the User Administration Console.

Once logged in, click the arrow next to 'Tasktop' (in the upper left panel), and select 'Master"

@AKEYCLC

Tasktop Ml Tasktop

Qo )

Tasktop

OpeniD Endpoint Configuration

Next click 'Users' in the left panel. From here, you can follow the same instructions used to create
Tasktop users to create and manage root users (ignoring the 'Groups' section).

Configuring LDAP User Management

Required Directory Information

Before configuring LDAP, please check you have the following required pieces of information available
for your specific Active Directory (AD) domain.

® The fully qualified domain name (FQDN) for the AD service,
® example: 'demo.tasktop.com'
® An AD user account and credentials; The user will need read / view access to Users, Groups and
Organizational Units (OU). We suggest a specific restricted account be setup in AD for this
purpose.
® example: 'service_tasktophub'


http://www.keycloak.org/documentation.html

® An AD user group; The group(s) will be used to store specific users, who will have access to
Tasktop.
® example: 'Tasktop Hub Users'
® Atool such as ADSIEdit, which is able to give your the specific information about the structure of
your AD domain setup.
® ADSIEdit is part of Microsoft Windows Remote Server Administration Toolset (RSAT). This
can be downloaded from Microsoft RSAT page, or enabled on a server by adding the RSAT
feature.
® Alternatively ask your Domain Administrators for all of the following information:
CN/DN for Tasktop User (mentioned above)
CN/DN for the Tasktop User Group (mentioned above)
User, mail; username and name attributes (the specific name for each attribute)
OU root for all users
LDAP FQDN server URL

Accessing Keycloak Configuration Tool

1. To access advanced user management capabilities, please click the 'User Administration Console' link
at the bottom of the Tasktop Integration Hub sign-in screen.

TASKTOP

Connecting the World of Software Delivery

Sign in fo continue to Tasktop

Username |

Password

Rememsar ma

(\fws\tne User Administration Console to add and cowng.ue\.sers) © Tasktop Technologies 2017

2. Log in using the default credentials listed in the Getting Started section above.

3. Select the 'User Federation' link from the side-menu


https://support.microsoft.com/en-us/help/2693643/remote-server-administration-tools-rsat-for-windows-operating-systems

User

Federation

4. Choose the 'ldap' option from the dropdown for 'Add provider ...'

Add provider... b
kerberos

You are now on the LDAP configuration screen.
Configuring LDAP for Active Directory
This section will guide you through creating a connection to an LDAP authentication server.

1. Note that images provided are only a sample of settings; please ensure that you enter information
specific for your environment.

Required Settings
1. Follow steps above to access the LDAP configuration page.
2. Console Display name: This is any label you would like to give your connection.

Console Display Name © Tasktop Demo LDAP Server{

3. Priority: If you have more than a single User Federation configured, the priority specifies which order
to search each user federation service, Q is first.

4, Edit Mode:

® READ_ONLY: This will read the attributes from Active Directory. It will not attempt to modify
the AD service or store any local changes to user information.

® WRITABLE: This may enable some changes to be written back to AD. The user account
communication with AD will need access to modify the specific objects attribute

® UNSYNCED: This will read the attributes from AD and synchronise them to a local store in the
internal Keycloak database. Users and Administrators can make changes to the user objects, but
those changes will only be stored for the local Tasktop instance. This will not write back to
Active Directory.

The recommend mode is READ_ONLY.



Edit Mode v

o WRITABLE
Sync Registrations UNSYNCED

5. Sync registrations: If a new user is created in Tasktop, this will allow that user to also be created in
AD, if you have WRITABLE selected and access to create user objects in the AD domain. The default
setting is 'OFF'.

6. Vendor: Specify which vendor software to use for this LDAP configuration. If you are using
something other than Active Directory, then the attributes and locations may be different. This will also
pre-fill some default values.

*Vendor v

Red Hat Directory Server
Tivoli

Novell eDirectory

Other

* Username LDAP
attribute

7. Username LDAP attribute: This should be the default username attribute as specified in your domain.
The default for Microsoft AD is 'sAMAccountName'.

* Username LDAP sAMAccountName|
attribute

8. RDN LDAP attribute: This is the Relative Distinguished Name LDAP attribute. This is a list of
attributes which will be searched when a user attempts to authenticate to Tasktop. The attributes
listed here should be unique within an OU level or better-yet unique within a domain. The following
options are a good base to use:

® cn (conical name), also known as the full name; example "John Doe"
® sAMAccountName, also known as the username; example john.doe
® mail, also known as email-address; example john.doe@demo.tasktop.com

* RDN LDAP cn,sAMAccountName,mail
attribute

9. UUID LDAP attribute: This is the User Unique IDentification attribute. It is a complicated long string
of characters which will always uniquely identify a single object within AD. For unix based LDAP this is
often 'uid'. The default for Microsoft AD is 'objectGUID'.

*UUID LDAP objectGUID
attribute

10. User Object Classes: These are the ‘types' of objects which can be used to authentication against.
You can specify more if your organization has other specific identifiers such as 'staff' or 'contractor".
The default for Microsoft AD is: person, organizationalPerson, user.

* User Object Classes person, organizationalPerson, user


mailto:john.doe@demo.tasktop.com

11. Connection URL: This is the specific string which should be the FQDN of your LDAP service. It's
default format for AD will be ‘Idap://demo.tasktop.com'. If you have SSL configured then you can also
use ldaps://demo.tasktop.com (SSL is not enabled by default in Microsoft AD).

* Connection URL @ \uep:ffdemo.tasktop‘com‘

At this point, we recommend selecting the "Test connection'

Test connecthon

button to check that Tasktop is able to
communicate with your LDAP server. You should see a green message at the top of your screen
indicating a successful connection to your LDAP server

ScEid LR correchion insoriiy p-_

12. Users DN: This is the Distinguished Name for the location where you can find your users. You can
find out the Users DN (and any other Distinguished Names via the ADSIEdit tool in Windows. Once the
tool is open, you will need to connect to the AD domain for your company. Once connected, the
domain will be presented in a tree-view on the left, where you can drill down to the specific branches
until you find the specific OU or User object you want details for. We recommend using this utility as
it will allow you to copy/paste the specific DN information directly (as typing mistakes will result in
error when testing).

The format for this string will be a number of 'OU=" followed by a number of 'DC=' separated by a
comma. Spaces are allowed in this string if they exist in your structure.

example: OU=Users,0OU=Tasktop,DC=demo,DC=tasktop,DC=com

*Users DN @ QU=Users,0U=Tasktop,DC=demo,DC=tasktop,DC=com

13. Authentication Type: If you are are using Microsoft Active Directory, you will be required to
authenticate. Some non-Microsoft systems do not require authentication. If that is the cause for your
LDAP, then select 'none’

14. Bind DN: This is the Distinguished Name for the user account which you will use to authenticate
against your LDAP service in order to allow Tasktop to authenticate users. The Bind DN user account
can be anywhere within the AD domain, however we suggest that you have a dedicated account
specifically for Tasktop. The format for this sting will be a singular 'CN="for the Conical Name of the
user account, followed by possible 'OU="which is followed by the 'DC="items all separated by a
comma. Spaces are allowed in this string if they exist in your structure

example: CN=service_tasktophub,0OU=Service Accounts,OU=Tasktop Infrastructure,DC=demo,
DC=tasktop,DC=com

*Bind DN © 1sktaphub,QU=Service Accounts,0U=Tasktop Infrastructure,DC=demo,DC=tasktop, DC=corm|

CN=service_tasktophub,0U=Service Accounts,0U=Tasktop Infrastructure,DC=demo, DC=tasktop, DC=com



15. Bind Credential: This the password for the user account configured in the Bind DN.

Once you have entered the password, press the 'Test authentication'

button to confirm that Tasktop is successful in

authenticating itself against your Active Directory domain. You should see a green message at the top
of your page as an indication of a successful authentication

l'_;:l Rkl LDAY sufreenbr abioe peer ey e

16. LDAP Filter: This is where you will configure a filter to specify which user accounts will have access
to authenticate in Tasktop. If you leave this blank, all users within your 'Users DN' OU in the AD
environment will have access. The structure of the string is as follows:

() : braces to start and finish
Either
® &() : for performing an 'AND' operation (i.e. all items must match)
® |() : for performing an 'OR' operation (i.e. where any items can match)
Specific attribute related condition, for examples matching objects in a group
Users in a specific group you can user "memberOf=" =>
® memberOf=CN=Tasktop Hub Users,OU=Resource Groups,0U=Groups,0U=Tasktop,DC=demo,
DC=tasktop,DC=com
® Users and (nested) Groups in a specific group, you specifically require "memberOf:
1.2.840.113556.1.4.1941.="
® memberOf:1.2.840.113556.1.4.1941:=CN=Tasktop Hub Users,OU=Resource Groups,
OU=Groups,0OU=Tasktop,DC=demo,DC=tasktop,DC=com
® You can also specify that a particulate attribute is equal to some value, example
® objectCategory=Person

Custom User LDAP | (&(member0f:1.2.840.113556.1.4.1941:=CN=Tasktop Hub Users,0U=Re |
Filter @

17. Search Scope: The Configuration of this depends on whether you have all of your AD users in a
single OU, or if you would like to search through the OU hierarchy structure. If searching, then the
Users DN field configured above will need to be the root or lowest-level OU.

® |f all users are in a single OU, set this to 'One Level'
® |f users are hierarchically organized in OUs, set this to 'Subtree'

Search Scope @ v One Level

18. Use Trusted SPI: This is used if your environment uses SSL and a client certificate is required. This
is not a default AD configuration.



19. Connection Pooling: This will allow connections to your AD server to remain open if set to 'ON'

,(for specific timeframe) rather then creating a new
connection each time a user authentications.

20. Pagination: This allows you to page (or cache) information for active connections from your AD
servers.

Kerberos

Kerberos setup is nhot shown in this guide.
Sync Settings

1. Batch Size: Indicates how many accounts will process at once

2. Periodic Full Sync: Allows for a sync of all users to occur between Tasktop and Active Directory.
If you have a large number of users constantly authenticating into Tasktop, it may be useful to
enable this. Default is set to OFF.

3. Periodic Changed Users Sync: Allows for newly created or updated users to be synced from

Active Directory to Tasktop. If you have the Periodic Full Sync enabled, then you should also
enable this. Default is set to OFF.

Save your configuration using the save button
the bottom of the page. A green message at the top will indicate that your save was successful. -

Additional LDAP Information

Testing



1. Note: The configuration utility for LDAP requires its own internal authentication. As such, when
you test account access, it is recommended that you use a separate browser or select a 'private' or
'incognito’ browser mode. If you are already logged into Tasktop, you will first need to logout before
testing.

1. Direct your browser to the default web address of your Tasktop server, such as https://demo.
tasktop.com/

2. Enter credentials which should be allowed access to authenticate from the LDAP connection you
have just setup

3. Retry with a set of credentials which should not have access to Tasktop. If you are able to login
then check the 'filter' settings again. T

Default User Access

By default, all LDAP users will be granted 'user' level access to Tasktop. If desired, you will be able to
set all new accounts, including LDAP user accounts, to default into a specific group. You can also assign
different 'members' to either of the TasktopUsers or TasktopAdmins groups.

To change the default group, follow these instructions:

1. Select 'Groups' (under the 'manage’ section) of the right-side bar menu
2. Select the 'Default Groups' tab
3. Add or Remove the TasktopUsers and / or TasktopAdmins groups to the Default Groups list.

User Management and Security Constraints

Tasktop with User Management uses Security Constraints as described in the Java Servlet Specification
to limit access to authenticated users. Adding additional Security Constraints to the Apache Tomcat
configuration can interfere with the Security Constraints provided by Tasktop and enable
unauthenticated users to access Tasktop.

DNS Settings

The server Tasktop in installed on must be able to resolve the hostname clients will use to access it.
This can be accomplished through the DNS configuration. A less preferred option is to configure using
the server's hosts file.

The hostname clients use to access Tasktop must be a valid hostname according to RFC 952. This
means it may contain only letters, digits, hyphens, and periods, and may not contain underscores.

Alternative User Management

By default, Tasktop comes with a user management solution. In the rare scenario where your company
has decided to not use Tasktop's provided user management solution and you still need to ensure that
only authorized users are able to access your Tasktop instance, you can set up Basic Authentication for
the Tomcat web server.



Instructions for configuring Tomcat authentication can be found here: http://www.avajava.com
/tutorials/lessons/how-do-i-use-basic-authentication-with-tomcat.html.

Please note, using this style of user management will mean that all of your users will have the exact
same permissions within Tasktop. There will be no separate roles or permissions within the application.

Quick Start Guide

Overview

Setting up a new integration takes four simple steps.

1. Connect to your repository

2. Create a new model or use an existing model

3. Create your collection(s) (which includes mapping your collection to the model you've picked)
4. Configure the integration using one of our out of the box templates

Finally, once you've configured your integration, you can easily expand or modify your Integration.

A Atlassian Jira u Blueprint B BMC Remedy CA Agile Central

CA Project and codeBeamer ALM Dimensions RM GitHub Issues
Portfolio Management

Step 1. Connect to Your Repository

Types of Repositories

The first step to take when configuring an integration is to connect to your repository. Your repositories
refer to the external tools that Tasktop will flow information between.

You can create two types of repository connections:


http://www.avajava.com/tutorials/lessons/how-do-i-use-basic-authentication-with-tomcat.html
http://www.avajava.com/tutorials/lessons/how-do-i-use-basic-authentication-with-tomcat.html
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Standard Repository Database Repository

Standard Repositories are available in all Editions. Database Repositories are only available in Editions
that contain the Enterprise Data Stream add-
on. See Tasktop Editions table to determine if your
edition contains this functionality.

A 'standard repository' refers to an external tool, A 'database repository' refers to an external

such as HPE ALM or JIRA. database, such as MySQL or Oracle
These are software lifecycle tools that contain Database repositories are used as part of the
artifacts, such as defects or requirements. Enterprise Data Stream add-on.

Learn More Learn More

1, Note: If you are creating a Gateway collection, for use with our Gateway add-on, no step needs to be
taken on the Repository screen.

Standard Repository Connection
What is a Repository?

4 Jira Software servicenow

A repository is any system that houses the artifacts that can be used in an integration. Repositories can
be systems used as part of the software delivery process, like Micro Focus (HPE ALM), CA Agile Central,
Jira, etc., or repositories can be more generic databases, like MySQL or Oracle.

A repository connection is a connection to a specific instance of a given repository that permits Tasktop
to communicate with that repository. To configure a repository connection, users will need to provide
base credentials such as a server URL, a username, and a password.

A standard repository is software lifecycle tool, such as Jira or Micro Focus (HPE) ALM, that contain
artifacts such as defects or requirements.

Video Tutorial



Check out the video below to learn how to create a new repository connection:

Before You Begin

® When you start up Tasktop, you will be prompted to log in. Please review the User Management
section for instructions on how to log in and manage your user accounts.

® Next, you will be prompted to set a Master Password, which will be used to encrypt your
repository credentials.

® Before connecting to your repository, make sure that you have applied your license on the
Settings screen. You can learn how to apply your license here.

How to Connect to a Standard Repository
Creating a New Connection

To create a repository connection, select 'Repositories' at the top of the screen

TASKTOP

Connecting the World of Software Delivery

© Create integrations in minutes
© Explore key integration concepts
© Leam how to easily scale your integrations
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Click the '+ New Repository Connection' button

UTASKTOP  magasns

& Repositories
View your existing repository connections and create new ones. Repository connections allow Tasktop to access artifacts from a given
repository.

<Back to Repositories.

| la + New Repository Connection

€9 codeBeamer ALM

codeBeamer ALM .- Pals

@ s

Jama - - .- Pales

@ ServiceNow
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Click the logo of the repository you would like to connect to:


https://docs.tasktop.com/display/TIH/User+Management
https://docs.tasktop.com/display/T183/Settings#Settings-Password
https://docs.tasktop.com/display/T183/Settings#Settings-License
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Uploading External Files

For certain repositories, such as Microsoft Team Foundation Server, external files must be uploaded
before navigating to the New Repository Connection screen. If so, you will see a screen similar to the
one below. If you do not see this screen, proceed to the steps listed below in the 'New Repository

Connection Screen' section.

TraskTor

& New Repository C ion: Select Repository
Selectthe repository that you would like fo connect o n your integration.

<Back to Reposiories

D¢ Unsatistied Microsoft Team Foundation Server Connection Requirements

Requirement  You must upload the Team Foundation Server Command-Line Client version 14.134.0. The Command-Line Client s a
Details file named TEE-CLC-14.134.0.zip be obtained from

1ag/14.134.0

. the system admin must add files to the designated directory. See the User Guide for deails.

To upload the files, a system administrator (a user with file system access to the machine that hosts
Tasktop) must add the files to the designated directory:

On Windows, the default folder is C. \ Pr ogr anDat a\ Taskt op\ connect or-requi renent s
On Linux, the connector-requirements can be found in the Tasktop installation directory

If needed, the user can change the location in which Tasktop looks for the files. This is done by
changing the system property connect or . r equi renment s. pat h

Once uploaded, select the file from the options available under the 'Choose File' field and click '‘Upload.

New Repository Connection Screen
Next, you will be lead to the New Repository Connection screen.
To connect to a repository, you must populate the following fields:

® Label: This is the name you will give to your Repository Connection. This is how it will be
referenced throughout the Tasktop Application
® Location: This is the URL used to access the repository.



® Authentication Details (see authentication section below for more details):

1. You may see additional fields depending on which repository you are connecting to. See our Connec
tor Documentation for repository-specific information.

= ]
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& New Repository Connection # Test Connection

Create a new repository connection. Repository connections allow Tasktop to access artifacts from a given repository.

< Back to Repositories Cancel “
E New Blueprint Connection
Label
Location
Authentication
Username
Passwor rd
Authentication

We recommend that you create a new user within your external tool, to be used only for your Tasktop
integration. This is the user information you will enter when setting up your repository connection
within Tasktop Integration Hub. By creating a new user, you will ensure that the correct permissions
are granted, and allow for traceability of the modifications that are made by the synchronization.

In general, your Tasktop user account should have sufficient permissions to create, read, and update
artifacts in your repository. However, depending on the use case, your user may need different

permissions. For example, if you are only interested in flowing data out of your repository, your user
may not need to have full CRUD access, as the 'create’ and 'update’ permissions may not be needed.

Please see our Connector Documentation for repository-specific information regarding user
permissions.

Your user should have a secure password. Please be aware that Tasktop will not allow you to save a
repository connection utilizing a weak password, such as ‘tasktop.'

For most repositories, you will see a username and password field in the Authentication
section. However, some repositories include additional Authentication options.

Standard Authentication

For most scenarios, you will select 'Standard' Authentication.' This is where you will enter the username
and password used to access the repository. We recommend creating login credentials specifically for
Tasktop to access your repository.

SSO Authentication


https://docs.tasktop.com/tasktop/connector-documentation
https://docs.tasktop.com/tasktop/connector-documentation
https://docs.tasktop.com/tasktop/connector-documentation

If you connect to a repository utilizing CA SSO authentication, you can select one of the additional
authentication options offered.

Tasktop currently supports the following SSO implementations:

CA Siteminder/CA Single Sign-On (HTTP POST)
CA Siteminder/CA Single Sign-On (Login Form)
Script (HTTP cookies)

X.509 Certificate

HTTP POST

The HTTP Post option, pictured below, will generate the authentication form for you to fill in. Only the
first 3 fields are required.

ssssssss
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Login Form

The 'Single Sign-On (Login Form)' option, pictured below, will allow you to enter the URL for your SSO
log-in form.

ccccccc

Once the URL is entered, Tasktop will auto-generate the fields that must be populated to connect to
the repository.

Authentication CA Single Sign-On (Login Form)

Form URAL http:/floginform.com/siteminderagent/forms/login.fcc
USER

PASSWORD

Script (HTTP cookies)

To use the Script (HTTP cookies) authentication method, a system administrator (a user with file system
access to the machine that hosts Tasktop) must add the script(s) to the designated directory:

® On Windows, the default folder is C: \ Pr ogr anDat a\ Taskt op\ aut henti cati on-scripts



® On Linux, the authentication-scripts can be found at the Tasktop installation directory
® |If needed, the user can change the location in which Tasktop looks for the scripts. This is done by
changing the system property aut henti cati on. scri pts. path

Once uploaded, select the script from the options available under the 'Cookie Script' field. The script
will be executed by the machine that hosts Tasktop. The script is stored in the Tasktop database, but is
written to disk upon Tasktop startup and deleted from disk upon Tasktop shutdown.

Since Tasktop supports both Windows and Linux, please ensure that your script is able to be executed
on the appropriate operating system: .bat for windows or shell script for Linux.

The Cookie Script will be executed and the standard out (and standard error) must read as a \n
separated list of key/value pairs themselves separated by Cookie Key/Value Delimiter (default is'=").

The Cookie Domain and Cookie Path arguments will then be used in the construction of a cookie for
each of those key values pairs.

1. Note: Since Tasktop creates a copy of the script when the repository configuration is saved, this
means that changing the script in the directory will have no direct effect on existing repositories. For
changes to a script to take effect, the user must go to the target repository connection and update the
configuration.
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X.509 Certificate

To use the X.509 Certificate authentication method, select the X.509 Certificate to upload from your
local machine. The certificate is stored in the Tasktop database, but is written to disk upon Tasktop
startup and deleted from disk upon Tasktop shutdown.

Authentication X.509 Certificate

Certificate (.p12) Choose File

Password

Custom Authentication

Some repositories allow for additional authentication methods. Please see our Connector
Documentation for repository-specific information regarding authentication methods.


https://docs.tasktop.com/tasktop/connector-documentation
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Proxy Server

If Tasktop is installed behind a firewall, you may need to connect to external repositories (e.g. hosted or
cloud ALM tools) through a proxy. To create a connection to such external repositories in Tasktop, you
can make Tasktop connect through your proxy by configuring the proxy settings when creating a new
repository connection. It is recommended to create login credentials specifically for Tasktop on the
proxy server.

1. Note that the Proxy Location must be a URL in order for the proxy connection to work. If a .pac
script is used in your browser, you will need to open the script and find the URL/port to enter in the
Location field.

To use a proxy server, check the 'user proxy server' box and fill in your proxy details in the 'Proxy
Server' section on the New Repository Screen:

Proxy Server v Use proxy server
Proxy Host https://proxy.example.com:8080
Address

Username TasktopUser

Password | ceecescescse

Additional Settings

1. In general, it is recommended that you do not configure the Additional Settings unless you have
consulted with Tasktop Support. T

uuuuu
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Repository Query
If you plan to utilize a repository query, select the checkbox here.

1. Repository Queries are advanced functionality, and should only be used when you are truly unable
to filter as desired using the built-in Tasktop functionality of Repositories, Collections, and Artifact
Filtering. You can learn more about repository queries here.

Concurrency Limit

The Concurrency Limit is set at the Repository level, and it limits how much work Tasktop can do in
parallel in that repository. It does this by limiting the number of concurrent tasks where the connection



is used. We recommend leaving this field blank/set to the default (having no specified limit), though if
customers are noticing that Tasktop is placing too high a load on their repository, they can modify this
setting. If setting a value is needed, we recommend starting with a value between 3-10 and engaging
with support to determine an appropriate value for your unique environment.

1, Caution should be used when setting this value. The ideal Concurrency Limit is highly dependent on
each customer's unique environment. Determining the appropriate value is best achieved through
experimentation, using feedback from performance monitoring to tune the value, and making
adjustments as necessary. Setting the value too low when there is a large number of projects
configured in your collections and a low Change Detection Polling Interval setting can potentially cause
Tasktop to be unable to process artifact changes.

Testing Your Repository Connection

To test your repository connection, click the 'Test Connection' button on the Repository Connection
screen, or click the icon on the Repositories screen.
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View and configure your repository connection.
0 Jama & Repository

™ 1 your atifa

Label  Jama

Location | hitps:/ipdt-jamad54.van.taskiop.com/contour

Authentication Authentication

Password
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@ Repositories

View your existing repository connections and create new ones. Repository connections allow Tasktop to access artfacts from a given
reposiory.

< Back to Repository Connection
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You will see a success or failure message to confirm whether Tasktop was able to connect to your
repository.

UTASKTOP iugm

& Repository Connection # Test Connecton

View and configure your repository connection. © Successuly connect




When your repository fails to connect, you will also see an error message at the bottom of the screen
with additional details on the source of the failure:

TFaskTor i

& Repository Connection # Test Connection
View and configure your repository Gonnection. © Failed to connect.

Database Repository Connection

What is a Database Repository Connection?

Database Connections are only available in Editions that contain the Enterprise Data Stream add-on. See Tas
ktop Editions table to determine if your edition contains this functionality.

Database Repository

A Database Repository refers to an external
database, such as MySQL or Oracle.

A database repository, is a tool such as MySQL or Oracle, which allows you to flow data to a central
database. Database repositories are used as part of the Enterprise Data Stream add-on.

In order to configure an Enterprise Data Stream Integration, you must first connect to the database
that will be used by that integration. Creating a new database connection is similar to creating a standar
d repository connection, with a few extra considerations. To create a new database connection, follow
the steps below.

Before You Begin

® When you start up Tasktop, you will be prompted to log in. Please review the User Management
section for instructions on how to log in and manage your user accounts.

® Next, you will be prompted to set a Master Password, which will be used to encrypt your
repository credentials.

® Before connecting to your repository, make sure that you have applied your license on the
Settings screen. You can learn how to apply your license here.

Supported Databases

The following databases and versions are supported for use with the Enterprise Data Stream add-on:


https://docs.tasktop.com/display/TIH/User+Management
https://docs.tasktop.com/display/T183/Settings#Settings-Password
https://docs.tasktop.com/display/T183/Settings#Settings-License

Microsoft SQL Server

2008 (including SP1, SP2, SP3, SP4)
2008 R2 (including SP1, SP2, SP3)
2012 (including SP1, SP2)

2014 (including SP1)

2016

MySQL

¢ 55
® 56
¢ 57

Oracle

® 11g
® 12¢

Step 1: Download the JDBC Driver

Microsoft SQL Server

The JDBC driver for Microsoft SQL Server can be downloaded from the Microsoft support site. The
SQL Driver Location should reference the directory containing the sqgljdbc42.jar file. This file should be
the only .jar file in that directory, or you may end up with errors upon configuring your collection.

Tasktop currently supports use of the 7.0.0.jre8 driver version.

MySQL

The JDBC driver for MySQL can be downloaded from the MySQL download site. The SQL Driver
Location should reference the directory containing the mysqgl-connector-java-<version>-bin.jar file.

Oracle

The JDBC driver for Oracle can be downloaded from the Oracle support site. Note that it is best if the
Oracle JDBC driver that is used matches the version of the Oracle server that you are connecting to. A
dditionally, the ojdbcé6 jar file is the only file that should be in the directory that is used for the SQL
Driver Location or you may end up with errors upon configuring your collection.

Step 2: Upload the JDBC driver

The SQL driver files must be put on the file system of the same server where Tasktop is installed.
When setting up a connection to your database with the SQL connector, the SQL Driver Location field
should reference the location of the SQL driver files on the server.

Microsoft SQL Server


https://docs.microsoft.com/en-us/sql/connect/jdbc/download-microsoft-jdbc-driver-for-sql-server?view=sql-server-2017
http://dev.mysql.com/downloads/connector/j/
http://www.oracle.com/technetwork/database/enterprise-edition/jdbc-112010-090769.html

The SQL Driver Location should reference the directory containing the sqljdbc42 jar file. This file
should be the only .jar file in that directory, or you may end up with errors upon configuring your
collection.

MySQL

The SQL Driver Location should reference the directory containing the mysgl-connector-java-
<version>-bin.jar file.

Oracle

The SQL Driver Location should reference the directory containing the ojdbcé6.jar file. The ojdbc6.jar
file should be the only file in that directory, or you may end up with errors upon configuring your
collection. Note that it is best if the Oracle JDBC driver that is used matches the version of the Oracle
server that you are connecting to.

Step 3: Connect to your Database

1. In Tasktop, click 'Repositories' at the top of the screen, and click 'New Repository Connection.'

2. Select 'Tasktop SQL' as the Repository type.

3. Enter a label for your connection. This is how it will be referenced through the Tasktop
application.

4. Enter the URL of your database. The protocol should be "jdbc:sqlserver://" for a MS SQL

database, "jdbc:mysql://" for a MySQL database or "jdbc:oracle://" for an Oracle database.

Select the appropriate JDBC driver (SQL Server, MySQL or Oracle).

6. Enter the SQL driver location, which is the location of the SQL driver files on the Tasktop server.

See steps 1 and 2 above for more information on the SQL driver files.

Enter a username and password for your database.

8. If you'd like, you can test your connection by clicking the 'Test Connection' button in the upper
right corner.

9. In general, we recommend leaving the Concurrency Limit field blank. However, in cases where
there is concern regarding high Tasktop load on a repository, a value can be set to limit how
much work Tasktop can do in parallel on the repository. We recommend starting with a value
between 3-10 and engaging with support to determine an appropriate value for your unique
environment.

o

N

11, Caution should be used when setting this value. Setting the value too low when there is a
large number of projects configured in collections and a low "Change Detection Polling Interval"
setting can potentially cause Tasktop to be unable to process artifact changes. Please consult
with Tasktop Support before setting a value here.

10. Click 'Save' and then 'Done' to save the connection



& New Repository Connection # Test Connection

Create po: pository i given repository.

<Back to Repositories Cancel

[ New Taskiop SGL Connection
Label
JDBC URL
JDBC Driver

SQL Driver Location

Authentication

Additional Settings

Step 2: Create or Reuse a Model
What is a Model?
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MODEL

A tool that makes the integration process
scalable by defining the fields for each artifact
type you would like to integrate.

A model is a tool that makes the integration process scalable by defining the fields for each artifact
type you would like to integrate. By mapping collections to the same model, you will be able to easily

add new repositories and new projects within those repositories to your integration landscape. You can
learn more models in the Key Concepts.

To access your models, click on the 'Models' button at the top of the screen:
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Connecting the World of Software Delivery

© Create integrations in minutes.
© Explore key integration concepts

© Learn how to easily scale your integrations.
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Out of the Box Models



Tasktop comes pre-packaged with several out-of-the-box models that are ready for you to use!

On the Models screen, you will see the name of each Model, with a number identifying how many
fields are included in that model:

To view a model, simply click on its title. You will be brought to the Model Configuration screen, which
will show the fields included in that model:

= -]
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B Model Configuration = ChangeSet

View and configure your model. Models define the fields that constitute a given arifact type.

Fields

Smart Field @ Label Type Required
Formatted ID 4 Formatted Id Siig o v

4 Webur String ¢ @ A

Custom Models

Check out the video below to learn how to create a new custom model:

To create a new custom model, click the '+ New Model' button at the top of the screen.

ITASKTOP  egmins

B Models

View your existing models and create new ones. Models define the fields that constitute a given arifact type.

u

Artifact o Changeset o Container L] Defect L]

Feature/Epic o Requirement ® Story o Task

Add Fields to Your Model

You can start configuring your first model field immediately — just name it and start entering metadata
into the first line. To add additional fields to your model, simply click on the plus sign at the bottom left
of the model box.
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Smart Field Designation

For each field you add to your model, you have the option of identifying its corresponding smart field
type. Smart fields are a set of fields commonly available in the connectors for all of the repositories
Tasktop connects to. By designating a smart field to your model field, Tasktop will be able to more
easily match fields from your repositories to your models while you are creating and editing collections.

Selecting a Smart Field will also give Tasktop the power to suggest the proper field type for your model
field.

You do not have to select a smart field for all model fields. If you cannot find a smart field that
corresponds to a model field, just leave the smart field drop down empty for that field.

Some examples of smart fields are:

® Formatted ID: the human-readable ID of an artifact
® | ocation: the field that holds the URL of an artifact
® Modified: a date-time field showing when changes were last made to an artifact

Field Label

The label is the name of the field in your model that you will see throughout the Tasktop application,
from the collection-to-model field mapping screen to the field flow screen in an integration.
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B Model Configuration Defect

View and configure your model. Models define the fields that constitute a given artifact type.

<Back to Models Cancel [ swe ]
Fields
Smart Field @ Label Type Required
Summary s | Anitact Name String 4 8 v

Description 4 | Description Rich Text : 8 A v
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& Field Mapping: Jira Defects
View and manage the field mapping for this collection. The field mapping specifies how fields from your repository artifact map to fields in
your model.

=2 Field Mapping
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Tasktop supports a number of field types, such as string, multi-select, relationship, and more, for use in
your model. Identify the field type that most closely aligns with the type of information you expect to
flow through this model field.

Review the sections below for best practices and additional configuration steps for each field type.

UFaskror

B Model Configuration  Defect Model

View and configure your model. Models define the filds that constiute a given artfact type.
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Best Practices for Selecting a Model Field

® Generally, the fewer models, the better. Create one model per primary artifact type. The model
should have the greatest number of fields needed to accommodate all of your integrations for
that artifact type. Then, at the collection- and integration-level, you can configure your field flow
to only flow whichever fields are relevant for that integration. By utilizing fewer models, you'll
see benefits in improved governance and standardization, and greater ease of scalability, data
collection, self-service, and maintenance

® The model field, by definition, sits in the middle of two fields: one from each repository you are
integrating. Those two fields in your end systems may have different levels of detail, but by
definition, they must map to the same model field. We recommend that your model field match



the ‘richer’ of your two fields. This will ensure you preserve as much information as possible for
as long as possible in your integrations. This allows your model to be more reusable and to
support more scenarios.

For example, when mapping between text fields, it's often good practice to use a rich text field in
your model. That way, you preserve the rich text from the source. If you map a rich text field to a
text (string) field in the model, you'll lose the formatting information immediately.

® If you are mapping a single- or multi-select field in your repository that contains a large look-up
list (i.e. which has hundreds or thousands of possible values):
® If the list of values match between your source and target repositories, make the model
field a string field. This will allow the values to flow between the repositories without the
need to maintain a field mapping.
® |f you only need to map a small sub-set of the values, make the model field a single- or
multi-select field, and check 'Allow unmapped values to flow.'

® Whenever possible, utilize the smart fields available. For example, if you would like to add a
'status’ field to your model, use the 'status' smart field, rather than entering 'status’ as the field
label, and selecting a field type manually. This will enable Tasktop to auto-map the model field to
the appropriate fields within each repository.

® |f you would like to use a field for artifact filtering, make sure to include that field in your model.

Glossary of Field Types
Fields that Require Additional Configuration

Single-Select and Multi-Select

Single-selects and multi-selects fields refer to fields in which the user selects one or many options from
a list of values. These fields could refer to drop down menus, checkboxes, or radio buttons within the
end repository, to name a few examples.

When utilizing single-select and multi-select fields in your model, there are a couple of additional
configuration steps to be aware of.

First, click the 'Field Values' link to add values to your model. These will be the available field values
that you will then map to fields within each end repository. If you'd like to add additional field values to
your model, you can use the '+' button to do so.

Second, decide whether or not you'd like to allow unmapped values to flow.

If you do not allow unmapped values to flow (the default setting), the server will reject any value that is
not specified in the model. In general, this is the recommended approach. If you select this approach,
you will need to map all possible values for the repository field to the specific values for the model field
on the Field Configuration screen during Collection configuration.

If you do allow unmapped values to flow, field values not specified in the model will be able to flow
while the integration is running. This can make sense in a few specific scenarios, such as an Enterprise
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Data Stream integration or in single select to string transforms, where there are many options available
and you don't desire any normalization of the data flowing through. In most cases, however, you will
not want to allow unmapped values to flow.
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View and configure your model. Models define the fields that constitute a given artifact type.

CBack ool o ... |

Fields

Smart Field © Label Type Required

Summary 4 | Atifact Name String
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Medium a8 A v
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Allow unmapped values to flow

In the image above, you have added 3 specific values for the field "Priority" but have not allowed
unmapped values to flow, meaning that any field values sent from the collection will need to be
mapped to these 3 model values in order for your artifact to flow successfully.

Fields that Do Not Require Additional Configuration

Boolean

Boolean fields are typically represented by checkboxes in the end repository. These fields are often
useful for filtering integrations. As an example, you could create a custom boolean field titled
"Participate in Tasktop Integration”. If you filter by that field (on the Artifact Filtering screen of your
integration), only artifacts that your users have checked will participate in the integration.

Date
These identify a specific date.
Date Time

These are fields that identify something more specific than a date. For example, January 1, 2017 9:
35am. A 'Created' field is often a Date Time field.

Double

Use this field for number fields - either integers or decimals. For example, a double could include both
values "2" and "2.5." The Long field type can also be used for integers.

Duration
This field holds a length of time. This is typically used for worklogs and time estimations on tasks.

Location



This model field holds a URL.

There is also a Smart Field called Location which is specifically for the URL of a given artifact. The
Location Smart Field is often used when you want to synchronize a URL reference field to your target
artifact (sometimes referred to as 'backlinking'). This allows for bi-directional traceability. It can also be
used to report the location of an artifact in an Enterprise Data Stream integration.

The 'Location’ model field type, on the other hand, can be for any URL.

In addition to 'Location,’ you will also see that there is a 'Web Links' field type available. The '"Web
Links' field type includes the URL as well as additional information such as label, creator, and time of
creation (depending on what the repository supports), while 'Location’ includes only the URL.

Long

This field is for integer or whole numbers, only. An example of a Long field value is "2," but not "2.5."
The Double field type can be used if you will also need to cover decimal values. Story points are a good
example of a Long field.

Person and Person(s)

You'll notice that you are able to create both 'person’ and 'persons’ field types in your model. 'Person’
refers to fields that contain one, and only one, Person object. Examples of this type of field are:
Assignee, Owner, Reviewer, etc. Person objects contain more information than just the display name of
the person. For example, they may also utilize the user's e-mail address or username in order to
reconcile 'persons' between different repositories. You can learn more about person reconciliation
strategies here.

The Person(s) field type refers to fields that contain more than one Person. A ‘Watchers’ field is a good
example. There can be one or more Persons in a single Watchers field.

1, In general, we recommend using the 'persons’ field type in your model, rather than 'person,’
especially in cases where you may want to map a 'person’ field in one repository to a 'persons' field in
your other repository.

Relationship and Relationship(s)

You'll notice that you are able to create both 'relationship' and 'relationships' field types in your model.
'Relationship’ refers to scenarios where your artifact can be related to one, and only, one artifact. An
example of a 'relationship,’ is 'parent,’ as oftentimes an artifact can only have one parent artifact.
‘Relationships’ refers to scenarios where your artifact can be related to many artifacts. An example of
‘relationships' is 'child," as one parent-artifact can often have many child artifacts.

1. In general, we recommend using the 'relationships'’ field type in your model, rather than
'relationship,’ especially in cases where you may want to map a 'relationship’ field in one repository to a
‘relationships’ field in your other repository.

Rich Text



This is for fields that can contain rich text. These are fields that can contain html and/or wiki markup,
such as bold, italics, or colored fonts. These are often Description fields.

String

String fields are used for text input. These model fields will not transmit rich text information.
Time Entries

These fields are often used when reporting time worked on an artifact.

Web Links

Web Links fields are intended to point to URLs outside of a given tool. They can contain information in
addition to the URL, such as label, time of creation, and creator (depending on what the repository
supports). They could also be considered a hyperlink field.

In addition to "Web Links,' you will also see that there is a 'Location’ field type available. The 'Web
Links' field type includes the URL as well as additional information such as label, creator, and time of
creation (depending on what the repository supports), while ‘Location’ includes only the URL.

Required Designation

For each field, you can configure whether or not that field requires a value.

W 2k
TASKTOP  inegrations ~ Collections ~~ Models:

B Model Configuration ~Defect

View and configure your model. Models define the fields that constitute a given artifact type.

< Back to Models

Fields

Smart Field @ Label Type
Summary 4 Adifact Name String

Description 4 Description Rich Text

Marking a field as required has implications for all collection types:

® For repository collections, any required model field will be shown with a red asterisk in the
collection to model mapping:
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View and manage the field mapping for this collection. The field mapping specifies how fields from your repository artifact map to fields in
your model.

< Back to Collection Cancel

Jira: Bug Model: Defect

A= E

6 of 49 fields mapped 6 of 18 fields mapped

Search "Jira Defects" artifact fields by name or.

s .
* Artitact Name (String)
/ Formatted ID (String)
Modified By (Person)
Priorty (Single Select)
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( Description I —
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® For gateway collections, you will need to pass in a value in the payload for any required field in
order for Tasktop to accept the payload.

® For database collections, the suggested DDL will mark the field as required ("not null"); this
means that if you use that suggested DDL to create your database tables, the field will be
required by your database table to create a new record about an artifact:

Data Description Language Generator

Database | MySQL

ap

Model Defect

ar

Suggested

DDL CREATE TABLE DEFECT (

ID BIGINT (19) AUTO_INCREMENT,

(ARTIFACT_NAI"‘IE VARCHAR (1000) NOT NULL:)

DESCRIPTION VARCHAR (100@),
SEVERITY VARCHAR (255),
PRIORITY VARCHAR (255),

STATUS VARCHAR (255),
RESOLUTION VARCHAR (255),
RELEASE_DETECTED VARCHAR (255),
SPRINT_DETECTED VARCHAR (255),
RELEASE_TARGETED VARCHAR (255),
SPRINT_TARGETED VARCHAR (255),
CREATED_BY VARCHAR (64),
MODIFIED_BY VARCHAR (64),

NLAED VADCHAD (RAY

Close

Step 3: Create Your Collection(s)

Types of Collections

Your collections define which artifacts are eligible to flow as part of your integration.

You can create four types of collections:



Work Item Collection
(Repository)

Work Item Collections
(Repository) are
available in all Editions.

A work item collection
(repository) contains
work items, such as
defects or
requirements, from
repositories, such as
Jira or ServiceNow.

Learn More

e

Container Collection
(Repository)

Container Collections
(Repository) are
available in all Editions.

A container collection
contains containers,
such as folders or
modules, from
repositories such as
DOORS Next
Generation or Jama.

Learn More

Work Item Collection (Repository)

What is a Collection?

© Jira Software

-]

- B =

servicenow

WORK ITEM COLLECTION

A set of work items (such as requirements or defects) that
are eligible to flow as part of your integration.

Work Item Collection
(Database)

Work Item Collections
(Database) are only
available in Editions that
contain the Enterprise
Data Stream add-

on. See Tasktop
Editions table to
determine if your edition
contains this
functionality.

A work item (database)
collection connects to
a database, such as
MySQL or Oracle.

Learn More

Gateway Collection

Gateway Collections are
only available in Editions
that contain the
Gateway add-on. See Ta
sktop Editions table to
determine if your edition
contains this
functionality.

A gateway collection
contains artifacts sent
via an in-bound
webhook, from an
external tool.

Learn More



You can think of a collection as the set of artifacts that are eligible to flow as part of your integration.
The process of creating a collection consists of a few steps which whittle down your repository into a
smaller subset of artifacts. To create your collection, you will specify:

1. The repository the artifacts live in

1. Each collection can only come from one repository
2. The artifact type (i.e. defect, requirement, test case, etc)

1. Each collection can only contain one artifact type
3. The projects within the repository that those artifacts live in

1. Each collection can contain one or more projects
4. The model you would like your collection to be mapped to (not pictured)

1. Each collection can be mapped to one and only one model

uuuuuuuuuu

You can learn more about collections in the Key Concepts.
Types of Work Item Collections
There are two types of Work Item Collections:

® Work Item (Repository) Collections, which connect to repositories like Jira, Jama, and ServiceNow
® Work Item (Database) Collections, which connect to databases, such as MySQL.

On this page, we will be teaching you how to configure a Work Item (Repository) Collection.
Video Tutorial

Check out the video below to learn how to create a new work item (repository) collection:

How to Create a Work Item (Repository) Collection
To create a work item (repository) collection, follow the steps below:

Select 'Collections' at the top of the screen:
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© Create integrations in minutes

© Explore key integration concepts
© Leam how to easily scale your integrations
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Click 'New Collection";

ITaskTor

W Collections

View your existing collections and create new ones. Collections comprise a group of artifacts that can be used in one or more integrations.

. T

g Bugzila
Bugzilla Defects Model o
1 Project Requirement

Ay GitLab

GitLab Issues Model o
1 Project Requirement
Artifact Type Issue

m ServiceNow Express

ServiceNow Express Incidents Model @
Artifact Type Incident Requirement

Select "Work Item Collection" as the collection type.

TASKTOP

& New Collection: Select Collection Type

¥ type, then start configuring yt ion. ise a group of artifacts that can be used in one or more
integrations.

<Back o Collections.

& Work Item Collection

Work Item Collection E Container Collection = Gateway Collection ‘w“f work item artitacts from a given
repository.

Enter a name for your collection
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'@ New Collection  Jira Defects
Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

<Back to Collections

Connection

0

projects

Inbound Artfacts

Select the repository that you would like to connect to. The collection will include artifacts from the
repository you have selected.

Model

Cancel

& Connection

) Projects

TFaskTor “-.vf,_‘.\

& New Collection

Jira Defects

Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

<Back to Collections

Connection ¥

]

projects.

Inbound

B

Add projects to your collection by selecting 'Manage Projects'. These are the projects from which
Tasktop will be able to create, retrieve, and update artifacts.

Note: In some cases, the word 'Project' is used loosely. You may be selecting workspaces or some
other organizational structure, depending on the repository you've connected to. You can review our C
onnector Docs to see which containers are supported for each repository.

a
& New Collect

Configure your new|

<Back to Collection

Connec

[}
of 6
project

Jama

MySQL

QASymphony qTest Manager

ServiceNow Express

Artifacts

Model:

Manage Projects

Available Projects (4)

Load Testing Project
Manual Test Project A
Manual Test Project B

Test Project C

‘Showing 4 of 4 (0 selected)

Selected >
ALY
< Selected

KAl

Projects in Collection (2)

Test Project A

Test Project B

Showing 2 0f 2 (0 selected)

=T

Save

& Connection

) Projects

= Field Mapping

Field Mapping
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Select the artifact type from the repository that you would like to include in this collection. Remember,
a single collection can only contain artifacts of a single type.

TFaskTor \;__.

‘& New Collection  Jira Defects

Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

<Back to Collections

Cancel

Connection  Jira

) Projects
2 Test Project A ¢ Test Project B
8 =

projects @ Manage Projects

== Field Mapping
Work Item: | |

Task

—HB
Sub-task

Story

Epic

& New Collection | Jira Defects

Configure your new collection. Collectc

<Back to Collections

=F

@ Manage Projects.

teld Mapping
Work ftem: | Bug

=
=

Map Fields

1. Note that the projects included in your collection must contain at least one artifact of the type

selected. For example, in the image above, there must be at least one bug in Test Project A in Jira in
order for your collection to save.

Click 'Save'

lraskTor

Contr e el DT /
<Back to Collections. Cancel [ s ]

=E

projects @ Manage Projects

Work ltem: ~ Bug

Modot:| Defect

Map Foids E




Once you save, you'll see a number of configuration panels appear:

TTASKTOP  gmens

& Collection Configuration  Jia Def
Configure your collection. Collections comprise a group of artifacts that can be used in one o more integrations.

A\ it a2t v taskiop com080
e 2
= Map Fields E
5 of 87 fields mapped 5 of 5 fllds mapped
0 of 46 relationships mapped 0 of 0 relationships mapped

Configure State Transiions

1, Each configuration panel is an important part of configuring your collection. Make sure you review
the links below to ensure you've configured each section appropriately.

Map Fields

Clicking 'Map Fields' will take you to the Field Mapping screen. On this screen, you will be able to
specify how fields in your repository are mapped to fields in your model. This mapping will determine
how information flows between fields in your source and target collection.

You can learn more about this process on the Field Mapping page.
Configure Relationships

Clicking 'Configure Relationships' will take you to the Relationship Specification screen. On this screen,
you will be able to specify how relationship fields in your repository are mapped to fields in your
model. Relationship fields, such as 'blocked by, 'is related to," and 'parent,’ enable you to preserve the
relationship structure between artifacts as you flow information from one collection to the other.

You can learn more about this process on the Relationship Specification page.
Person Reconciliation

Clicking 'Person Reconciliation" will take you to the Person Reconciliation screen. On this screen, you
will be able to specify the strategy you'd like to use to reconcile person fields between your
repositories.

You can learn more about this process on the Person Reconciliation page.

State Transitions



Clicking 'Configure State Transitions' will take you to the State Transition screen. On this screen, you
will be able to configure state transitions to successfully flow field updates for fields that require
defined workflows within your repository.

You can learn more about this process on the State Transitions page.
Optional: Set a Repository Query

If you have enabled repository queries for the repository that you have connected to, you will also see
a 'Repository Query' sash at the bottom of the screen:

0 of 46 relationships
;R

1. Note that Repository Queries are advanced functionality, and should only be used when you are
truly unable to filter as desired using the built-in Tasktop functionality of Repositories, Collections, and
Artifact Filtering.

When configuring your integration, you have several options available to refine which artifacts are
eligible to flow.

First, by defining your repository (for example, Jira)
Next, when creating your collection, you further refine which artifacts are eligible to flow by
selecting only one artifact type (for example, defects), and one or more projects within your
repository.

® Next, by configuring artifact filtering at the integration level, you further refine which artifacts
can flow, based on fields on those artifacts,

® And finally, by configuring artifact routing, you determine which projects from your collection
will participate in the integration, as well as where new artifacts will be created and updated,
based on the projects they originated in.



In general, the options outlined above should allow you the flexibility to create collections that are
broad enough to be reusable in a range of integrations, while still having fine-grained control at the
integration-level to ensure that only desired artifacts are flowing within the context of that integration.

In rare cases, however, you may find that the best option to restrict the artifacts eligible to flow is by
setting a query within the repository itself.
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If you plan to utilize repository queries, check the box next to 'Enable collections to be refined by
setting a repository query,’ on the Repository Connection screen.

Once this is selected, you will be able to select a repository query at the Collection level for any
collections utilizing this repository.
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i State Transitions.

i No state transitions are st.

Configure State Transitons. :

@ Norepository queries are set.

Set repository query

On the Repository Query screen, you'll be able to search for your desired repository query. Select the

query you'd like to use, and click 'Save,' and then 'Done.’

= -] ]
TTASKTOP vgusrs | cuters | o
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Delete

‘Web & Mobile Bugs.
Web & Mobile Epics
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You will then see the selected repository query on the Collection Configuration screen:
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1. Remember, applying a repository query to a collection will only further refine the artifacts included
in that collection. If you select a query that encompasses artifacts in projects not in your collection,
these artifacts will not be added to the collection unless you also add those projects to your collection
as you normally would.

Field Mapping

Introduction

After saving your Work Item Collection (Repository), the next step is to map fields from your collection
to your model. This will tell Tasktop how to flow information to and from your collection.

How to Map Fields

After saving your Work Item Collection (Repository), you'll see that the '‘Map Fields' link becomes active.

T
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collection. be used inone or

<Back to Collections

Atassi
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projects @ Manage Projects

Work em: Bug / Model: Defect

B Map Feds B
=

11 of 49 fields mapped

1 0f 18 fields mapped

Clicking this link will take you to a drill in page where you can specify how the fields in your model will
map to the fields available on the artifact within your repository. Tasktop will auto-map fields when
possible based on the names of fields and the smart field designations that have been set in a given
model.



1, Tip: If you need to refresh the fields available for the collection, use the refresh button to the right
of 'Suggest Mappings,' rather than your browser's 'refresh’ button.
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Transforms

When you map a collection field to a model field, it is necessary to transform the data from the source
field to the target field. Depending on the field types, that transform may or may not be possible
within Tasktop Integration Hub.

You can see a table of the available transforms by clicking the 'Data Transformations Screen' link on the
Help page.

ﬁj TASKTOP  jnegations

@ Help
Learn about getting help and providing feedback

< Back to Field Value
Transformations

Help

See the Taskiop Integration Hub User Guide for detailed information.

Data Transformations Screen

Learn about which data transformations are available between different field types within Taskiop Integration Hub. Data transformations enable Tasktop to
transfer data across different fields and field types. For a matrix of supported data transforms between field types, see the Data Transformations Screen.

Additional Resources
For additional resources and support, go to the Tasktop Resource Center.

This will lead you to the Field Value Transformations screen. Here, you can see which collection-to-
model field type transformations are available.
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You can even filter by Collection to see the specific field labels and field types for that collection:

Field Value Transformations

See the transformations available between different field types within Tasktop Integration Hub

Filter table by collection

Jama Defects

Jama Folders } types

Jama Requirements Suppor
" Double Duration Location Long SM:II:t

Micro Focus (HPE) ALM Defects E C

Micro Focus (HPE) ALM Requirement Fold
Container [ ]
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See the transformations avalable betwaen different fiel types within Taskiop Integration Hub
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On the Field Mapping screen, if you attempt to map fields that do not have a valid transform between
one another (for example, if you map 'due date,' a date field, to 'status," a single-select field), you will
get an 'invalid mapping' warning, and the mapping will not be saved.
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To help troubleshoot, you can review the field type when selecting each value from the drop down
menu. This will enable you to ensure that the transform between the two field types is supported.



Field Mapping Icons

On the Collection-to-Model Field Mapping screen, you will see a number of icons which will help you

understand any special properties or requirements for each field. If you hover your mouse over an icon,
you will see a pop-up explaining what the icon means. You can also review their meanings in the legend

below:

Icon

Meaning

A constant value will be sent. Note that:

If the icon is on the side of the collection, this
means that a constant value will be sent to
your model. This means that any time this
collection is integrated with another
collection, the other collection will receive this
constant value for the field in question.

If the icon is on the side of the model, this
means a constant value will be sent to your
collection. This means that any time this
collection is integrated with another
collection, that this collection will receive this
constant value for the field in question.

A state transition will be utilized. Note that:;

If the icon is on the side of the collection, this
means that a state transition graph is being
utilized.

If the icon is on the side of the model, this
means that a state transition extension is
being utilized.

Repository field is read-only and cannot receive
data.


https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-Graph
https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-State

« %> To create artifacts in your repository, this field
must be mapped to your model.

* This is a required field in your model; it must be
mapped to your collection.

Q@ This field will not be updated as part of your
integration because the mapping would be
invalid. You do not have the option of changing
this.

Constant Value Mapping

In some scenarios, either the collection artifact or the model might require that a value be provided for
a given field. This value is usually provided by mapping it to the equivalent field in the collection or
model. However, sometimes your collection artifact has a field that needs a value that doesn't align
with any fields in your model, and sometimes your model might have a required field that doesn't have
an equivalent field from the collection artifact. In these cases, you can set a constant value. By doing
so, you'll specify the value that you would like to provide for that field.

Constant values can be set for the following field types:

Boolean
Date/DateTime
Double
Location

Long
Multi-Select
Person

Rich Text
Single-Select
String

Scenario 1: If your repository requires a field for artifact creation, but that field is not a part of your model:
Solution: Set a constant value on the side of the model, to send to your collection.

To set a constant value for a field, select 'Constant Value' from the drop down menu on the model side.
Enter the value, and then click the 'Set Constant Value' box.
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Once the constant value is set, you will notice a few things:

® The pill will be rectangular and grey: this denotes that a constant value has been set.

® The Constant Value icon will be displayed inside the pill.

® The 'prohibited’ icon will appear next to the pill. This indicates that no values can be sent to the
Constant Value field. The constant value is essentially a dead end, and cannot be linked to a
repository or model on the other side.



In the scenario above, any time a new defect is created in Jira, the priority will be set to 'Major." Jira will
not send 'priority' data to any other collections, as 'priority’ does not exist in the model.

Constant Values per Project
If desired, you can also set constant values per project.
You may wish to set a constant value based on project in the following scenarios:
® In order to set a unique value for a specific field, such as release or iteration, depending on the
project

® If the values for a single-select field vary across projects

To do this, select 'Constant Value Based on Projects"”:
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Click "Configure" to get to the Configuration Screen. On this screen, you will be able to set a distinct
constant value for each project in your collection:
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In the screenshot above, a bug created in the Desktop Project would have the value 'Desktop’ applied
to the Component(s) field, while a bug created in the 'Mobile Project’ would have the value 'Mobile
App' applied to the Component(s) field, and finally a bug created in the Web project would have the
value 'Web' applied to the Component(s) field.
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Once the constant value is set, you will notice a few things:

® The pill will be rectangular and grey: this denotes that a constant value has been set.

® The Constant Value icon will be displayed inside the pill.

® The 'prohibited' icon will appear next to the pill. This indicates that no values can be sent to the
Constant Value field. The constant value is essentially a dead end, and cannot be linked to a
repository or model on the other side.

Note: Sometimes, a single-select field in your collection will not return any values that you can select in
the UL. In cases when this is true, and when the artifact will accept new values for that field, you will
see a text input in which you can configure a constant value (instead of the traditional drop-down list
for a single-select).

Scenario 2: If your model requires a field, but the repository utilized in your collection does not have that field:

Solution: Set a constant value on the collection side to send to your model. This means that any time
your source collection creates a corresponding artifact in a target collection, the field will automatically
be set to the constant value in the target repository.

To set a constant value for a field, select 'Constant Value' from the drop down menu on the collection
side. Enter the value, and then click the 'Set Constant Value' box.
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Once the constant value is set, you will notice a couple of things:

The pill will be rectangular and grey: this denotes that a constant value has been set.

The Constant Value icon will be displayed inside the pill.

The 'prohibited’ icon will appear next to the pill. This indicates that no values can be sent to the
Constant Value field. This makes sense, because in this example your repository did not have a
'severity' field to begin with.

In the example above, any defects that flow from Jira to a target repository will populate the 'Severity'
field in the target repository with a value of 'Sev 3.

Field Configuration

Once your collection-to-model field mapping is complete, your next step is to configure each

field. Tasktop will generally auto-configure these for you, but in certain cases (such as single-selects
and multi-selects), additional configuration may be needed. In scenarios where the integration cannot
run successfully without additional configuration, you will see an orange configuration warning next to
that field.
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To review and update an individual field's configuration, click the 'Configure’ link to its right. You can
learn more about Field Configuration on the Field Configuration page of our User Guide.

Field Configuration

Introduction



Once your collection-to-model field mapping is complete, your next step is to configure each

field. Tasktop will generally auto-configure these for you, but in certain cases (such as single-selects
and multi-selects), additional configuration may be needed. In scenarios where the integration cannot
run successfully without additional configuration, you will see an orange configuration warning next to
that field.
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To review and update an individual field's configuration, click the 'Configure’ link to its right. This will
lead you to the Field Configuration Screen:
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View and manage the field mapping for this collection. The field mapping specifies how fields from your repository artifact map to
fields in your model,

<Back to Field Mapping “

Summary — (" Summary

Transform Copy Transform Copy

Transforms
The Field Configuration screen will allow you to configure your transforms and value mappings.

Similar fields in different repositories often come in different formats, resulting in the need for values
to be transformed to the proper format for a given repository. This screen allows you to configure how
different types of fields will translate from one to the other.

You can learn more about Supported Transforms on the Field Mapping page.
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View and manage the field mapping for this collection. The field mapping specifies how fields from your repository artifact map to
fields in your model.

Summary —( Summayy

Transform  Copy Transform  Copy

The transform on the left will impact how data flows into your repository (from your model), and the
transform on the right will impact how data flows out of your repository (into your model).

Here are some examples of available transforms:

® Copy: A copy of the value from the source field will flow to this field. The value sent will over-
write whatever was previously held in that field.

® Append: A copy of the value from the source field will flow to this field. Values that existed
previously will remain, with the new value appended to the end. This transform is typically
utilized within the context of a Modify via Gateway Integration.

® None: No value will flow from the source field to this field.

® (Field Type) to (Field Type), for example 'Formatted String to Rich Text": In some cases, you may

need to transform the data from one field type (such as a Formatted String) to another field type

(such as Rich Text). In this scenario, your transform will function similarly to the 'copy’

transform: It will overwrite whatever values were previously held in that field with the new

(transformed) value sent from the source field.

® Note that for transforms for multi- field types (i.e. multi-select, containers, relationships,

etc), where appropriate, the values will be listed out and separated by a comma. For
example, a "Containers to ID" transform will flow all container IDs, each separated by a
comma, to a string field.

® Custom Data Transformations: If you have configured a Custom Data Transformation extension,
you can apply it on this screen:

In most scenarios, the default setting will be appropriate, and you will not need to modify anything here.

Single- and Multi-Select Fields


https://docs.tasktop.com/display/T183/Settings#Settings-CustomDataTransformation

When flowing single- and multi-select fields, it is important to map your field values to the model on
the Field Configuration screen. You will see an alert next to any mappings that require additional
configuration on the Field Mapping screen:

Tiasktor .

W Field Mapping: Jira Defects

collection your repc map o felds in your model.

Jira: Bug Model: Defect

AB B

40149 fields mapped 40119 fields mapped

‘Search "Jira Defects" artfact fields by name or type. Search "Defect’ model fields by name or type  Suggest Mapoings | ©.

W Fleld Mapping: Jira Defects

View and manage the field mapping for this collsction. The field ioe oW ek o Yo rapos )

- o e |

0015 mapped 0014 mapped @ 7 Auto-map by label

Transforms

In most single- and multi-select field scenarios, you will configure your transform as 'copy’ on both the
collection and on the model side. This means that the model will pass an identical copy of its value to
the collection, and vice versa. This should be the default setting.

Field Value Mapping

If the 'Auto-map by label' magic wand box is checked, it means that Tasktop will use its built-in smarts
to pre-map some of the field values for you, based on their labels. If you'd like, you can click the trash
can icon next to each mapping to remove the mapping, and then manually re-map it.

To complete the field value mapping, select the values in the collection and in the model that you
would like to map to one another, and then click ‘connect.' This process enables to the model to act as
a 'translator' between two different collections which may have different sets of values for a single- or
multi-select field.
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1. When you map multiple collection values to a single model value, you will find that one value on the
collection side is listed in brackets. This indicates which value will be utilized when the mapped model
value is flowed to that field. In the scenario below, if the model passes a 'low' priority value to your
collection, that artifact will default to a priority status of 'minor,' rather than 'trivial.' You can modify the
default value by clicking the arrow icon on the collection field pill.
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You can also map many model fields to a single collection field. The brackets on the model side
similarly indicate which value will be set in the model when either of the mapped collection values are
passed in.

1. Note: If your model allows unmapped values to flow for the field you are configuring, you will see an
indication of both the number of values that are explicitly mapped to your model, and the number of
values that have been 'accepted' by your model. The values that have been 'accepted' are those
unmapped values which have been allowed to flow as part of your integration. Note that in most
scenarios, the recommended setting is not to allow unmapped values to flow. However, allowing
unmapped values to flow can make sense in a few specific scenarios, such as an Enterprise Data Stream
integration or in single select to string transforms, where there are many options available and you
don't desire any normalization of the data flowing through.



Mapped Options

5015 mapped | = 2 sent 50f 5 mapped | = 2 accepted ) Auto-map by label

o

o

Trivial ————— Low ) =

Specific Use Cases
There are a few specific scenarios that will require additional configuration
State Transitions

Some repositories require that a state transition be performed in order to update the value of certain
fields (for example, when an artifact must move from a status of New to In Progress to Closed, but
cannot move directly from New to Closed). If this is the case, you'll notice that the transform on the left
for this field defaults to 'None.' that is because Tasktop is unable to update that field, unless a state
transition has been configured in Tasktop. -

If you'd like to configure state transitions for that field, make sure that the field is mapped to the
model, and then manually update the transform on the repository side (on the left) to 'Copy.' Once the
transform is updated, you'll see that the ‘Configure State Transition' link appears.

You can learn more about how to configure the state transition on the State Transitions page.
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Single- or Multi-Select Fields with 25+ Possible Values

If you are mapping a single- or multi-select field that contains over 25 values, you will notice that a
search box appears. This is to aid in performance and usability of the Field Configuration screen when
mapping a large number of values.

Simply search for the field value you would like to map, and then click 'Add.' This will add it to the
mapping canvas, so that you can map those fields as you normally would.
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Relationship to Single-Select Transform

If desired, you can map a relationship on your source artifact to a single-select field on your target
artifact. For example, you may wish to write the Jira Epic-link (relationship) to a custom single-select

field in QASymphony qTest Manager. In order to do that, you will need to map a relationship field in
your source collection to a single-select field in your model.

1. Ensure that your model includes a corresponding single-select field for the mapping

B Model Configuration  Requirement

View and confi given artfact type.

Type Required
o v

al~]v

a A

Allow unmapped values to flow

2. In the source collection, click on '"Map Fields," and create a mapping from the collection's
relationship field (Epic-Link in this example) to your model's single-select field.
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Once the fields are mapped, click the 'Configure’ link on the right side

. Here you can search for the related Epics by their formatted ID, and click 'Add' to add them to
your canvas.

Note: if the artifact you are looking for has recently been created in your repository, click the
'Refresh’ button to refresh the artifacts that Tasktop is aware of. This will enable Tasktop to find
that artifact.
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5. Once the related Epics are added to the canvas, map them to the available single-select fields in
your model.
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6. Click 'Save' and 'Done.’

7. Navigate to your target collection

8. Map the target collection field to the single-select field in your model. Click configure to map the
field options.
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onfigured your integration, your completed Integration Field Flow will look like this:

] ]

9. Once you've c
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10. When you run your integration, the single-select in your target repository will be updated based

on the epic link (relationship) in your source repository.
11. Here's the original user story in Jira. You can see that its Epic Link (a relationship to an

associated Epic artifact) has flowed to the 'JIRA Epic' field (a single-select field) on the
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Next Steps

Once you have completed your Field Mapping and Field Configuration, your next step will be to review
your collection's Relationship Specification.

Relationship Specification

Introduction

Once you've completed your Field Mapping and Field Configuration, your next step is to configure your
Relationship Specification. The Relationship Specification screen will allow you to specify how relations
hip fields in your repository are mapped to fields in your model. Relationship fields, such as 'blocked
by, 'is related to," and 'parent,’ enable you to preserve the relationship structure between artifacts as
you flow information from one collection to the other.

Instructions

If you have any relationship(s) fields in your model, you can map those to your collection by clicking
the "Configure Relationships" link on the Collection Configuration screen.

1. Note that any relationship(s) types you'd like to flow as part of your integration must be mapped to e
ach collection involved in the integration.
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Constant Values

For 'relationship' type fields, you also have the option of configuring constant values. To learn more
about constant values, please reference the constant value section of the Field Mapping page.
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You can learn more about Artifact Relationship Management (ARM) here.
Filtered Transform

Consider this example scenario: You've mapped the Tricentis Tosca 'linked defect' relationship type to
the Jira 'is blocked by’ relationship type. In Tosca, the 'linked defect' relationship type can only link
artifacts to defects. In contrast, Jira's 'is blocked by' relationship type can link artifacts to many
different artifact types, such as defects, stories, or epics.
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Using the Copy (Filtered) transform on the Tosca side will proactively validate the relationships so that
only relationships that will be accepted by the target repository will flow. This can reduce errors in
scenarios such as the one described above.

Additional Information

You can learn more about configuring Artifact Relationship Management (ARM) within the context of a
synchronization integration here:

® Synchronizing Relationships
Next Steps

Once you have completed your Relationship Specification configuration, your next step will be to
review your collection’s Person Reconciliation strategy.

Person Reconciliation

Introduction

Once you have completed your Relationship Specification configuration, your next step will be to
review your collection's Person Reconciliation strategy. On this screen, you will be able to specify the
strategy you'd like to use to reconcile person fields between your repositories.

Instructions

To configure Person Reconciliation, click the 'Person Reconciliation' link.
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Tasktop comes with a default person reconciliation strategy ("Copy with Default Matching"), which
matches based on name, ID, and/or e-mail.

More specifically, the algorithm will compare the metadata from each side as follows:

Username from source to username on target
Username from source to ID on target

ID from source to username on target

ID from source to ID on target

Email from source to email from target

Note that 'ID' in the steps above refers to what we refer to as the 'default’ in the Connector Docs.

If the default strategy does not cover your needs, you can also configure a Person Reconciliation
extension on the settings screen, and select that extension here.

We recommend reviewing our Connector Docs to see each specific connector's unique fields available
for Person Reconciliation so that you can better understand your specific use case.
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& Person Reconcliation Extension - Jira

Next Steps

Once Person Reconciliation is complete, your next step will be to configure State Transitions, if your
repository utilizes state transitions or workflows. If not, your collection configuration is complete, and
you can move on to Step 4: Configure your Integration.

State Transitions
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Introduction

Once you've configured your Person Reconciliation strategy, your next step will be to configure State
Transitions, if your repository utilizes state transitions or workflows.

Some repositories require that a state transition be performed in order to update the value of certain
fields (for example, when an artifact must move from a status of New to In Progress to Closed, but
cannot move directly from New to Closed). If state transitions are supported for your repository, you
will see a State Transition sash at the bottom of the Collection Configuration screen.

You can also review our Connector Docs to see if state transitions are supported for the repository you
are connecting to.

Instructions

If state transitions are supported for your repository, you will see a State Transition sash at the bottom
of the Collection Configuration screen:

Ttaskror

W Collection Configuration  Jia Tasks
collection. facts that can be used in one or more Integrations.

<Back to Collections

\ Atassian Jra
Y | QT ———

ﬁ 2 Travel Booking App X | Web App Dovelopment
i 46

@ Manage Projects

= Field Mapping
Work ltem: Task Model: Task .

=) N
B Map Fila
ap Fiods E

12 0 95 fields mapped

1101 16 felds mapped

Inbound Artfacts Relating Model

1 of 52 relationships mapped 1 of 4 elationships mapped

Inbound Person Porson Model

i Stats Transitions ]

To set a state transition, click ‘Configure State Transitions." This will lead you to the State Transition
screen. Click '+New State Transition.'

UTaskTOP

T State Transition: Jira Tasks
View and manage the state transition configuration for artifacts n this collection. State transitions are executed when certain fieds on an artifact change in order to
successfully update the artifact.

<Back 1o Collection

No state transitions have been configured for this collection

State transitions move artifacts through different states according to pre-set workflows.

+ New State Transiion \

This will lead you to the New State Transition Screen. Here you can name your transition and choose
between two State Transition Types:
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® Transition Graph (Recommended)
® Extension

Transition Graph

To configure state transitions within Hub's Ul, select 'Transition Graph' as your State Transition Type.

‘:U TASKTOP | insgatons | Golectons

Pl‘. New State Transition  Jira Task Status Transition
View and manage the state transition configuration for artifacts in this collection. State transitions are executed when certain

Ty State
Transitions

Extension
Transition Graph (Recommended) [
[

fields on an artifact change in order to successfully update the artifact.

< Back to State Transitions

State Transition Type

Next, you'll select the repository field you'd like to apply the transition to.

Or. New State Transition | Jira Task Status Transition
View and manage the state transition configuration for artifacts in this collection. State transitions are executed when certain

fields on an artifact change in order to successfully update the artifact.

O State
Transitions

< Back to State Transitions

State Transition Type ~ Transition Graph
Specity the

State Transition :
Fields  Choose fields to apply state transition
Priority (Priority) '

Map fields to get more available fields ..

1. If you don't see the field you'd like to utilize, make sure that the field is mapped and that its
transform is set to 'copy’ on the repository side. Once you set the transform to ‘Copy,' you will see a
'‘Configure State Transition' link. Click that to return to the State Transition screen.

UTASKTOP  inogasns |_cots

@ Field Mapping: Jira Tasks
View and manage the field mapping forthis colleton. The fisld mapping speciies posiory 3 mod.

<Back 1o Field Mapping

Mapped Options

3 0f 3 mapped 3of 4 mapped  Auto-map by label
To Do To Do L
o (oo .

Now you can select that field on the New State Transition screen:
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(‘r. New State Transition  Jira Task Status Transition

View and manage the state transition configuration for artifacts in this collection. State transitions are executed when certain
fields on an artifact change in order to successfully update the artifact.

State Transition Type = Transition Graph O State
Transitions

State Transition Specily
Choose fields to apply state transition
Fields ! PRy " .

Priority fo

Map fields to get more available fields

Now that you've selected your field, you'll see the Transition Configuration Panel on your screen:

TFaskTor n

Ca New State Transition Jira Task Status Transition

View and manage the state transition configuration for artifacts in this collection. State transitions are executed when certain fields on an
artifact change i order to successfully update the artifact

State Transition Type  Transition Graph ¥ State Transitions

State Transition Fields = Status

New Transition

Transition Name
From State To State
Parameters

+ Add Parameter

= .

You can use the 'New Transition' pane to configure your state transitions within Tasktop's Ul. In order
for your integration to work, these must be configured to match the configuration within the repository
itself exactly.

When entering values in the 'From State' and 'To State' fields, the values should match the values
within the repository (not the model). They must be entered exactly as they appear in the repository,
and are both case sensitive and space sensitive. The 'Transition Name' must also match the transition
name that is configured within the repository exactly.

Here is an example of a transition that has been configured. Note that when you view a transition (by
clicking on it in the graph), you'll see its configuration on the right so that you can make any needed
modifications. You'll also see a 'New Transition' pane immediately underneath, so that you can add
additional transitions.



g New State Transition  Jira Task Staws Transition

successfully update the artfact

<Back o State Transitons Cancel
State Transftion Type | Transiion Graph
State Transition Flelds | Siaus

Re-open o

Transition Name.
Re-open

From State To state
Done —— To0o

Parametors.

oo Pocom Done
+ Add Parameter

+ Ad Parameter

Parameters

If your transition requires a parameter, you can add it by clicking 'Add Parameter.'

I—_U]\TASKTDP

(% New State Transition  Jira Task Status Transition
View and manage the state transition configuration for ariiacts in this collection. State ransitions are executed when certain fields on an
artifact change in order to successfully update the artfact.

< Back to State Transitions

State Transition Type  Transition Graph

State Transition Fields  Status

Re-open

Transition Name

Re-open

From State To State

Done —— ToDo

Parameters

ToDo. Re-opon Done
+ Add Parameter

AN

The Parameter name must match the field name within the repository exactly. You can either set a
constant value for your parameter, or configure the transition to flow a value based on your field

mappings.

In the image below, we've set a constant value, which will tell Tasktop to add a "Re-opened" tag to the
artifact when it moves through the 'Re-open' transition:



% New State Transition  Jira Task Status Transition

View and manage the state transition configuration for artifacts in this collection. State transit
arifact change in order to successfully update the artifact.

iions are executed when certain fields on an

Cancel

<Back to State Transitions

State Transition Type | Transition Graph

State Transition Fields | Status

You can also set a Parameter that is set based on a field in the model:

ITASKTOP g

% State Transitions
Specily the state transition
configurations for artfacts

in this collecton,

Re-open L]
Transition Name
Re-open
From State To State
Done ——» ToDo
Parameters
Done Parameter Name Parameter Value
Tag = @ Re-opened a

+ Add Parameter

i State Transition Jira Task Status Transiton

in this collecton, el
successfully update the artiact,
<Backto State Transitions
State Transition Type | Transition Graph
State Transition Fields | Status
New Transition

ToDo Rosgon

Transition Name

Move to Done:

From State

In Progress

Parameters

Parameter Name.

Resolution

+ Add Parameter

inorder to

i State Transitions

Spectythe state transtion
onfigurationsfor atfacts in this

To State
————» Done

Parameter Value

Summary
Description
Soverly
Priority
Resoll
Status.

= - |

To map the field, you can click the 'map" icon:



New Transition

Transition Name

Move to Done

From State To State
In Progress — » Done
Parameters
Parameter Name Parameter Value
Resolution = Resolution ‘ == ‘ a

+ Add Parameter

o

This will bring you to the Parameter Option Mappings pop-up:

Parameter Name Parameter Value

Resolution = Resolution

Option Mappings

Add
Parameter Field Value Model Field Values

Done
Won't Do
Duplicate
Incomplete

Cannot Reproduce

Cancel

Here you can manually enter the parameter field values on the left that exist within your repository,
and map them to the model fields on the right. The field values entered must match the field values
that exist in the repository exactly (they are case- and space-sensitive).



Parameter Name

Resolution

Option Mappings
Done ‘ Add

Parameter Field Value

N\ =

Parameter Value

Resolution

Model Field Values

Done
Won't Do
Duplicate
Incomplete

Cannot Reproduce

= -

Parameter Name

Resolution

Option Mappings

Add

Parameter Field Value

Parameter Value

Resolution

Model Field Values

Done
Won't Do
Duplicate
Incomplete

Cannot Reproduce

Cancel

Here's an example of a complete Parameter Option Mapping:

Parameter Name

Resolution

‘Option Mappings

Add

Parameter Field Value
Done
Won't Do
Cannot Reproduce
Incompete

Duplicate

Parameter Value

Resolution

Model Field Values

Done o
Won't Do uf
Cannot f ]
Incomplete i
Duplicate

Cancel

Saving and Viewing

Here's an example of a completed Transition Graph:
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(% State Transition  Jira Task Status
View and manage the sato ransilon configuration or arifacts inthis collecton. Sate transitons are executed when certainfields on an arfact change n ordr to
succassiull update the artfact.

<Back to State Transiions Cancel

State Transition Type Transition Graph

State Transition Fields ~ Status

Make sure that your completed graph matches the state transition configuration in your repository exac
tly. If it does not match, you will see errors when running the integration. Once confirmed, click 'Save'

and 'Done.’

You will then be able to see your State Transition on the State Transition screen:

TFFaskTOP o

‘i State Transition: Jira Tasks

S .

Fields: Status

You will also notice a state transition icon on the collection pill on the Field Mapping screen, to denote
that a transition graph is being utilized:

IFASKTOP wiuoe oo i

@ Field Mapping: Jira Tasks

View pping or this collecton. The P in your model.
<Back to Collection Gancel
Jira: Task Modol: Task
AB =}
11 0187 fieids mapped 10 01 16 iods mapped
Search "Jira Tasks" artfact fields by name or type. STt o B Search "Task” model fieds by name or type 7 Suggost Mappings G
Key Jo———————{ Formatted D Configure| @
(- summary (% Summay Configure| @
" Description b Description ) Configwe @
| s fel s used in a state ransiton . !
(% stats e suus ) Configwe @
sprint o sprnt Configure &

Extensions

In order to successfully flow field values for fields that require state transitions, a state

transition extension can also be set.



If you choose to configure state transitions via an extension, rather than utilizing the transition graph,
your first step will be to create and save the extension itself from the Settings screen. If you need help
creating the extension, you can find more information in the Extensions section.

= 2
ITASKTOP | inagao

Once the extension is configured, you can select 'Extension' as the State Transition Type on the New
Transition Screen:

TFASKTOP | e

g New State Transition  Jira s

View and manage the state transiion conlig
successfully update the artfact.

UTaskTor

Cigg New State Transition Jira Task Status Transition

View and manage the state for artifacts in thi e State transitions are executed when certain fields on an
artifact change in order to successfully update the artifact.
Backto St Tartions carl

State Transition Type ~ Extension

Priority
Stato Transiton Fleids |

Severity

State Transition _ Resolution

Release
Sprint

Estimate

You can then select the extension you'd like to use:


https://docs.tasktop.com/display/T183/Settings#Settings-State

UTaskTor

i New State Transition Jira Task Status Transition

View and manage the state transition configuration for artiacts in this collection. State transitions are executed when certain fields on an
artifact change in order to successfully update the artiact

State Transition Type Extension 4 State Transitions

State Transition Fields ~ Status

State Transition
Extension

|
A Jira State Transition Extension

Create a state transition extension

Click 'Save' and then 'Done." You'll now see the State Transition Extension listed on the State
Transition screen:

Trasktor .

(i State Transition: Jira Tasks

View and manage the state transition configuration for artfacts In this collection. State transi when certain fieds
order to successfully update the artifact.

<Back o State Transitions.

a + New State Transition

Jira Task Status Transition Extension @
Fields: Status

And you'll notice the state transition icon on the model pill and the model drop-down on the Field Flow
page:

ITaskTOP

H Field Mapping: Jira Tasks

View and manage the field mapping for this collaction. The fiold mapping specifis how fields from your repository ariitact map to fields in your modol

<Backo Collection

o
s Tk Mool Task
A =]
11 of 87 fields mapped 10 of 16 fields mapped
Soarch s Tase arfactfods by ram o ype pou T

( x key Yo—————————( Formatied D ) Configure &
(- summary % summay ) Conigwe ®
(* Descrption b ODescription ) Configure @

1 This fild is used in a state transition.

(( x stas b ( asuus ) Configwe @

You'll also see it listed at the top of the screen when you view the Field Mapping Configuration screen
for that field:



Mapped Options

30f 3 mapped 30f 4 mapped 7 Auto-map by label

1. Note that the extension will only impact how data flows from the model to the repository (Jira in this
case). If you would like impact how data flows from the repository to the model (and then to
whichever target collection is connected on the other side), you will need to configure the field
appropriately. If you would like to use a state transition extension on the other side, you must
configure that on the corresponding collection's State Transition screen.

Next Steps

Now that your State Transitions are configured, your collection configuration is complete. Once all the
collections you'd like to utilize in your integration are set up, it's time to move on to Step 4: Configure
your Integration.

Container Collection (Repository)

What is a Collection?

You can think of a collection as the set of artifacts that are eligible to flow as part of your integration.
The process of creating a collection consists of a few steps which whittle down your repository into a
smaller subset of artifacts. To create your collection, you will specify:

1. The repository the artifacts live in

1. Each collection can only come from one repository
2. The artifact type (i.e. defect, folder, etc)
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1. Each collection can only contain one artifact type

3. The projects within the repository those artifacts live in

1. Each collection can contain one or multiple projects

4. The model you would like your collection to be mapped to (not pictured)

.....

one repository 2. Pick an artifact type 3. Select projects that you
e

1. Each collection can be mapped to one and only one model

vvvvvvvvv

want to synchronize
project 1, project 2,

You can learn more about collections in the Key Concepts.

What is a Container Collection?

There are two types of repository collections:

Work Item Collections, which include 'work items' used to track development work. These are
artifacts such as defects, requirements, or test cases.

Container Collections, which include ‘containers' used to organize your work. These are artifacts
such as folders, modules, and packages. Containers are used to organize work items into groups.

On this page, we will be showing you how to configure a Container Collection.

Video Tutorial

Check out the video below to learn how to configure a Container Collection.

How to Configure a Container Collection

The steps to configure a Container Collection are very similar to the steps to configure a Work Item
Collection (Repository). Please refer to that page for in depth instructions.

You will, however, notice a few key differences:

After clicking "New Collection,” you will select Container Collection, instead of Work Item
Collection.

The artifact type selected for a container collection, must be a container, such as a folder,
module, or package. Some repositories may be ineligible for container collections, as they may
not include the appropriate artifact types. Consult our Connector Docs to see which container
types are supported for each repository.

When you create a container collection, you'll notice that the model selected defaults to the out-
of-the-box Container model. This will allow you to take advantage of built-in Smart Fields, which
will auto-map to your collection.

Container collections will typically have fewer fields to map than a work item collection.
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® Itis generally very important to map the 'parent' field for a container collection. This will enable
you to preserve the correct hierarchical relationships between your containers when flowing
them to a target repository. If you are using the out-of-the-box Container model, Tasktop will be
able to auto-map this for you in most scenarios.

® Container collections typically will not contain a 'status' field, and therefore will not require state
transition mappings.

Work Item Collection (Database)

Database Collections are only available in Editions that contain the Enterprise Data Stream add-on. See Tasktop
Editions table to determine if your edition contains this functionality.

What is a Work Item Collection (Database)?

[
1]
\ 1\

el
.

Work Item Collection (Database)
jat

There are two types of Work Item Collections: Repository Collections, which connect to repositories
like JIRA or HPE ALM and Database Collections, which connect to databases, such as MySQL. On this
page, we will be teaching you how to configure a database work item collection.

A Database Work Item Collection connects to a table in a database repository, such as MySQL or
Oracle. Once your Database Work Item Collection is configured, you can flow information from
artifacts in your source collections (either Repository or Gateway Collections) to that table, via an
Enterprise Data Stream Integration.

You can learn more about collections in the Key Concepts.
Video Tutorial
Check out the video below to learn how to create a new collection for your database repository:

1. Note: In version 18.1 and later, you will select "Work Item Collection' as your template, rather than
'Repository Collection' as shown in the video.

How to Create a Database Collection
To create a database work item collection, follow the steps below:

Select 'Collections' at the top of the screen:
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© Create integrations in minutes

© Explore key integration concepts
© Leam how to easily scale your integrations
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Click 'New Collection";

ITaskTor

W Collections

View your existing collections and create new ones. Collections comprise a group of artifacts that can be used in one or more integrations.

. T ==

g Bugzila
Bugzilla Defects Model o
1 Project Requirement

Ay GitLab

GitLab Issues Model o
1 Project Requirement
Artifact Type Issue

ServiceNow Express

ServiceNow Express Incidents Model @
Artifact Type Incident Requirement

Select 'Work Item Collection' as the collection type:

TASKTOP

& New Collection: Select Collection Type

Select your collection type, then start configuring y ion. ise a group of artifacts that can be used in one or more
integrations.

<Back o Collections.

& Work Item Collection

- Work Item Collection E Container Collection = Gateway Collection ‘“’“'5 work item artitacts from a given
repository.

Enter a name for your collection:

Cotactons

& New Collection | saL Defects ]

View your exist . Collecti of ar be used in one or

<Back o Collctons Gancel [ s ]

Connection 4

0

projects

acts Chooso the model v



Select the Connection on which you'd like to base this collection. In our example, we are selecting
MySQL, which is the 'Tasktop SQL' repository connection we have configured.

ITASKTOP  oguon

W New Collection sl Defects
View your exi

group of artfacts

<Back to Collections.

v
Blueprint
CAPPM
HP ALM

JRA

0 MySQL

Ghoose the model v/

Select the database table that will receive artifacts that flow to this collection.

TWTASKTOP  gmers  cortrn

W New Collection  SQL Defects
View your ones. Ce

group in one or more integrations.

<Back to Collections.

Catalog  data

Schema | <None>

BUILD_MODEL
CHANGE_SET_MODEL

Suggest DDL for cre: EEE b
STORY

artfacts

Choose the model v

1, Note: if your table is not listed, you can use the "Suggest DDL" tool to generate a SQL command
that can help you create a table that aligns with the model on which you'd like to base this collection.

TFASKTOP roraos  co

Data Description Language Generator
@ New Collection | sQL D

View your existing collections and create new one

-~

goeted | CREATE TABLE DEFECT (
10 BIGINT (19) AUTO_INCREMENT,

. SUMMARY VARCHAR (1600),
Connection | MySQL STATUS VARCHAR (255),
PRIORITY VARCHAR (255),
DESCRIPTION VARCHAR (1600),
REPOSITORY_ID VARCHAR (255),
REPOSITORY_URL VARCHAR (255,
ARTIFACT_ID VARCHAR (255),

Catalog ARTIFACT_URL VARCHAR (255),
ARTIFACT_EVENT_TYPE VARCHAR (255),
Schema) PRIMARY KEY (1D)
1 ) CHARACTER SET ‘utf8';
CREATE INDEX
projects Table

CREATE INDEX

Suggest DDL for

Select the model on which you'd like to base this collection.
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W New Collection ~ SQL Defocts

View your existing collections and create new ones. Collections comprise a group of artifacts that can be used in one or more integrations.

Schema  <None>
projects Table  DEFECT_MODEL

© Refresh Options

Build Mode!
ChangeSet Model
Defect
story
Time Entry

Map Fields

Now that you have identified the model, you can complete the collection-to-model field mapping by
going into the "Map Fields" link.

1. Note: If you used the Suggest DDL tool to create your database table, the mapping will be done
automatically.

TTASKTOP s o

& Collection
View o

Defects SQL Field Defect Model Field

" fomatted_id b { Fomatedid

Constant Value Mapping

In some scenarios, the database might require that some of its columns/fields always have a value. This
value is usually provided by mapping it to the equivalent model field. When there is no equivalent field
in the model that can provide a value, you can set a constant value into your end-database column
/field. The value you configure will then always get written out.

To set a constant value for a field, select the 'Constant Value' option from the drop down menu on the
model side. This will tell the integration to always flow that value to the database collection. Enter the
value, and then click the 'Set Constant Value' box.

Note: Constant values can be set for the following fields types:



Boolean
Date/DateTime
Double
Location

Long

Multi Select
Person

Rich Text
Single Select
String

Only some of these types are relevant for your database collection, however, given the field types that
can be configured in the database itself.

cccccc

Configure Relationships

If you have any relationship(s) fields in your model, you can map those on the "Configure Relationship
Types" screen of a given collection.

Note: if you used the Suggested DDL tool to create your database table, the mapping should be done
generally.
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@ Collection Configuration | MySQL Defects
Configure your collection. Collections comprise a group of artifacts that can be used in one or more integrations.
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Gateway Collection
What is a Gateway Collection?
Gateway Collections are only available in Editions that contain the Gateway add-on. See Tasktop Editions
table to determine if your edition contains this functionality.

O git 4 Jira Software

i B3

Gateway Collection

A Gateway Collection contains artifacts
sent via an in-bound webhook, from an
external tool.

You can think of a collection as the set of artifacts that are eligible to flow as part of your integration. A
Gateway collection contains artifacts sent via an in-bound webhook, from a DevOps tool.

You can learn more about collections in the Key Concepts.

Video Tutorial
Check out the video below to learn how to create a new gateway collection:



How to Create a Gateway Collection
To create a gateway collection, follow the steps below:

Select 'Collections' at the top of the screen:

TASKTOP

Connecting the World of Software Delivery

© Create integrations in minutes
© Explore key integration concepts
© Leam how to easily scale your integrations
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Click 'New Collection";
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W Collections

View your existing collections and create new ones. Collections comprise a group of artifacts that can be used in one or more integrations.
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g Bugzila
Bugzilla Defects Model o
1 Project Requirement

Ay GitLab

GitLab Issues Model a
1 Project Requirement
Artifact Type Issue

m ServiceNow Express

ServiceNow Express Incidents Model o
Artifact Type Incident Requirement

Select "Gateway Collection" as the collection type.

& New Collection: Select Collection Type

igure yor x ise a group of artifacts inone or

<Back to Collections.

& Gateway Collection
- -
Work Item Collection E Container Collection é Gateway Collection Monitor artfacts from exteral sources.

Enter a name for your collection.
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& New Collection | Gateway Defects

Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

Path /artifacts/
Model

Payload Transformation

Next, specify the path for your collection. These characters will form the REST endpoint to which you
can send artifacts to Tasktop via this gateway collection.

1, Upon first creating your Gateway collection, Tasktop will populate path with the name that you
have given to your collection. You can change this if desired.

UTaskToP

& New Collection  Gateway Defects

Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

= e |
Token 8028426¢-a094-4257-9cfc-bc0db16dc6b4e o

Payload Transformation

To secure your gateway collection, Tasktop automatically appends a token (a universally unique
identifier) to the path of a gateway collection. This token will be incorporated into your gateway URL
and will help ensure that only users that know the full path with its token can access your gateway
collection.

You can remove the token by clicking the trash can icon to the right, and refresh it by hitting the magic
wand icon that appears in its place. Once refreshed, click 'save," and the URL will be updated.

UTaskToP

W Gateway Collection ~ Gatoway Defects

in one o mre integrations.

Path

Token | 79adbdtc-8t3e-49¢5-8806-bBeecascAds! o

Model

Payload Transformation

seript

urt { [

Access Detalls

Select the model on which you'd like to base the collection:
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& New Collection ~ Gateway Defects

Configure your new collection. Collections comprise a group of artifacts that can be used in one or more integrations.

=
Totan | 028020044257 e echisc .
Model ¥

Payload Transformation




If you have configured a payload transformation extension for your Gateway collection on the Settings
screen, you can select it here.

UTASKTOP  iogasors

W New Collection ~ Gateway Defects

Select your collection type, then start configuring your new collection. Collections comprise a group of arifacts that can be used in one or more integrations.

Path duct, K

Token | 26aad09a-b3bs-4d46-abaa-bee242abd0s8 o
Model  Defect

Payload Transformation

7 Payload Transformation Extension

Once you click 'Save," you'll notice that some additional fields appear. If you have any relationship(s)
fields in your model, you'll need to identify a target repository for each. This will ensure that enough
information is being sent in via the Gateway to uniquely locate the artifact you'd like to relate to.

"o f artfacts that can be used In one or mor integrations.

Path build-failuro

Model  Defect
Payload Transformation

Relationship Field Configuration

Blocks 8 Choose an existing repository connection

‘Atassian JIRA
Related RN

Blueprint

Access Details
codeBeamer ALM

y—— a
v Pe)

Method  POST

Once you've saved your collection, you will be able to observe the access details given for this gateway
collection:

TASKTOP

@ Gateway Collection ~ Gateway Defects
View your exising calections and create new ones. Collecions comprise a group o arfacts tha can be used in one

Bkt Colectors Caro T

Path buid-failure

Token
Model  Defect
Payload Transformation

Relationship Field Configuration

Blocks n Atassian JIRA
Related n Atassian JIRA

Access Details

Method  POST
Content-Type  applicationjson

Example Payload | ¢ ®
“formatted.

ith <emHTML</em> tags",

Example Script

curl - "Content-Type: application/json’ y *{"fornatted_id": 9" i 9" ption": L


https://docs.tasktop.com/display/T183/Settings#Settings-Payload

Step 4. Configure your Integration

Types of Integration Templates

Tasktop offers a range of Integration Templates to enable you to achieve a diverse set of goals:

(v —|

®

Work Item
Synchronization

The Work Item
Synchronization
template is
available in all
Editions.

This integration
connects teams
working in
different tools as
they fulfill their
roles in the
software
development
lifecycle.

As part of this
integration, work
items will flow

=)
®

Container +
Work Item
Synchronization

The Container +
Work Item
Synchronization
template is
available in all
Editions.

This integration
connects teams
working in
different tools as
they fulfill their
roles in the
software
development
lifecycle.

As part of this
integration, work
items will flow

Create via Gateway

The Create via
Gateway template
is only available in
Editions that
contain the
Gateway add-

on. See Tasktop
Editions table to
determine if your
edition contains
this functionality.

This integration
creates
traceability
between artifacts
across the
software
development
lifecycle. New
artifacts will be
createdina
repository
collection when
artifacts are sent
to Tasktop via a
Gateway

.\

Modify via Gateway

The Modify via
Gateway template
is only available in
Editions that
contain the
Gateway add-

on. See Tasktop
Editions table to
determine if your
edition contains
this functionality.

This integration
creates
traceability
between artifacts
across the
software
development
lifecycle. Already
existing artifacts
in a repository
collection will be
located and
modified in a
specified way
when artifacts are

B

Enterprise Data
Stream

The Enterprise
Data Stream
template is only
available in
Editions that
contain the
Enterprise Data
Stream add-

on. See Tasktop
Editions table to
determine if your
edition contains
this functionality.

This integration
simplifies
enterprise
reporting by
unlocking
software lifecycle
data from its
application tool
silos and
providing a rich
data repository
for near real-time
analytics. Records
will be created in
a single database



between separate
repository
collections.

Learn More

between separate
repository
collections.

Additionally, the
containers in
which your work
items reside will
be mirrored
across teh
collections
according to your
specification.

Learn More

Work Item Synchronization

What is an Integration?

4 JiraSoftware
=
= B

|

An Integration is the flow of information
be e collections.

etween two or more

collection,
through an
inbound webhook.

Learn More

servicenow

=

llection:

sent to Tasktop
via a Gateway
collection,
through an
inbound webook.

Learn More

when artifacts
from one or more
collections are
created or
changed.

Learn More

An integration is quite simply the flow of information between two or more collections.

A work item synchronization is a specific type of integration that flows work items between two reposito

ries.

When you configure your work item synchronization, you can customize the field flow, artifact routing,
artifact filtering, as well as enable or disable comment flow or attachment flow.

Video Tutorial

Check out the video below to learn how to configure a Work Item Synchronization.

1, This video assumes that you have already configured your repositories, models, and collections as
outlined in the Quick Start Guide.

Use Case and Business Value



The Work Item Synchronization Template connects teams working in different tools as they fulfill their
roles in the software development lifecycle. It allows you to flow work items (such as defects or
requirements) from one repository to the other.

As part of this integration,

® Work Items, such as defects or requirements, will flow between separate work item (repository)
collections.
Artifacts Creation Flow can be configured either one-way or two-way
You'll also configure the direction and frequency in which each field on those artifacts should be
updated.

‘\ 1 Repository - 1 Collection 4 G) »1 0 I 1 Repository - 1 Collection
" —_—
Jira * QASymphony qTest Manager X
‘\ & Atlassian Jira a & QASymphony qTest Manager
® Jira Defects x & QASymphony Defects x
Projects Mode! Mode| Projects
(51 of 3 routed | oot I ot (C]1 ot 1 routed

Template Affordances

The Work Item Synchronization Template allows you to flow artifacts between two work item
(repository) collections.

Work Item (Repository) Work Item (Repository)
Collection Collection

How to Configure a Work Item Synchronization

Now that you have all of your base components (i.e. repositories, models, and collections) set up, you
can configure an integration to connect the artifacts in your collections.

To configure your integration, select 'Integrations' at the top of the screen, then click '+ New
Integration.’



= Integrations

View your existing integrations and create new ones. Integrations flow artifacts between collections to achieve a specific goal.

<Back o Integrations.

<rlandscape  EEList

You haven't created any integrations.

Integrations flow artifacts between collections to achieve a specific goal

/ + New Integration

Select your desired integration template from the options available.

1. Depending on the edition of Tasktop you are utilizing, you may not have all options available.

= New Integration: Select Template

Select a template for your new integration. Integrations flow artifacts between collections to achieve a specific goal.

<Back to Integrations

[Z Work Item Synchronization
‘This integration connects teams working
in different tools as they fulfil their roles in
the software development lfecycle.

=L Container + Work ltem
[® synchronization
Q! Modty via Gateway

Work Item
Synchronization

E Enterprise Data Stream

As part of this integration, work items will
flow between collections in two
reposiories. You'l configure the exact
behavior for creating and updating work
items in both repositories, down to the
field level.

This will bring you to the New Integration Screen:

2 New Integration | |

Configure your new integration. Integrations flow artifacts between collections to achieve a specific goal.

<Back to Integrations Cancel

Bild your ntegration by adding collections to the
canvas below.

Build your integration by adding collections to the
canvas below.

& Choose an existing repository connection x & Choose an existing repository connection x

W Choose a collection x ® Choose a collection x

Name your integration and select your repositories and collections:

= Integration Configuration  Jra Bugs <-> QASymphony Defects

your integrat 9 fc goal.

<Back o Integrations

A\ Feposiony -1 Cotecton

Jira x
 Atassian Jra

® Jira Defects x

()1 r2roues Mosect

—— [ .! 1 Repository -1 Collection

o) QASymphony aTest Manager
 QASymphony qTest Manager

& QaSymphony Defects
Bowect (510t roues

Overview
Aritact Creation Flow
== Fild Flow
Aritact Routing
! Artfact Fitering
= Comment Fiow
+ Attachment Flow

= Conflct Resolution

= Change Detection



You can click the 'Overview' link on the right side of the Integration Page to get to the main display
page (shown in the second screen shot).

TTFASKTOP e

= Integration Configuration  Jra Bugs <-> QASymphony Defects
Configur

ntogration. Integrations flow aritacts batween coloctions to achieve a specific goal

‘\ 1 Repository - 1 Collection

UTASKTOP wmguions  Cotctons  vocos Rogostores

|_:'b'> x Configurs Comment Fow XE
I_Zlb'» x Configure Attachment Flow X«@

Configure Confict Resolution

2aHows P Gonigure Change Detecion
T o

From this page, you can configure many different components of your work item synchronization.
Artifact Creation Flow

On the Artifact Creation Flow screen, you can specify whether new artifacts will be created in one
collection or both. You can learn more on the Artifact Creation Flow page.

Field Flow

On the Field Flow screen, you can configure how your field values will flow, transform, and update
between each collection. Each field can be configured individually. You can learn more on the Field
Flow page.

Artifact Routing



On the Artifact Routing screen, you can specify where (in which projects) new artifacts will be created,
based on the projects they originate from in the source collection. You can learn more on the Artifact
Routing page.

Artifact Filtering

On the Artifact Filtering screen, you can set filters on fields in our model to control which artifacts
should flow as part of the integration. Only artifacts that meet your defined filter criteria will be
eligible to flow. You can learn more on the Artifact Filtering page.

Comment Flow

On the Comment Flow screen, you can enable or disable comment flow. You can learn more on the Co
mment Flow page.

Attachment Flow

On the Attachment Flow screen, you can enable or disable attachment flow. You can also set a
maximum attachment size limit. You can learn more on the Attachment Flow page.

Conflict Resolution Strategy

On the Conflict Resolution screen, you can set a strategy to determine how to resolve conflicts when
changes are made to both the source and target artifact. You can learn more on the Conflict
Resolution Strategy page.

Change Detection

On the Change Detection screen, you can set custom change detection and full scan intervals for your
integration. These will override the default global change detection settings configured on the Settings
screen. You can learn more on the Change Detection page.

Artifact Creation Flow

Introduction

After saving your Work Item Synchronization, the next step is to configure your Artifact Creation
Flow. Artifact Creation Flow specifies whether new artifacts will be created in one collection or in both.

Note that Artifact Creation Flow relates only to the creation of artifacts (as opposed to the updating of
fields on those artifacts). So for example, if you set up one-way artifact creation flow from Jira to
ServiceNow, this means that when the integration is run, new or existing artifacts from Jira will create
new artifacts in ServiceNow, but new or existing artifacts from ServiceNow will not create new
artifacts in Jira.

However, once a Jira artifact creates a target artifact in ServiceNow, if any updates are made to fields
on the target artifact in ServiceNow, that update could flow back over to Jira, based on the integration's



field flow configuration. So while the integration is not creating new artifacts in Jira, it can modify existi
ng artifacts in Jira based on updates made to the corresponding artifacts in ServiceNow.

© Jira Software servicenow

Jira Collection ServiceNow Collection

_I Artifact Creation Flow Ii

—
—J

Avrtifact Creation Flow

Based on the configured above, artifacts in Jira will create new
artifacts in ServiceNow, but artifacts in ServiceNow will create new artifacts in Jira.

Field Flow

Name: ABC — Name: ABC
Status: Review — Status: Review
Priority: Low ——

Priority: High

Field Flow

Note that is set independently for each field pair, and does not need to match the
le above, if the priority on our ServiceNow

configuration for In the exampl
artifact is changed from Low to High, that updated field v will flow back to Jira.

Instructions

To configure Artifact Creation Flow, click the 'Artifact Creation Flow' link on the Integration
Configuration screen:



- (-] =] - A of @H £ Settin,
ctivity @ Metrics elp Settings
ASKTO Integrations Coll Models Repositories

lections

= Integration Configuration Jira Bugs <--> QASymphony Defects

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations

‘\ 1 Repository - 1 Collection ¢ ‘” > l [ ] ! 1 Repository - 1 Collection
Jira X QASymphony qTest Manager x
& Atlassian Jira & QASymphony qTest Manager
& Jira Defects x QASymphony Defects x Overview
Projects Model Model Projects

(51 ot 2routed [ Defect [ Defect (51 of 1 routed == Field Flow

;2 Artifact Routing
[T Artifact Filtering
= Comment Flow
¢ Attachment Flow

|3 Conflict Resolution
Strategy

= Change Detection

This will lead you to the Artifact Creation Flow page, where you will be able to select Two-way
Creation (artifacts will be created in both collections to correspond to new and existing artifacts in the
other collection), or One-way Creation (only one of the two repositories will have new artifacts created
to correspond to new and existing artifacts in the other collection).

ITASKTOP  neg

= Artifact Creation Flow: Jira Bugs <~> QASymphony Defects

intogration

<Back o Integration Configuration

D asympnony Detects
B e e

© Accepts N

54— Twoway Creation ——

© Accepts New Artitacts

One-way Creation ———

riesirg 4——— Ono-way Creation ———

Click 'Save," and 'Done." You will be brought back to the Integration Configuration screen.

Next Steps

Once you have completed your Artifact Creation Flow configuration, your next step will be to review
your Field Flow.

Field Flow
Introduction

Once you've configured your Artifact Creation Flow, your next step is to configure your Field Flow.

On the Field Flow screen, you can configure:



® the direction fields flow in
® the frequency with which they flow (i.e. only upon creation vs. always updating)

Each field can be configured individually.

Instructions

To get to the Field Flow screen, click the 'Field Flow' link on the Integration Configuration screen:

UTASKTOP g

= Integration Configuration Jira Bugs <> QASymphony Defects

Configure your integration. Integrations flow artfacis between collections to achieve a specific goal.
<Back!o Integrations

‘\ 1 Repository - 1 Callection —— l ] ! 1 Repository - 1 Collection

You will be directed to the Field Flow screen:

UTASKTOP wuguiors  Cutirs  tosds  Aestn

= Field Flow: Jira Bugs <~> QASymphony Defects

Field flow specifies how y  wil flow and transform s part of this integraion.

L] ol

Process Al Atfacts

Afact Bug Moot Defet
a Fiow
D E
130115 fisds mapped 15,0115 fikds mapped 130115 ks mappod
( x key Yo———— Formatted D &  * Formated D
( -+ Summary Y Antfact Name (- |- summay
(" Dosarpton ~———— Dosarpton ([~ Deceripion
Select Field Flow Frequency Close
Bsev3 @ Severit ty e
~+ Updato Normally
§ This fied wil bo updated
Priority ——— Prioriy —_— D
) ; e
% Stat N stan SN
Reso o Resoluon —|
(1 Reporter - ————{ 1 Created By —a
= =X No Update
Thi i wil ot be upcated
(" No mapped field Yo——— 1 Modified By — 2
("+ hssignee J— s ower (1 nssneato

Here, you can see the names of the mapped repository fields for each collection on the far left and
right, with the model fields displayed in the middle. Constant values will be identified by a grey box
and the constant value icon.

Once you're done updating your field flow, click ‘Save' and 'Done.'

Field Flow Direction and Frequency

When configuring field flow for a synchronize integration, you have several options available to specify
the direction and frequency of field updates:



Icon Meaning

- Update Normally: This field will be updated
whenever it is modified on the corresponding
artifact

-» Always Update: This field will be updated

whenever any fields are updated on the
corresponding artifact

- Upon Artifact Creation: This field will only be
updated upon artifact creation

=X No Update: This field will not be updated

1. Note: The field flow settings behave a bit differently for Constant Values. This is because constant
values exist as part of your Tasktop configuration, and not on the artifact itself. Therefore, changes in
constant values are not detected in the same way that updates made on the actual artifact are
detected. If you change the constant value that is linked to your model, your integration will not
automatically detect this update and sync it over. The value will only update if another field on that
artifact is updated. Because of this, for constant values, "update normally" and "always update" will
behave identically: meaning that the constant value will update whenever any other field is updated on
that artifact.

Field Flow Icons

On the Integration Field Flow page, you will see a number of icons, which will help you understand any
special properties or requirements for each field. If you hover your mouse over an icon, you will see a
pop-up explaining what the icon means. You can also review their meanings in the legend below:

Icon Meaning

A constant value will be sent.
Note that:

® |f the icon is on the side of the collection, this
means that a constant value will be sent to
your model. This means that any time this
collection is integrated with another
collection, the other collection will receive this
constant value for the field in question.

® |f the icon is on the side of the model, this
means a constant value will be sent to your
collection. This means that any time this
collection is integrated with another
collection, that this collection will receive this
constant value for the field in question.



A state transition will be utilized. Note that:

If the icon is on the side of the collection, this
means that a state transition graph is being
utilized.

If the icon is on the side of the model, this
means that a state transition extension is
being utilized.

1. Note that Tasktop will update the field flow
frequency for fields utilizing state transitions to
‘'no update.' This is because they are updated
via the transition and not via normal ‘field flow.'
Do not modify the field flow frequency for this
field.

Collection field is read-only and cannot receive
data

To create artifacts in your collection, this field
must be mapped to your model.

This is a required field in your model; it must be
mapped to your collection.

This field will not be updated as part of your
integration, due to how you have configured it.
This field flow configuration can be changed if
you'd like.

This field will not be updated as part of your
integration because the mapping would be
invalid. You do not have the option of changing
this.

This field will update normally as part of your
synchronize integration; this means it will be
updated whenever it is modified on the
corresponding artifact.

This field will always update as part of your
synchronize integration; this means that it will
be updated whenever any fields are modified
on the corresponding artifact.

This field will only be updated upon initial
artifact creation.


https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-Graph
https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-State

Process All Artifacts

The 'Process All Artifacts' button will prompt Tasktop to process all artifacts in the integration. Any
changes or additions you've made to your collection-to-model mappings will be applied to all artifacts
participating in the integration. This functionality can be useful when adding a new field to your field
flow configuration. You can learn more about this process here.

Next Steps

Once you have completed your Field Flow configuration, your next step will be to review your Artifact
Routing.

Artifact Routing

Introduction

Once you've configured your Field Flow, your next step will be to configure Artifact Routing.

),_ Cé_‘
Y
»

L o

Artifact Routing is needed when artifacts are being created as part of an integration. In addition to
knowing the repository in which artifacts should be created, Tasktop also needs to know which
container (i.e. project, module, folder, etc) a given artifact should be created in. Specifying the artifact
routing does this.

1. Initially, the artifact routing will determine where an artifact gets created. Over time, if an artifact on
either side moves, Tasktop will move the artifact to the corresponding container of the new route, if
this is allowed in your repository. if you are moving between lower-level containers, such as sets or
folders, this is generally possible. However, Tasktop will not do so if the move on one side crosses the
bounds of the top-level container (generally the high-level container, added at the collection level).

Instructions

To configure Artifact Routing, click the 'Artifact Routing' link on the right pane of the Integration
Configuration screen:
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] B - & Actvity @ Metics @ Help £ Settings
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TASKTOP Integrations Collections Models Repositories

= Integration Configuration Jira Bugs <--> QASymphony Defects

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations

‘\ 1 Repository - 1 Collection ¢ ‘” > l [ ] ! 1 Repository - 1 Collection
Jira X QASymphony qTest Manager x
& Atlassian Jira & QASymphony qTest Manager
& Jira Defects x QASymphony Defects x Overview
Projects Model Model Projects O Artifact Creation Flow

(51 ot 2routed [ Defect [ Defect (51 of 1 routed == Field Flow

;2 Artifact Routing

[T Artifact Filtering

*» Comment Flow
¢ Attachment Flow

|3 Conflict Resolution
Strategy

= Change Detection

Static Artifact Routing

In some cases, the project an artifact is in on one side can sufficiently determine which project an
artifact should be created in in the corresponding collection. In these instances, you can configure what
is known as 'static artifact routing' (also known as 'explicit artifact routing’).

Static artifact routes can have one or more source projects, but only a single target project.

To configure a static artifact route, use the "Route More Projects" buttons to add projects from your
collections to your working space and connect them using the "Connect" button. The directionality on
the connect button refers to artifact creation.

[FASKTOP i

= Artifact Routing: Jira Bugs <~> QASymphony Defects
View Avitact rout

PERS— Caro [ s
sromce ) Sty o
s wonna ot
5 D 5 . s
F - ¥ ot i [ Gou o |
Mobile Project x Flight Reservation App x

In the example shown below, artifacts from the Jira Mobile Project will be created in the Flight
Reservation App project in QASymphony.



= Artifact Routing: Jira Bugs <~> QASymphony Defects
View Artitact routes specify be created in your collection(s) as part of this integration.

(" Mobile Project ) FigntReservation App 1) °

Artifacts that have no corresponding route are ignored.

Conditional Artifact Routing

Check out the video below to learn more about Conditional Artifact Routing:

1, Note: The video above demonstrates Conditional Artifact Routing within the context of a Create via
Gateway Integration. Create via Gateway Integrations are only available in editions that contain the
Gateway add-on. See Tasktop Editions table to determine if your edition contains this functionality. Though
the video is for a Gateway Integration, the core concepts outlined in the video can be applied to any
integration template.

In some cases, the project an artifact is in within the source repository does not provide enough
information to determine which project the artifact should be created in within its target repository.



Oftentimes, in fact, some unique characteristic of an artifact, such as a specific field value, is the factor
that should be used to determine which project an artifact should be created in within the target
repository.

In these instances, you will configure what is known as conditional artifact routing to determine which
project each artifact is created in within your target repository. Conditional artifact routing (also known
as 'dynamic artifact routing') can be used to inspect a single-select field of an artifact and, depending on
its value, to route that artifact to the appropriate project in the target collection.

Conditional artifact routes can have one or more source projects, and always have multiple target
projects.

Source Project (5) ﬁl Target Project 2

To create a conditional artifact route, use the "Route More Projects” buttons to add projects from your
collections to your workspace and connect them using the "Connect" button.

Notice that after you've created your conditional artifact routing group, you ‘Il be prompted to

igs <-> QASymphony Defects
ot b Artfact routes sp antfacts will be as partofthis integraton.

( Mobile Project 1 Empl hedu Flight Reservation App ;... 3 ) @ Configure | @

C O nfl g u re yo u r ro u te . Arifacts that have o corresponding route are ignored.

Click 'Save," and then click '‘Configure.' You'll be brought to the Conditional Artifact Routing screen.
Here you'll start by selecting the model field on the artifact that you would like to use to determine
your artifact route.

1. Note: Conditional Artifact Routes can only be configured based on single-select fields in your model.

In the example below, the field "Product” contains the unique values that should determine the project
an artifact will be created in in QASymphony.
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View artfact route. At be created in your coli f this
integration.
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After you select the model field, you can identify one or more value to correspond to each target
project. You can also use the 'Manage Values' link to select from a list of values.

= Conditional Artifact Routing: Jira Bugs <-> QASymphony Defects
View and that determine this artfact route. fy where artfacts wil b created in your collection(s) s partofthis
integraton.
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Once you've done this, you'll see your full conditional artifact routing group:

= Conditional Artifact Routing: Jira Bugs <~> QASymphony Defects

View be created as partof this
integration.

<Back to Atfact Fouting Gancel [ sw ]

dira Detects Thowey Creeton '@ ] 0Asympnony Defects
Colecton: Bug o Defect Gollcton: Defct {0 Defect
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Product
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Manage Values

You can specify how you'd like to handle artifacts that do not meet any of the conditions specified by
selecting one of the options provided at the bottom of the screen:



Specify handling for artifacts not matched by conditions above:
Error: Artifacts that do not meet any of the conditions specified will result in an error.

<] Ignore: Artifacts that do not meet any of the conditions specified wil be ignored.
Default Route: Artifacts that do not meet any of the conditions spacified will be routed to a particular project.

Route unidentified artitacts from this side — [ »

Next Steps

Once you've configured your Artifact Routing configuration, your next step will be to review your Artifa

ct Filtering.

Artifact Filtering

Introduction
Once you have completed your Artifact Routing configuration, your next step will be to review and

configure Artifact Filtering.

When configuring your integration, you have several options available to refine which artifacts are
eligible to flow. The final mechanism available is artifact filtering, which is configured at the Integration

level.

If artifact makes it through If artifacts are routed, they will
this funnel, it is eligible to be created in the corresponding

participate in the integration. collection's containers accordingly.

X o

0D Artifact Routing
- c{?\\&e‘\
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s
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* Repository queries can be used to further refine

Rer®

the artifacts included in your collecion.
However, we discourage this configuration unless
it is absolutely necessary.

Artifact Filtering enables you to set filters on an integration in order to limit which artifacts are eligible

to flow in your integration.

To use a field for artifact filtering, it must:

® Be a part of your model, and be mapped to the collection you are filtering from
® Be one of the following field types:



® Single Select

® Note that in cases where 'allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering

® Multi-Select

® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering

Date
Date/Time
Duration
String

1. Note that you can utilize our transforms to filter based on an 'unsupported' collection field type, if
that field is mapped to a supported field type in your model. For example, you could filter based on a
Boolean field in your repository, if that boolean field is mapped to a single select field in your model.

Instructions

To configure Artifact Filtering, click the 'Artifact Filtering' link on the Integration Configuration screen:

= Artifact Filtering: 1. Jama Requirements <> Jira Epics
trs. low as part o hs nfegraton.

< Back to Integration Configuration

Y Apply filters on artifact update

Manage the fter hat artfacts will flw from Jam; Jira Eplcs,
For all artitacts in the collection

+ Add Statements
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+ Add Project-based Statements.

N o Jira Epics to Js
For all artifacts in the collection

+ Add Statements

AND

+ Add Project-based Statements.

Artifact Creation vs. Artifact Update

Jira Eples
Goliecion Epic to Requiremert

{ Arttact Filtering




First, determine whether you'd like your filter to apply to artifact creation, or to artifact creation and arti
fact update. By default, your filter will apply only to artifact creation. This means that once artifacts
are synchronized, updates will continue to flow between them, even if values are changed that make it
such that they no longer meet your filtering criteria. In most scenarios, this will be the desired
outcome, as it ensures that your source and target artifacts will stay in sync with one another.

Y Apply filters on artifact update

Create Artifact Filter Statements

Next, you can begin configuring your artifact filtering statements. You can add statements for all
artifacts in both collections, all artifacts in one collection, or to artifacts in specific projects within your
collection.

Apply Filter to All Artifacts in Both Collections

To apply a filter to all artifacts in both collections, click '+Add Statements' for all artifacts in your first
collection.

Manage the filter that determines what artifacts will flow from Jama Requirements to Jira Epics
For all artifacts in the collection

+ Add Statements

AND

+ Add Project-based Statements

Then, click the filter button. This will apply your filter to the other collection participating in your
integration.

o Manage the fiter that determines what artfacts wil flow from Jama Requirements to Jira Epics + Comepeo Al
For all artfacts in the collection t e

+ Add Statements.
AND

+ Add Project-based Statements

You will notice that the button changes to show two filters, indicating that your filter will apply to both
collections.

You'll also notice that any modifications you make to that filter statement will automatically be
reflected in the other collection. If you'd like to disconnect the filter from both collections, simply click
the double-filter button again, and you will be able to edit each filter individually.

Here we are filtering both collections to only create target artifacts that were created on or after
October 24th, 2016.



Y Apply filters on artifact update

o Manage the filter that determines what artifacts will flow from Jama Requirements to Jira Epics

For all artifacts in the collection

+ Collapse All

B | (e -)  omtormter 201026 & +on (8 +mo

+ Add Statements
AND

+ Add Project-based Statements

‘ Manage the fiter that determines what artifacts willflow from Jira Epics to Jama Requirements + Collapse All

For all artifacts in the collection

B (oo ) cowtormtorr | 20161026 B +on 8 +m0
+ Add Statements
AND

+ Add Project-based Statements

Apply Filter to All Artifacts in One Collection

To apply a filter to all artifacts in one collection, simply click the '+Add Statements' button in the
desired collection:

o Manage the fiterthat determines what artiacts will flow from Jama Requirements to Jira Epics 1 Collapse Al

For all artifacts in the collection

+ Add Project-based Statements

Select your artifact filtering fields and values. You'll see that there is only one filter displayed on the
left, which tells you that this filter only applies to one collection in your integration.

o Manage the fiter that determines wha arifacts wil flow from Jama Requirements to Jira Epics  Gollapse Al

For all artifacts in the collection

e
I T Created B Equal or Atter~ | | 2016-10-24 ) +OR @ + AND
AND
\r As Status - Equals~  Accepted - +O0R @ + AND
Select Value Close
+ Add Statements
Open
e In Definition
Implemented

Apply Filter to Artifacts within Certain Projects in a Collection

To apply a filter to artifacts within certain projects in a collection, click '+Add Project Based Statements'

o Manage the fite that determines what artfacts il flow from Jama Requirements to Jira Epics

For all artifacts in the collection

+ Collapse All

I T Created - Equalor Afler~ | 2016-10-24 [} +OoR @ + AND

+ Add Statements

Click '+Add Projects' to select your project.



o Manage th fter that detormines what atfacts wl fow from Jama Requirements o Jira Epics T Cotepse Rl

For all artifacts in the collection t e

|n Comms <) [swammes] [wwner |8 [fon] (3] [+ |

+ Acd Statements.

AND

+ Add Project based Statements

Select the project(s) you'd like your filter to apply to.

Then click 'Select Field..." to begin configuring your filtering statement.

o Manage the fiter what Jama Jira Epics + Gollapse Al
For all artifacts in the collection b a

+ Add Statements

AND
(" Fight Reservation App 1) t]]e
Y | (Release ~)  Equasv | January2018 - +OR ® + AND
AND

+ Add Project based Statements

Viewing Artifact Filter Statements

You can click the 'Collapse All' button to view an easier-to-read version of your artifact filtering
statements.

o Manage the fiter that determines what artfacts wil flow from Jama Requirements 1o Jira Epics + Collepse Al

For all artifacts in the collection H L]
I T Status - Equals>  Accepled v +OR ] + AND

+ Add Statements.
AND

Flight Reservation App 1 toe

v Release

Equals~ | January 2018 - +O0R  ® + AND

+ Add Project-based Statements

o Manage the filter that determines what artifacts wil flow from Jama Requirements to Jira Epics 1 Expand All

For all artifacts in the collection [
Created >= 2016-10-24
AND
Status = Accepted
+ Add Statements
AND

Flight Reservation App 1)1 e

Release = January 2018

+ Add Project-based Statements

Next Steps



Once Artifact Filtering is configured, your next step will be to review and configure Comment Flow.

Comment Flow

Introduction

Once you've configured Artifact Filtering, your next step will be to review and update Comment Flow.

Instructions

To enable and configure Comment Flow, click the ‘Comment Flow' link on the Integration
Configuration screen.

— - R -
(-] =] - A Activity @ Metrics @ Help £ Settings

—
I:Ll TASKTOP Integrations Collections Models Repositories

< Integration Configuration = Jira Bugs <--> QASymphony Defects
Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

Done

b l [ ] ! 1 Repository - 1 Collection “

Jira x ™ QASymphony qTest Manager X
‘ & Atlassian Jira & QASymphony qTest Manager

.c.)

‘\ 1 Repository - 1 Collection

& Jira Defects X & QASymphony Defects x Overview
Projects Model Model Projects D Artifact Creation Flow
[C]1 of 2routed I Defect IR Defect ()1 ot 1 routed == Fleld Flow
2 Artifact Routing

[ Artifact Filtering
"= Comment Flow
¢ Attachment Flow

|e8 Conflict Resolution
Strategy

= Change Detection

This will bring you to the Comment Flow screen:

= e \ -
— [~ ] B - A Activity @ Help & Settings

ﬁ TASKTOP Integrations Collections Models Repositories

= Comment Flow: Jira Bugs <--> QASymphony Defects
View and manage the flow of comments between these collections. Comment Flow specifies how comments will flow as part of this integration.

< Back to Integration Configuration Cancel

Jira Defects UL IR S ] I QASymphony Defects
‘ Collection: Bug to Defect Collection: Defect to Defect

-~
-

%= Comment Flow

- Configure how comments flow

- X between your collections.

Flow comments from Jira Defects to QASymphony Defects

Flow comments from QASymphony Defects to Jira Defects



If your collection enables comment flow, you will be able to use the check-boxes to flow, or not flow,
comments as part of your integration. You can choose to flow comments bi-directionally or in a single
direction.

1. Note: Tasktop will not process deletions of comments that have already flowed. When comments
that have already flowed are edited in the source repository, a new comment will be created in the
target repository containing the updated text. The original comment in the target repository will be
unchanged.

Comment Impersonation

Comment Impersonation refers to Tasktop's ability to assign a specific user to a given artifact or artifact
entity. You can learn if your repository supports impersonation by viewing our Connector
Documentation here.

Depending on whether or not impersonation is supported, your comments may flow over to your
target repository in one of two ways:

® When your target repository supports impersonation, Tasktop will assign the comment to the
proper user if it is possible to locate the user with the information provided on the source artifact.

In cases like this, your comment will appear as though it were created by the corresponding user, as
seen in the comment below:

Comments

Jane Doe
The feature has been implemented. Please notify the customer and let us know if there are any questions!

On the other hand,

® When your target repository supports impersonation, but Tasktop cannot locate the person with
the information provided from the artifact in the source repository,

Or,

® When your target repository does not support impersonation,

The comment will appear in your target repository as though it were created by the default user
associated with your repository configuration in Tasktop, and the name of the user who truly recorded
the comment will be listed at the beginning of the comment text.

In cases like the final two outlined above, your comment will look like this:


https://docs.tasktop.com/tasktop/connector-documentation

Tasktop Marketing

(Comment from Jane Doe):

The feature has been implemented. Please notify the customer and let us know if
there are any questions!

Comment - Like - Today at1:47 PM via Field AP| Access

Public and Private Comments

If the repository being integrated has the notion of public vs. private comments, Tasktop will flow flow
all comments, and any comment created in that repository will default to 'private.'

Repository A Repository B

contains public/private comments no concept of public/private comments

@B Public Comment » @B Comment
ﬂ Private Comment 7 - Comment
€ Private Comment ¢ @B Comment

If Repository A has concept of public/private comments, and Repository B does not.

Repository A Repository B

contains public/private comments contains public/private comments

@B Public Comment

u Private Comment

vy

ﬂ Private Comment

“ Private Comment

€ Private Comment < @B Public Comment
<&
<

ﬂ Private Comment

ﬂ Private Comment

If Repository A and Repository B both have concept of public/private comments.

Next Steps

Once you've completed your Comment Flow configuration, your next step will be to review and update
your Attachment Flow.

Attachment Flow

Introduction

Once you've configured your Comment Flow, your next step will be to configure Attachment Flow.

Instructions



To enable and configure Attachment Flow, click the 'Attachment Flow' link on the Integration
Configuration screen.

= Integration Configuration Jira Bugs <> QASymphony Defects

igure your integr to achieve a specifc goal

This will bring you to the Attachment Flow screen:

— — N -
— =] =] - A Activity @ Help £} Settings

I:LI TASKTOP  inegrations  Collsctions Models Repositories

— Attachment Flow: Jira Bugs <--> QASymphony Defects

View and manage the flow of attachments between these collections. Attachment Flow specifies how attachments will flow as part of this integration.

< Back to Integration Configuration Cancel

Jira Defects W T l I QASymphony Defects

FS
b 4

Collection: Bug to Defect Collection: Defect to Defect

& Attachment Flow
é é Configure how attachments
flow between your collections

Flow attachments from Jira Defects to QASymphony Defects

Flow attachments from QASymphony Defects to Jira Defects

Maximum Attachment

Size LB o

KB
MB
GB

If your collection supports attachment flow, you will be able to use the check-boxes to flow, or not
flow, attachments as part of your integration. You can also configure the maximum attachment size. If
attachments are larger than this size, they will be ignored by your integration.

1. If you are unsure of the maximum attachment size allowed in your repository or if you leave this
field blank and it turns out that the attachment is, in fact, larger than the maxiumum size the repository
allows, you will see an error message in Tasktop for that attachment. You can then deduce, based on
the error message in Tasktop, what the maximum size is, and use that data to populate the field on the
Attachment Flow screen.

1. Note: Attachment Flow only flows new attachments. Edits or deletions to existing attachments will
not flow.

Attachment Impersonation



Attachment Impersonation refers to Tasktop's ability to assign a specific user to a given artifact or
artifact entity. You can learn if your repository supports impersonation by viewing our Connector
Documentation here.

Depending on whether or not impersonation is supported, your comments may flow over to your
target repository in one of two ways:

® When your target repository supports impersonation, Tasktop will assign the attachment to the
proper user if it is possible to locate the user with the information provided on the source artifact.

On the other hand,

® When your target repository supports impersonation, but Tasktop cannot locate the person with
the information provided from the artifact in the source repository,
Or,

® When your target repository does not support impersonation,

The attachment will appear in your target repository as though it were created by the default user
associated with your repository configuration in Tasktop, and the name of the user who truly recorded
the comment will be listed at the beginning of the comment text.

Next Steps

Once you've completed your Attachment Flow configuration, your next step will be to review and
update your Conflict Resolution Strategy.

Conflict Resolution Strategy

Introduction

Once you've configured your Attachment Flow, your next step will be to review and update your
Conflict Resolution Strategy

When two-way field flow is configured, data conflicts become possible. A data conflict will occur if a
field on an artifact is modified on both the source artifact and target artifact during the same Change

Detection Polling Interval. The Change Detection Polling Interval refers to how often Tasktop checks
repositories for changes to artifacts.

The Conflict Resolution Strategy screen allows you to control how data conflicts will be resolved:

1. Error upon Conflict: An error will be generated, and no updates will be made to the conflicted
field, or to any other fields on the artifact. The error message will notify you that the conflict
occurred and will provide steps on how to resolve the conflict. Note that once a conflict is
detected, no subsequent updates will be made to the artifact pair until the conflict is resolved.

2. Left Collection Artifact Value Dominates: VValues from the artifact in the left collection will over-
write the values in the right collection.

3. Right Collection Artifact Value Dominates: Values from the artifact in the right collection will
over-write the values in the left collection.



https://docs.tasktop.com/tasktop/connector-documentation
https://docs.tasktop.com/display/T183/Settings#Settings-Polling
https://docs.tasktop.com/display/T183/Settings#Settings-Polling

Instructions

To select your Conflict Resolution Strategy, click the 'Conflict Resolution Strategy' link on the right side

of the Integration configuration screen:

— =
A Activity

=2
ﬁ TASKTOP  |negrations  Collections Repositories

Metrics @ Help £ Settings

< Integration Configuration  Jira Bugs <--> QASymphony Defects
Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations

‘\ 1 Repository - 1 Collection ¢ @ b I [ ] ! 1 Repository - 1 Collection

Jira X ™ QASymphony qTest Manager
‘ & Atlassian Jira & QASymphony qTest Manager

& Jira Defects x QASymphony Defects
Projects Model Model Projects
|‘:|1 of 2 routed [ pefect I Defect EF of 1 routed

X Overview
) Artifact Creation Flow

== Field Flow

This will lead you to the Conflict Resolution Screen, where you can select your desired policy:

= p—
ﬁ — [~ ]
TASKTOP  negatons  Cole

— Conflict Resolution Strategy: Jira Bugs <--> QASymphony Defects

View and manage the conflict resolution strategy between these collections. The conflict resolution policy specifies what should happen when a fi
value that is set to flow bidirectionally conflicts across your collections.

< Back to Integration Configuration

Jira Defects . G patOr N QASymphony Defects
‘ Gollection: Bug to Defect N 1 Collection: Defect to Defect
N
Select a conflict resolution policy to specify what should happen when a field value that is set to flow
]ﬁ bidirectionally conflicts across your collections.
[ I [ I
— X Error Upon Conflict *—
I [

]ﬁ ——— Left Collection Artifact Value Dominates ———

l{4——— Right Collection Artifact Value Dominates —— 8 ]ﬁ

22 Artifact Routing
Y Artifact Filtering
"~ Comment Flow

¢ Attachment Flow

|3 Conflict Resolution
Strategy

= Change Detection

© Help £ Settings

leld

+ Active Policy

Select Policy

Select Policy

Once selected, click 'Save' and 'Done." This will bring you back to the integration configuration screen.

Next Steps



Once you've selected your Conflict Resolution Strategy, your next step will be to review and update
your Change Detection settings for this integration.

Change Detection

Introduction

Once you've configured your Conflict Resolution Strategy, your next step will be to configure your
Change Detection settings.

Tasktop's default global change detection settings can be found on the Settings screen. However, if
you'd like to override the global defaults, you can configure integration-specific change detection and
full scan intervals on this screen.

The Change Detection Interval is the time between polling requests made by Tasktop to your external
repositories to detect only changed artifacts. This defaults to 1 minute on the Settings screen, but can
be customized as desired.

The Full Scan Interval is the time between polling requests made by Tasktop to your external
repositories to detect changed artifacts, in which all artifacts of a collection are scanned. Not all
changes to an artifact will register as a change. Some repositories do not mark items as changed when
(for example) a relationship is added or an attachment has changed. These may not be picked up by
regular Change Detection, but will be picked up by a Full Scan. The Full Scan Interval defaults to 24
hours, but can be customized as desired.

You can learn more about the types of changes that require Full Scan Intervals in the Connector Docs.
Instructions

To configure integration-specific change detection, click the '‘Change Detection’ link on the Integration
Configuration screen.

TWTASKTOP neuire  cors 1

This will bring you to the Change Detection screen, where you can view the current change detection
and full scan intervals configured for each collection in this integration. These will default to the global
intervals configured on the Settings screen.


https://docs.tasktop.com/tasktop/connector-documentation

= = B
UTASKTOP g - B

= Change Detection: Jira Bugs <~> QASymphony Defects

View and configure change detection intervals for this integration.

<Backto Integration Configuration

@ | @ASymphony Detects
Collecton: Defect to Deect

% Change Detection

woses [ D) e heCrange
T $ and Fu
H

Manage change deecion for i Deect s gt
AN\ oetut lona change Deteton meva: 1 vinies
Default Global Full Scan Interval: 24 Hours

+ Override

Defects for thi
B 1 autt Global Change etscion nterval: 1 Minutes

Default Global Full Scan Interval: 24 Hours

+ Override

To override the current settings, click the '‘Override' button on your desired collection. This will allow
you to set a custom change detection and/or full scan interval for each collection within the context of

this integration. Note that these custom settings will only impact this integration; they will not impact
other integrations that make use of the same collections.

UTaskTor

= Change Detection: Jira Bugs <-> QASymphony Defects

View and configure change detection intervals for ths integration.

<Back to Integration Configuration

Jira Defects i @ | @asymphony Defects
Collection Bugto Defect c Defoct to D

ollecton: Defect to Defect

® Change Detection

AN\ oetauit Glovar ©
Default Global Full Scan Interval: 24 Hour

= P

Defect: eg
B ¥ oeautt Global Change Detection nterva: 1 Mt
Default Global Full Scan Interval: 24 Hours
+ Override

Once you click 'Override," you will be able to configure custom change detection and full scan intervals
for that collection within the context of this integration:

\ Manage change detection for Jira Defects for this integration.

Override Global Change Detection

o
Change Detection Interval 2 Hours ~
Full Scan Interval 4 Hours ~
Miliseconds
Seconds
Manage change detection for QASymphony Defects for this integration. Mintes
Default Global Change Detection Interval: 1 Minutes T
Default Global Full Scan Interval: 24 Hours

+ Override

If desired, update the settings for the remaining collection.



\ Manage change detection for Jira Defects for this integration.

Override Global Change Detection

Change Detection Interval = 2

o
Hours ~
Full Scan Interval 45 oD o
D Manage change detection for QASymphony Defects for this integration.
Override Global Change Detection e
Change Detection Interval 1 Hours ~
Full Scan Interval o4 Miliseconds
Seconds
Minutes
Hours
3rd Party Trademark Notice

If you'd like to restore the global change detection settings, simply click the trash can icon to remove
the custom settings:

\ Manage change detection for Jira Defects for this integration.

Override Global Change Detection

Change Detection Interval 2

/ o
Full Scan Interval 45

Once you've updated the change detection settings as desired, click 'Save' and 'Done' to save your
changes.

TTASKTOP i

L] B

= Change Detection: Jira Bugs <> QASymphony Defects
View

intervals for th

<Back o Integration Configuration

o
s Dotects
A\ Colocion 505 10 Dotect

Change Detection
.....

\ Manage change detection for Jira Defects for this integration.

Override Global Change Detection

Change Detection Interval 2

Full Scan Interval 45

Hours
Hours ~
Manage change detection for QASymphony Defects for this integration.
B 1 e rautt Glonal Change Detection nterva: 1 Minutes
Default Global Full Scan Interval: 24 Hours

+ Override

Next Steps

Congratulations! Configuring Change Detection is the final step in configuring your Work Item
Synchronization! You are now ready to run your integration.

Running Your Integration(s)
Introduction

Once you've completed your Work Item Synchronization configuration, it's time to run your integration!
Running your Integration

There are two ways to start or stop your integration:


https://docs.tasktop.com/tasktop/user-guide/quick-start-guide/step-4-configure-your-integration/work-item-synchronization/running-your-integration-s

From the Integration Configuration Screen

Simply click 'Run' to run the integration, and 'Stop' to stop the integration.

ITaskTor

= Integration Configuration Jira Bugs <->QASymphony Defects

B e o
A\ ety -1 caectn DRSO MR ) PSSP—p—
A Vs | L sibierecnt

& Jira Dofocts & QASymphony Defects x Overview

o P Arifact Creation Flow.

Artitact Routing
ArtitactFitring

= Comment Flow

+ Attachment Flow

= Conflct Resolution

= Change Detection

—_ —_—

- Activity
I:Ll TASKTOP Integrations Collections Models Rerp . .

£ Settings

< Integration Configuration = Jira Bugs <--> QASymphony Defects

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations

‘\ 1 Repository - 1 Collection ¢ 0 3 l a ! 1 Repository - 1 Collection

Done

Jira X s QASymphony qTest Manager
‘ & Atlassian Jira & QASymphony gTest Manager
® Jira Defects x & QASymphony Defects x
Projects Model Model Projects
(51 of 2 routed [ pefect [ pefect (51 of 1 routed

From the Integrations List Page

Overview

0 Artifact Creation Flow
== Field Flow

22 Artifact Routing

[ Artifact Filtering

"~ Comment Flow

¢ Attachment Flow

|2 Conflict Resolution
Strategy

® Change Detection

Click 'Run’ or 'Stop' next to each integration you would like to update. You can also use the 'Bulk

Actions' button to run or stop all integrations.

ITaskTOP

= Integrations

View your to achieve fic goal

<Backto Integration Configuration

a + New Intogration
@ Landscape  Z2 List Bulk Actions -

© dira Bugs <-> ASymphony Defects
Jira o ‘QASymphony Test Maneger
‘\ Collcten: ra Deects —0— | L I Golecion: QASymphany Defecs .
 Jira Bugs <-> ServiceNow Defects

s SanicoNon Exress
f, o O g SRR e




[FASKTOP

= Integrations.

View yo

<Back to Inegration Configuration

- \ New Integration
< Landscape = List Bulk Actons ~

= Sop Al
< Jira Bugs <->QASymphony Defects. > Run Al

— o (@ e [~ I
- O .

You can learn how to view and visualize your integrations here.
Viewing Your Integration(s)

Viewing Your Integrations

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

When viewing your integrations, you have the option of viewing them in either Landscape or List
mode.

=1 (-] = =

A Activity @ Help £ Settings
grations Collections Models Repositories

TTFaskTor .

< Integration Landscape

View your organization's integration landscape to get an overview of artifact types flowing between your repositories via integrations.

< Back to Collections

<= Landscape | == List + New Integration

Y Filter Reset Filter Display Settings @ Show All Models Show All Artifact Types

Reset Layout
» Repository
>  Model
| lest
\ G , I ':\'}‘ - s ‘\ \
Salesforce

— Jir:a
Targetprocess



UTaskTor

= Integrations

View your existing integrations and create new ones. Integrations flow artitacts between collections to achieve a specific goal

<Back to Integration Configuration

a

p—

_ New Integration

Bulk Actions ~

DY
@ SO R iR ————— [ > un | °

3 Targetprocess Features > Jira Epics

5% Targetprocess ® Jia
15" Wor tem Goliecton: Targeprocess Features —®O— Work hem Collction: i Eics

®

7 Targetprocess Requests > Jira Tasks

15 Targetorocess ® Jra
1313 Viork tom Gotecion: Tagetprocess Requess € ()T Wor e Colectn: Jra Tasks

®

Landscape View

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

Learn more about the Integration Landscape View in the video below:

Tasktop will default to the Landscape View, which enables you to visualize your entire integration

landscape and see how your integrations relate to one another. Use our built-in filters to see as little or
as much information as you'd like!

Here's a simplified view:

= Integration Landscape

View your organization's integration landscape to get an overview of arifact types flowing between your repositories via integrations.

+ New Integration

" Reset ot isly Sfings | Show Al Modols ) Show AL A Tpos g
apastoy
Mode
) ) A
) Targetprocess. e

If you'd like to see additional information, you can utilize the filters, or click on a repository node to
modify which information is shown.

Some examples of additional information you can see are:

® Models
® Artifact Types



® Artifact Creation Directionality Arrows

® List of all relevant integrations (see this by clicking on the repository node)
® Indicator of whether each integration is running or not

Here's an example of a more detailed view:

= Integration Landscape

View your organization's integration landscape to get an overview of artiact types flowing between your repositories via integrations.

<Back to Integration Configuration

+ New Integration
¥ Fiter Reset Filer | Display Sottings @ Show All Models  # Show Al Arttact Types Reposttory Information Close
~ Ropository .

A Vhsionsa
Jira
MysaL

Salesforce

Targetprocess

S e
o e i A
List View

If you'd like, you can toggle to List View, which will show you a list of all integrations you have created.

You can use this view to:

Start an Integration
Stop an Integration
Delete an Integration

Click into an Integration and modify its configuration

VTASKTOP  wguirs

= Integrations

View your existing integrations and create new ones. Integrations flow artitacts between collections to achieve a specific goal

<Back to Integration Configuration

a + New Integration
e | -

3 Salesforce Cas

Targetprocess Request

&> seore @ T2y .
Work Item Collection: Salesforce Cases ® 10512 Work fem Colection: Targetprocess Requests

N . ,
B3 Jamebreesss mrmoss @ 2 Wktomcoteton s [ > un | °
Tips and Tricks

The following pages contain information and best practices for common Work Item Synchronization use
cases:

® Synchronizing Relationships: Tasktop affords you the ability to not only flow various artifacts
between your collections, but also to mirror the relationships between those artifacts. This page
will explain how to configure both Internal Artifact Relationship Management (ARM) and External



Artifact Relationship Management (ARM). Internal ARM refers to the ability to flow artifacts, along
with their internal relationships from your source repository to your target repository. External
ARM refers to a more lightweight approach, wherein you can flow links to related artifacts in your
source repository to a string or weblink field on your target artifact.

® Synchronizing an Artifact ID or URL Reference: In order to provide traceability, Tasktop affords you
the ability to flow the ID or URL for the source artifact to a string or web link field on the target
artifact, thus enabling you to easily navigate between the two. This page explains how to configure
that scenario.

Synchronizing Relationships

Synchronizing Relationships

Tasktop affords you the ability to not only flow various artifacts between your collections, but also to
mirror the relationships between those artifacts. This is referred to as Artifact Relationship
Management (ARM). There are two types of ARM: Internal ARM and External ARM. We will outline
both types below.

Synchronizing Internal Relationships

Below, we'll outline an Internal ARM scenario where we flow Microsoft TFS features to Jira epics, in
addition to the defects that block them, all while preserving the relationships between the artifacts
within each internal system.

Dq Microsoft TFS © Jira Software
4
h

Defect Bug

Defect Bug

Here's how to configure this scenario in Tasktop:

1, First, confirm that both repositories support relationships in our Connector Documentation.

1. To flow these artifacts along with their relationships, we will need to configure two integrations
(and four collections):
1. Microsoft TFS Features Jira Epics, with 'blocked by' relationship field mapping
2. Microsoft TFS Defects Jira Defects
2. First, configure your Feature Epics Synchronize Integration
1. Ensure that your model includes a 'blocked by' relationships field
2. On each Collection, click 'configure relationship types,' and map the 'blocked by' model
field to the appropriate relationship field (‘affected by' in TFS and 'is blocked by’ in Jira).
3. Onyour Integration Field Flow page, you will see the two relationship types mapped to
one another.


https://docs.tasktop.com/tasktop/connector-documentation

% Affected By - o % Biockeany (- [ is blockeay

3. Next, configure your Defect Defect Synchronize Integration as you normally would.
4. Run both integrations. You will see your epics and features, and your defects, as well as their
relationships to one another successfully flow as part of your integration.

1. Note: If you are configuring an integration between different collections of the same repository (i.e.
to flow artifacts from one project in Jira to another project in Jira), the best practice is to create two
separate repository connections in Tasktop for the source repository and the target repository. This
will eliminate errors encountered in Tasktop related to relationship fields.

Synchronizing External Relationships
If you'd like a more light-weight approach, you can configure the scenario below to flow the URL of the

related artifact in the source repository to a weblink or string field in the target repository. This is what
we refer to as External ARM (Artifact Relationship Management).

D Microsoft TFs © lJira Software

External Artifact Relationship Management (ARM)

The ability to maintain relationships between artifacts by flowing a URL for the related artifact
to a string or weblink field.

Both internal ARM and external ARM are configured the same way with regard to the source collection:
A relationship field in the source collection is mapped to a relationship field in the model.

The crucial difference is how the target collection is configured:

® For internal ARM, that relationship field in the model is then mapped to a relationship field in the
target collection.

® For external ARM, that relationship field in the model is then mapped to a string field or weblink
field in the target collection.

Source Repository Field Model Field Target Repository Field

Field )
|

Artifact Relationship Management (ARM) C Field ) Field )

Va

Field
Artifact Relationship Management (ARM)

To configure External ARM in Tasktop, follow the instructions below:

1, First, confirm that both repositories support the following in our Connector Documentation:


https://docs.tasktop.com/tasktop/connector-documentation

For the source repository:

® Relationship field types are supported
® The related artifact type (whose URL you would like to flow) is supported, and provides a unique
URL

For the target repository:
® String fields or weblink fields are supported
Instructions

1. Here, our goal will be similar to the goal in the Internal ARM section: to flow Microsoft TFS
Features to JIRA Epics. For any TFS Features that have related TFS Defects, instead of creating
a related defect in Jira, we'd like to flow the URL for each defect to a custom string field on
the Jira Epic.

2. In this scenario, we will only configure 2 collections (Microsoft TFS Features and Jira Epics), and
1 integration (Microsoft TFS Features Jira Epics), in contrast to the internal ARM scenario, which
required two integrations. A second integration is not needed here, because we are not creating t
arget defects in Jira. Rather, we are flowing the URL of the source defect to a custom field on
the JIRA Epic.

3. To configure this scenario, create a synchronize integration for your main artifact type.

1. In this example, we will flow Microsoft TFS Features to Jira Epics.

4. On the source collection (Microsoft TFS Features), configure a relationship mapping for the
relationship type you'd like to flow.

1. In this example, we will map "Affected by" relationship field to our 'blocked by' relationship
field in the model.

5. On the target collection (Jira Epics), configure a mapping between the string or weblink field that
you'd like to receive the URL, and the relationship field in the model that was mapped in the prior
step.

1. In this example, we will map the Jira custom string field, "TFS Defects" to the "blocked’
relationship field in the model.

6. You'll see that your field flow for the integration looks like this:
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7. When we run our integration, we will see that Microsoft TFS Features create Epics in Jira, AND
that the related defects in Microsoft TFS flow their URLs to the Web Links field on the Jira Epic.

Synchronizing an Artifact ID or URL Reference

Synchronizing an Artifact ID or URL Reference



Imagine this scenario: You are flowing defects between two repositories: Jira and Jama. You'd like to
have a way to know the ID, or URL, of the source artifact in Jira when viewing its target artifact in Jama
(and vice versa). This will provide traceability between the source artifacts and the artifacts that have
been created in your target repositories via your integration.

To set this up, you will need to configure two different field mappings in each collection:

® You will need to specify which field to pull the source artifact's ID (or URL) from
® You will need to specify which field to use to store the source artifact's ID (or URL), in your target

repository

Jama © Jira Software
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Custom Field

In the diagram above, you can see that Jira is flowing its ID field to a custom field in Jama, and that Jama is
flowing its ID field to a custom field in Jira. In order to set up this integration, you will need to configure
your model to accept that ID field. We'll walk through how to do that below.

The instructions below will walk you through how to set up this configuration for the ID field, but the
same instructions will also apply for location/URL:

1. Go to the Model that you are utilizing in the integration. Ensure that your model includes the
Formatted ID field.

We've also shown the 'Location’ field below, for reference, as a similar process can be followed to
flow the source artifact's URL to a field on the target artifact, for traceability.

yyyyyyyy

4 | Fomatied ID

2. Go to the Collections page for each of your repositories, and set up mapping to tell the integration
where to pull the ID from:

1. Map the Formatted ID model field to the corresponding field in your end repository. This is
the field that the collection will take the ID data from. Note that Formatted ID is called 'Key"
in Jira, but may be referred to using a different name in a different repository (i.e. 'issue ID’)
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. Click 'Configure’ next to your mapping, and confirm that your Transforms are configured as
shown below. The transform on the left should be 'None' (will display as 'Select Transform’)
and the transform on the right should be 'Copy.' This will tell the collection to send data from

the Key field in your repository to the model, but not vice versa.

(Key ———————( Formatted ID D

Transform Transform | Copy

3. Repeat these steps in your other repository.
4. Here is how the mappings should look in each repository, for your source fields:

& Field Mapping: Jira Defects

Ky o ("Formattedd

W Field Mapping: Jama Defects

View and manage the field mapping for this collection. The field mapping specifies how fieids from your repository artifact map to fields in your
model.

D — { Fomatedd

Transform Transform  Copy

. Now that our model is able to acquire ID data from each source repository, let's tell it where to
store that data in the corresponding target repository. To do this, you will set up an additional
mapping in each Collection:

1. Navigate to one of your Collections.
2. Map the Formatted ID model field to your repository once more, this time to determine

where you would like to store this data in your target repository. The field mapping page will

tell you that this is a 'duplicate,’ but that is ok!

W Field Mapping: Jira Defects
his colecton. The fisd model
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gira:Bug Model: Defect
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In the image above, we have mapped 'formatted ID' to a custom field in Jira called 'Custom
Field - Jama ID'. This is the field that the Jama Formatted ID data will flow to in Jira.

1. Note: Do not click 'Save' yet. If you do, you will get an error. Continue to the next step
below.
Click 'Configure’ on the new mapping, and configure as shown below. This will tell the
collection to take data from the model and send it to the 'Description’ field, but not vice versa.

Formatted ID

rrrrrrrr m  Copy Transform

Copy
Append (String)

1. Note: The transform on the left may be 'Copy,' 'Formatted String to Rich Text,' or some
other transform depending on the field types of the repository field and model
field. However, the important thing is that the transform on the right (on the model side) be
set to 'None." This ensures that data will only flow into the repository field, rather than out of
it.
Save your mapping and collection.
Repeat these steps on your other collection.
Here is how your transforms should look in each collection, for your target fields:

W Field Mapping: Jira Defects
View and manage th fekd mapping for this collction. The feld mapping s
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4. When you run the integration, the ID of the source artifact will now flow to a field on the target
artifact (and vice versa), as specified in your field mapping:
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Container + Work Item Synchronization

What is an Integration?

— —— INTEGRATION

An Integration is the flow of information
between two or more collections,

An integration is quite simply the flow of information between two or more collections. When you
configure your integration, you can customize the field flow, artifact routing, artifact filtering, as well as
enable or disable comment flow or attachment flow.

What is a Container + Work Item Synchronization?



The Container + Work Item Synchronization template enables you to flow your folder structure from
one repository to the other, along with any corresponding work items (such as defects, requirements,
etc) that are contained within that structure. The term "folder" is used loosely, and can refer to many
container types, such as folders, modules, or packages.

Template Affordances

The Container + Work Item Synchronization template allows you to flow containers and their
contained work items between two repositories. The integration will consist of two container
collections and two (or more) work item collections from the same repositories.

Container Collection Container Collection
Work Item (Repository) Work Item (Repository)
Collection Collection
Work Item (Repository) Work Item (Repository)
Collection Collection

How to Configure a Container + Work Item Synchronization Integration
Getting Started

Once you have your base repositories and collections set up, you can configure integrations to connect
the artifacts in your collections.

In this scenario, we'll be showing you how to configure an integration that flows containers (folders)
along with the work items (requirements) contained within them, from a source repository to a target

repository.

To configure your integration, select 'Integrations' at the top of the screen, then click '+ New
Integration.'
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UTASKTOP | imegaons

= Integrations
View your existing integrations and create new ones. Integrations flow artifacts between collections to achieve a specific goal.

<Back to Integrations

4+ Landscape = List

You haven't created any integrations.

Integrations flow artifacts between collections to achieve a specific goal

/ + New Integration



Select the 'Container + Work Item Synchronization' integration template from the options available.

1. Depending on the edition of Tasktop you are utilizing, you may not have all options available.
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2 New Integration: Select Template

integration

<Back to Integrations
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= New Integration

Configure your new integration. Integrations flow artfacts between collections to achieve a specific goal.

<Back to Integrations

& Choose an existing repository connection & Choose an existing repository connection

0 Container Collectons. 0 Work Htem Collections.

Choose a container collection
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Configuring your Container Integration

Configuring your Container Integration is very similar to configuring a Work Item Synchronization. Plea
se refer to that page for details, while taking note of the key differences outlined below.

Artifact Creation Flow



This process is the same as it is for a Work Item Synchronization. Refer to the Artifact Creation Flow
page for details.

Field Flow

Similar to a Work Item Synchronization, you can click 'Field Flow' to configure how fields will flow in
your Container Integration. Typically, container integrations will flow significantly fewer fields than a
work item integration.

You will also notice a warning reminding you to map the parent field in each container
collection. Doing so will ensure that nested containers flow to your target collection along with the
appropriate hierarchical structure.

TFASKTOP oo e

= Field Flow: Jama > Micro Focus (HPE) ALM Folders & Requirements
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Container Mirroring

Container Mirroring is similar to the concept of Artifact Routing (within a Work Item Synchronization),
but it has some key differences.

On the Container Mirroring screen, you'll see the hierarchical organizational structure contained within
each collection. Select the desired top level container on each side. Once joined, Tasktop will know to
mirror the container structure underneath in the target collection.

1. Note that the container structure underneath the top level container will not display in Tasktop unles
s those container levels can also serve as 'top level containers' for the purposes of mirroring.

Unlike Artifact Routing, Container Mirroring pairs must be one-to-one.
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= Container Mirroring: Jama ~> Micro Focus (HPE) ALM Folders & Requirements.

View and
collection(s) s par of this inegration.
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» DEFAULT - OnlineStoreRequirements

» DEFAULT - TransactionProcessingReqs

o2 contaner (1 selectod)

In the example above, any folders contained within the Online Store Requirements project in Jama will
create corresponding folders in the Online Store Requirements project in Micro Focus ALM, and vice

versa.

Once you've completed mapping your mirrored pairs, you'll see them in the grey sash below:

-au CRofrosh

Snoving 2 o 2 continer (0 elecad)

DEFAULT - ) ®

(" oniine Store Requirements

nsaction (" DEFAULT -

Contaners not in a mirrored container structure wil be ignored.

Container Matching Settings

You'll also notice a Container Matching Settings sash:
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Match with the first unmatched container

If you choose to 'match the containers,’ Tasktop will proactively find any existing containers that have
the same name (summary) across collections (so long as they are in the same level of the mirrored
container structure) and match them. When Tasktop 'matches’ two containers:

No new container will be created in the target repository, as a 'matched' container already exists.
Any work items contained within the matched containers will route to one another, unless the
corresponding work item integration’s artifact routing overrides that route.

Any sub-containers beneath the matched containers will mirror one another.

An event of type, 'associated artifacts,’ will be displayed on the Activity screen indicating that the
two containers were matched.

You will also be able to specify whether you'd like your matching strategy to be case sensitive or
whitespace sensitive, and specify how Tasktop should handle situations where there are multiple
containers in the target hierarchy level that have the same name/summary as the source container.

When configuring a new integration, the container matching settings will default to ‘'match the
containers' with 'error and do not match' selected.



Artifact Filtering

This process is the same as it is for a Work Item Synchronization.

for details.

Comment Flow

This process is the same as it is for a Work Item Synchronization.

details.

Attachment Flow

This process is the same as it is for a Work Item Synchronization.

for details.

Conflict Resolution Strategy

This process is the same as it is for a Work Item Synchronization.

Strategy page for details.

Change Detection

This process is the same as it is for a Work Item Synchronization.

for details.
Configuring your Work Item Integration(s)
To add your Work Item Integration(s), you have two options:

1. Creating a new Work Item Integration from this screen
2. Importing an existing Work Item Integration

Creating a New Work Item Integration

Refer to the Artifact Filtering page

Refer to the Comment Flow page for

Refer to the Attachment Flow page

Refer to the Conflict Resolution

Refer to the Change Detection page

To create a new Work Item Integration, click '+ New Work Item Integration’

TFASKTOP s o

You will be prompted to select the existing work item collections you'd like to add to the integration.

To add a work item collection to the integration, it must:



be from the same repositories as the container integration above

include work item types that can take advantage of container mirroring (for example, in the
scenario below, we will not be able to add a Micro Focus Defects collection, since only
requirements can be routed to Micro Focus requirements folders.)
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= Integration Configuration

Configure y
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Once added, click 'Save.'

In general, you will configure this in the exact same way you configure a normal Work Item
Synchronization, with just a couple of key differences with regard to Artifact Routing outlined in the
Artifact Routing Section, below. Please refer to the Work Item Synchronization page for details on all
other aspects of configuration.

Merging an Existing Work Item Integration

If you've already configured a Work Item Synchronization that you'd like to run as part of this
integration, you can add it by clicking 'Merge Existing Integrations.'

1, Note that once you merge your integration, it will cease to exist as an independent integration. You
will only be able to access and configure it from this Work Item + Container Mirroring Integration.

To merge an existing integration, it must:

® be from the same repositories as the container integration above
® 1. Note that the order matters — i.e. if the work item integration reverses which repository
is on the left vs. right side, an error will occur. For this reason, it is very important to
ensure that integrations are created consistently with regard to which repository is on
each side.
® include work item types that can take advantage of container mirroring (for example, in the
scenario below, we will not be able to add a Micro Focus Defects integration, since only
requirements can be routed to Micro Focus requirements folders.)
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When merging an existing integration, consider removing any manually configured routes from that
imported integration to allow it to take advantage of the automatic routes enabled by the mirrored
container structures.

After clicking 'Add Selected,’ you'll see that integration added to the Integration Configuration screen.

1 If you'd like to detach the integration, follow the steps outlined in the '‘Detaching a Work Item
Integration' section below. Do not click the 'x's in the upper right corner of each collection, as this will r
emove those collections (along with any associated configuration, such as Artifact Routing) from the
integration permanently. Since the merged Work Item Synchronization only exists as part of the
Container + Work Item Synchronization, any changes you make to that integration here will be
permanent.

Activating the Configuration Pane

To activate the configuration pane for the integration you'd like to modify, highlight the integration by
clicking its arrow. This will enable the configuration links for that particular integration.
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Detaching a Work Item Integration

If you'd like to detach a Work Item Integration (so that it exists as an independent integration,
accessible from the Integrations List page, rather than as part of this Work Item + Container Mirroring
Integration), make sure the configuration pane for that integration is enabled (see steps above).

Next, click the 'Detach’ button
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You will be prompted to name your integration:

& Detach Integration

This will remove the work item synchronization from this work item synchronization + container mirroring integration. From
this point forward, the work items in the detached synchronization will not be able to take advantage of the automatic
routes enabled by the mirrored container structures in this integration

To detach this work item synchronization, please specify a name for it.

Jama Requirements <--> Micro Focus (HPE) ALM Requirements

Cancel Detach and Save

You'll notice that the integration is no longer included as part of this Container + Work Item
Synchronization:
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Configuring Your Work Item Integration

In general, configuration for the Work Item Integration contained within your Container + Work Item
Synchronization will be very similar to configuration for a typical Work Item Synchronization, with the
exception of a few key differences, outlined below. Please refer to the Work Item Synchronization pag
e for details on all other aspects of configuration.

Artifact Routing

On the Artifact Routing page for your Work Item Integration, you will see a reference to the existing
Container Mirroring configuration that was set up as part of the Container Integration.

IFASKTOP  megmons  comen

= Artifact Routing: Jama ~> Micro Focus (HPE) ALM Folders & Requirements
View and manage th

PR [ e

+ Route More Projects

Where applicable, your work items will flow in accordance with the Container Mirroring that has been
configured. In addition to the routing that is inherited based on Container Mirroring, Artifact Routing
can be configured on this page to determine where work items will flow with regard to containers not
included in the Container Mirroring structure. If you configure Artifact Routing that contradicts the
Container Mirroring configuration, the Artifact Routing configuration will take precedence when
determining how work items will flow.



1. Note: If you would like your artifact routing to match your container mirroring, but to only flow
artifacts from a subset of those containers, that use case cannot be accommodated from the Artifact
Routing screen here. To satisfy this use case, you will need to detach your work item integration from
the Container + Work Item Synchronization. Once detached, you can configure Artifact Routing for
the independent work item integration to successfully limit the containers utilized.

Running your Integration

Since your Container + Work Item Synchronization technically consists of several independent, but
interconnected integrations, you can select 'Run All' to run all integrations at once, or choose to run
integrations independently.

= Integration Configuration  Jama - Micro Focus (HPE) ALM Foiders &
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3 Merge Existing Integrations

If for any reason you'd like to run an integration individually, activate that integration's configuration
pane by clicking on it's arrows, and then click 'Run’

UTASKTOP  ugicrs

You can also view and run your integration(s) from the Integration List screen. On this screen, your
integration will defaulted to the expanded view, where you can run each integration individually:
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If you'd like to 'Run All," you can collapse the view and then click 'Run All":
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Create via Gateway

The Create via Gateway Integration Template is only available in Editions that contain the Gateway add-
on. See Tasktop Editions table to determine if your edition contains this functionality.

What is a Create via Gateway Integration?

Ogit & Jirasoftware

3 Create via Gateway Integration

The Create via Gateway Integration creates new
artifacts ina repository collection when they are
sent to Tasktop viaa Gateway Collection.

An integration is quite simply the flow of information between two or more collections. A Create via
Gateway Integration, specifically, creates new artifacts in a work item collection or a container collection
that connects to a repository, such as Jira, when they are sent to Tasktop via a Gateway

Collection. The Gateway Collection uses an inbound webhook to access event-based information in an
external DevOps tool, such as Git or Jenkins.



These types of events are “fire and forget” - they can create something new in your repository, but
they don't expect anything back. As such, they don't mandate a full-blown two way synchronization; a
lighter integration can usually do the trick. And that's where Tasktop’s Gateway integration style
comes in.

Here are some examples of what you can do with the Create via Gateway integration template:

When you configure a Create via Gateway Integration, you can customize the field flow, artifact
routing, and artifact filtering of your integration.

Video Tutorial

Check out the video below to learn how to configure the Create via Gateway Integration Template.

1, This video assumes that you have already configured your repositories, models, and collections as
outlined in the Quick Start Guide .

Use Case and Business Value

This integration creates traceability between artifacts across the software development lifecycle. New
artifacts will be created in a work item (repository) collection or container (repository) collection when
artifacts are sent to Tasktop via a Gateway collection. Optionally, these newly-created artifacts can be
related to already-existing artifacts in the same repository.

For example, if your development team uses Gerrit for source code management and Serena Business
Manager (SBM) for its agile story management, but would like traceability between changesets in Gerrit
and stories in SBM, you could set up an integration that would trigger the creation of changesets in
SBM when changesets were created in Gerrit. And if the changesets in Gerrit identify the stories in
SBM to which they pertain, Tasktop would find the already existing story in SBM and create a
relationship between the two artifacts.
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Additionally, if your QA team uses a tool like Selenium for test execution but CA Agile Central (Rally)
for test management, you can set up an integration that would trigger the creation test results in CA
Agile Central (Rally) when test results are created in Selenium. And if the test results from Selenium
identify the tests in CA Agile Central (Rally) which they cover, Tasktop would find the already-existing
test and create a relationship between the two artifacts.

Template Affordances

The Create via Gateway Integration Template allows you to flow artifacts from a single gateway
collection into a single work item or container collection that connects to a repository. When a new
artifact is sent to Tasktop via our REST API, an artifact will be created in the target work item or
container collection.

Work Item (Repository)
Gateway or
Collection Container (Repository)
Collection

How to Configure a Create via Gateway Integration

To configure your integration, select 'Integrations' at the top of the screen, then click 'New Integration.’
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YYou haven't created any integrations.
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Select the 'Create via Gateway' template.

1. Depending on the edition of Tasktop you are utilizing, you may not have all options available.
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Select a template for your new integration. Integrations flow artifacts between collections to achieve a specific goal.
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This will bring you to the New Integration Screen:
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Name your integration and select your repositories and collections:
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You can click the '‘Overview' link on the right side of the Integration Page to get to the main display
page (shown in the second screen shot):
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Artifact Routing

Configure Fitors

Field Flow

The field flow configured for a given integration specifies which fields should flow in that integration.
For Create via Gateway integrations, you can choose to flow a given field (Update Normally) or to not

flow a given field (No Update).

To get to the Field Flow screen, click 'Field Flow' on the right pane of the Integration Configuration
screen:

5 =
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2 Integration Configuration | Geteway Defects o ServceNow
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You will be directed to the Field Flow Screen:



= Field Flow: Gateway

View and manage the field flow bet and ransform as part ofthis integration.

<Back to Integration Configuration

¥ Gatow s
Wl Cotocton: o Defect

Anitact: Problem

007 fields mapped 7017 fields mapped

Not applicable o———— summary ~ |~ Short description

Not applicable Jo—————  Description
Select Field Flow Frequency Close

= Update Normally
“This feld will be updated

‘whenever tis modified on the
cormesponding artfact.

=X No Update
This field willnot be updated.

(" [Problom state

You can choose to flow a field ('update normally") or not flow it ('no update’). You'll notice that field

flow goes in one direction only - from the gateway collection into the repository or database collection.

You can see the names of the mapped artifact fields for each collection on the far left and far right,

with the model fields displayed in the middle.

Field Flow Icons

On the Field Flow page, you will see a number of icons, which will help you understand any special
properties or requirements for each field. If you hover your mouse over an icon, you will see a pop-up
explaining what the icon means. You can also review their meanings in the legend below:

Icon

Meaning

A constant value will be sent.
Note that:

If the icon is on the side of the collection, this
means that a constant value will be sent to
your model. This means that any time this
collection is integrated with another
collection, the other collection will receive this
constant value for the field in question.

If the icon is on the side of the model, this
means a constant value will be sent to your
collection. This means that any time this
collection is integrated with another
collection, that this collection will receive this
constant value for the field in question.

A state transition will be utilized. Note that:;
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If the icon is on the side of the collection, this
means that a state transition graph is being
utilized.

If the icon is on the side of the model, this
means that a state transition extension is
being utilized.

Collection field is read-only and cannot receive
data

To create artifacts in your collection, this field
must be mapped to your model.

This is a required field in your model; it must be
mapped to your collection.

This field will not be updated as part of your
integration, due to how you have configured it.
This field flow configuration can be changed if
you'd like.

This field will not be updated as part of your
integration because the mapping would be
invalid. You do not have the option of changing
this.

This field will update normally as part of your
synchronize integration; this means it will be
updated whenever it is modified on the
corresponding artifact.


https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-Graph
https://docs.tasktop.com/display/T183/State+Transitions#StateTransitions-State

If artifact makes it through
this funnel, it is eligible to
participate in the integration
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If artifacts are routed, they wil
be created in the corresponding
collection's containers accordingly.
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Artifact Routing

Artifact Routing is needed when artifacts are being created as part of an integration. In addition to
knowing the repository in which artifacts should be created, Tasktop also needs to know which
container (i.e. project, module, folder, etc) a given artifact should be created in. Specifying the artifact
routing does this. If your integration does not entail artifact creation, you will not see or need to
configure artifact routing.
To configure Artifact Routing, select 'Artifact Routing' on the right pane of the Integration

Configuration screen
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| TASKTOP  integrations  Collactions

Maodels

Repositories

A Activity @ Help

{3 Settings

= Integration Configuration

Gateway Defects to ServiceNow

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations
é 1 Repository - 1 Collection

¥ Gateway Collections
n & External sources

W Gateway Defects
This gateway collection can accept information from

many external sources.

Mode

B oefect

G) b 1 Repository - 1 Collection

Static Artifact Routing

ServiceNow Express x
& ServiceNow
W ServiceNow Problems x Qverview
Modal Projects == Field Flow
R oetect [5)1 ot 1 routed ( - Artifact Routing )
T Artifact Filtering

In some cases, the project an artifact is in in the source collection can sufficiently determine which
project an artifact should be created in in the target collection. In these instances, you can configure
what is known as 'static artifact routing' (also known as 'explicit artifact routing’).



To configure a static artifact route, use the "Route More Projects” buttons to add projects from your
collections to your working space and connect them using the "Connect" button.

Note: Static artifact routes can have one or more source projects, but only a single target project.

2 Artifact Routing: Gateway Defects to Jira
View and manag th ari botw i fy whero arfacts wil be ceated in your colection(s) as part o his ntegraton.

<Back to Integration Configuration “
Jira Deects
Colection: Bug to Defect

@ o &

+ Route More Projects

oo .

¥ Gateway Detocts
Gollection: o Dafo

In the example shown below, artifacts from Gateway Defects will be created in the Desktop Project in

2 Artifact Routing: Gateway Defects to Jira
View and manage the artifact routes between these collections. Artfact routes specify where artitacts will be created in your collection(s) as part ofthis integration.

Gateway Defects 1 ) ){ Deskiop Project 1 ®

J | Fa,  Aosscs vatravonocomosoning oo soigors
Conditional Artifact Routing

Check out the video below to learn more about Conditional Artifact Routing:



In other cases, the project an artifact is in in the source collection does not provide enough information
to determine which project an artifact should be created in in the target collection. Oftentimes, in fact,
some unique characteristic of an artifact is the factor that should be used to determine where an
artifact should be created in the target collection.

In these instances, artifacts are routed between projects across collections conditionally. Conditional
artifact routing (also known as 'dynamic artifact routing') can be used to inspect a single-select field of
an artifact and, depending on its value for that field, to route that artifact to be created in the
appropriate project in the other collection.

Conditional artifact routes can have one or more source projects, and always have multiple target
projects.

To create a conditional artifact route, use the "Route More Projects" buttons to add projects from your
collections to your working space and connect them using the "Connect" button.

= Artifact Routing: Gateway Defects to Jira
View and b vtfact oute fy where artf be created in ) as part ofthis integration.

= [ .. ]
+ Jira Defect
Wl Golecon: o Deect ‘\ aaaaaaaaaaaaaa ot
Connect — | + Route More Projects
CEE— e :
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Notice that after you've created your conditional artifact routing group, you'll be prompted to set the
conditions that will define that route.

= Artifact Routing: Gateway Defects to Jira

Click 'Save,' and then click '‘Configure.' You'll be brought to the Conditional Artifact Routing screen.
Here you'll start by selecting the model field on the artifact that you would like to use to determine
your artifact route.

1. Note: Conditional Artifact Routes can only be configured based on single-select fields in your model.

In the example below, the field "Application" contains the unique values that should determine the
project an artifact will be created in in Jira.



= Conditional Artifact Routing: Gateway Defects to Jira
View and manage the conditions that determine this artifact route. Artifact routes specify where artifacts will be created in your collection(s) as part of this
integration.

< Back to Artifact Routing Cancel

4 Gateway Defects One-way Creation N Jira Defects
Collection: to Defect 11 ‘ Collection: Bug to Defect

0 conditions configured (1] 3 projects require a valid condition

7 N\ e
{ \ / — . . . \
| . Gateway Defects } o-y\\ Desktop Project ; Mobile Project ; Web Project /)I

\ app|

Product
D }ﬁ Desktop Project

»[=] Mobile Project

O

0 »[5] Web Project

Specify handling for artifacts not matched by conditions above:

") Error: Artifacts that do not meet any of the conditions specified will result in an error.
© Ignore: Artifacts that do not meet any of the conditions specified will be ignored.
") Default Route: Artifacts that do not meet any of the conditions specified will be routed to a particular project.

Route unidentified artifacts from this side D »

After you select the model field, you can identify one or more value to correspond to each target
project. You can also use the 'Manage Values' link to select from a list of values.

‘= Conditional Artifact Routing: Gateway Defects to Jira
View and manage the conditions that determine this artifact route. Artifact routes specify where artifacts will be created in your collection(s) as part of this

integration.

< Back to Artifact Routing Cancel

¥ Gateway Defects One-way Creation N Jira Defects
n Collection: to Defect ¥ ‘ Collection: Bug to Defect

2 conditions configured (1] 1 project requires a valid condition

e ™\ e ™
[ Gateway Defects ) < Desktop Project ; Mobile Project ; Web Project J
A A . S
Application
Desktop D )ﬁ Desktop Project
Manage Values
Mobile 0 » [ Mobile Project
Manage Values
Bpecify Unique Values... D }[i] Web Project (1]

Once you've done this, you'll see your full conditional artifact routing group:



= Conditional Artifact Routing: Gateway Defects to Jira
View and manage the conditions that determine this artifact route. Artifact routes specify where artifacts will be created in your collection(s) as part of this

integration.
€ Back to Artifact Routing Cancel
¥ Gateway Defects One-way Creation N Jira Defects
i ‘ Collection: Bug to Defect

n Collection: to Defect

3 conditions configured All projects can receive artifacts.

EI Gateway Defects 'j o-p{' Desktop Project ; Mobile Project ; Web Project 'ju,
N J \_ y
Application
Desktop D }ﬁ Desktop Project
Manage Values
Mobile 0 »[Z] Mobile Project
Manage Values
Web 0 »[T] Web Project

Manage Values

You can also specify how you'd like to handle artifacts that do not meet any of the conditions specified
by selecting one of the options provided at the bottom of the screen:

Specify handing for ariifacts not matched by conditions above:
Error: Artifacts that do not meet any of the conditions specified will result in an error.

© Ignore: Arifacts that do not meet any of the conditions specified will be ignored.
Default Route: Artifacts that do not meet any of the conditions specified will be routed to a particular project.

Route unidentified artifacts from this side

Artifact Filtering

When configuring your integration, you have several options available to refine which artifacts are
eligible to flow. The final mechanism available is artifact filtering, which is configured at the Integration

If artifacts are routed, they will
be created in the corresponding
collection’s containers accordingly.
S}
(=]
5 Artifact Routing
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=
l' e
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Artifact Filtering enables you to set filters in order to limit which artifacts are eligible to flow in an
integration.

To use a field for artifact filtering, it must:

® Be a part of your model, and be mapped to the collection you are filtering from



® Be one of the following field types:
® Single Select
® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
® Multi-Select
® Note that in cases where 'allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
Date
Date/Time
Duration
String

To configure Artifact Filtering, select 'Create filters (optional)' from the Integration Configuration
Overview screen, or select 'Artifact Filtering' from the right pane of the Integration Configuration
screen.:

=
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UTASKTOP insgations  Gotectons

2 Integration Configuration = Gateway Defects to ServiceNow

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal

é 1 Repository - 1 Collection @ WS 1 Repository - 1 Collection ‘

3 Gateway Collections x
Extoral sources

(- o

== Field Flow

Artifact Routing

" Artifact Filtering

This will lead you to the Artifact Filtering Configuration screen, where you can configure one or more
criteria for artifact filtering.

1. You can click the 'Collapse All' button to view an easier-to-read summary of your artifact filtering
statements.

v 0

§  Manage the fiter that dtermines wha artfacts wil flow from Gateway Defects to ServiceNow Problems

4 Collapse All

For all artifacts in the collection i e

I v Status +)  Equasv | New - +OR ® + AND

I v [Crom ) [2omac] |omm T [ron) (8] [+mw

+ Add Statements



Running your Integration

There are two ways to start or stop your integration:

From the Integration Configuration Screen

Simply click the 'Run’ button to run the integration, and the 'Stop' button to stop the integration.
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A Activity @ Help £} Settings
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= Integration Configuration = Gateway Defects to ServiceNow

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations Done

é 1 Repository - 1 Collection

Gateway Collections x

3
n & External sources

& Gateway Defects b
This gateway collection can accept Model
information from many external sources. i Defect
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Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations
é 1 Repository - 1 Collection

Gateway Collections
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= Gateway Defects b4
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Click 'Run’ or 'Stop' next to each integration you would like to update. You can also use the 'Bulk
Actions' button to run or stop all integrations.
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=
TFaskTor Integrations.

2 Integrations

View your existing integrations and create new ones. Integrations flow rtifacts between collections to achieve a specific goal.
< Back to Integration Configuration

A + New Integration

2 Landscape I List

Bulk Actions ~

O ServiceNow Express Incidents to Bugzilla Defects
ServiceNow Express. .  Bugzila
—)—

O ServiceNow Express Incidents to GitLab Issues

ServiceNow Express ® GitLab °
Collection: ServiceNow Express Incidents — Collection: GitLab Issues

Gateway Defects to ServiceNow

¥  Gateway Collections ServiceNow Express
il Collecton: Gatoway Dofects O— Collection: ServiceNow Probiems O

VFaskTor e Q@b 4 Seti

2 Integrations

View your existing integrations and create new ones. Integrations flow artifacts between collections to achieve a specific goal.
<Back to Integration Configuration

a + New Integration

< Landscape

Bulk Actions ~

= Stop Al
O ServiceNow Express Incidents to Bugzilla Defects

» Run All

ServiceNow Express 4 Bugzila

O ServiceNow Express Incidents to GitLab Issues

M serviceNow Express c Gitlab 5
Gl Collection: ServiceNow Express Incidents Collection: GitLab Issues

Gateway Defects to ServiceNow

¥ Gateway Collections

ServiceNow Express
Il Coliection: Gateway Defects

3 Collection: ServiceNow Problems

Viewing Your Integrations

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

When viewing your integrations, you have the option of viewing them in either Landscape or List
mode.

ITASKTOP

2 Integration Landscape
Viewy

<Back to Repositories

¥ Fiter RosetFiler  Display Settings | Show AllModels | () Show AllAtfact Types.

+ Now Infegration

Rosot Layout
»  Repository

b Modol

Change Sets
Jira

Build Failures



Landscape View

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

Learn more about the Integration Landscape View in the video below:

Tasktop will default to the Landscape View, which enables you to visualize your entire integration
landscape and see how your integrations relate to one another. Use our built-in filters to see as little or
as much information as you'd like!

Here's a simplified view:

UTASKTOP  viguios  cuss

= Integration Landscape
Viewyo o of i I p ntegrations.

<Back to Repositories
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 Fiter RosetFiler  Display Settings | Show AllModels | () Show All Atifact Types. Roset Layout
» Repository

b Model
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= A

Change Sets

¥
]

Build Failures

If you'd like to see additional information, you can utilize the filters, or click on a repository node to
modify which information is shown.

Some examples of additional information you can see are:

Models

Artifact Types

Artifact Creation Directionality Arrows

List of all relevant integrations (see this by clicking on the repository node)



® Indicator of whether each integration is running or not

Here's an example of a more detailed view:

2 Integration Landscape

™ [ New ngrien |

 Fitr Reset Fiter  Display Satings @ Show AllModels | @ Show All Afact Types
Reposiory
Build Faiuros

Ghange Sets

HPALM

Jra
MySQL
Model

ChangeSet

A

Buid Failures

List View

If you'd like, you can toggle to List View, which will show you a list of all integrations you have created.

You can use this view to:

® Start an Integration

® Stop an Integration

® Delete an Integration

® Click into an Integration and modify its configuration

= Integrations

Viow your

P N =3

Tips and Tricks

Creating Relationships Between Newly Created Artifacts and Existing Artifacts

If you'd like to create relationships between your newly created artifacts and existing artifacts in the
same repository, please follow the additional steps listed below:

At the Model level: When creating your model, you can create a field that is of type “relationship” or
“relationships”. You should use “relationship” when the newly-created artifact can only relate to one
other artifact and “relationships” when the newly-created artifact can relate to multiple artifacts.



For example, the relationship field type, “Parent,”" should generally be singular, as most artifacts usually
only have a single parent. However, if the relationship field type is called “Blocks”, it can likely be plural,
as one artifact can block many artifacts.

In the use case example described at the top of this page, | want the relationship to be “Affects”
because any incoming changeset can affect many stories. So I'd configure a relationships field.

B Model Configuration | Changeset
model. aifact type.
<Back to Models Gancel [ s ]
Fields
Smart Field © Label Required
Summary 4| | summary 8 v
Prory 8 Alv
Web URL 13 RN
3 Relationships N
4| | Commier Fe . s
Single Sel
Attects 7 string RN
Time €
we
5 eb U

At the Repository Collection level: When creating your repository collection, you will need to map a
field in your repository to the relationship(s) field in your model. So, in the same example, if you want
the relationship between the new changeset and the existing story to be “affects”, but the relationship
is actually called “items linked” in Serena, you would need to map those two fields. You'll need to do
this for each relationship type configured in your model.

Ghange Approval Request Project

projects. @ Manage Projects.

Model;|Changesat

Map Fiekds E
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S|yl
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Sotcn “SeronaBusinss ManagerCnangosl’arlac Seen hangset model s by name or e prem— B
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At the Gateway Collection Level: When creating your Gateway collection, you will see that for each
model field that is of relationship(s) type, you must specify the target repository that contains the
related artifact(s). Once this is selected, the information needed for Tasktop to successfully locate the
artifact will be added to the example Payload.

UTASKTOP  wugue

W Gateway Collection | Gerrt Changesets
View your

Token  44d80102-as9b-4ea2 8032-811441266add s
Model  Changeset

Payload Transformation
Seript

Rolationship Field Configuration

Affects & Choose an existing repository connection

HPE ALM
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Method

Content-Type

Example Payload

Example Script

curl -H 'Content-Type: application/json’ . P ¥ 9", "web_ 9" L

& Gateway Collection  Gerit Changesets

View your used in one o

Patn

Token | 44d80102-a09b-40a2-8032:811441206add 0
Model  Changeset

Payload Transformation

Seript

Relationship Feld Configuration
Attocts @s ggggg Business Vanagor

Access Detalls

unt [
Method  POST
Content-Type  appiicationfson

Example Payload

Modify via Gateway

The Modify via Gateway Integration Template is only available in Editions that contain the Gateway add-
on. See Tasktop Editions table to determine if your edition contains this functionality.

What is a Modify via Gateway Integration?
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An integration is quite simply the flow of information between two or more collections. A Modify via
Gateway Integration, specifically, locates and modifies existing artifacts in a work item or container
collection that connects to a repository, when they are sent to Tasktop via a Gateway Collection. A
Gateway Collection accesses event-based information in an external tool, such as Git or Jenkins, via an
inbound webhook.

These types of events are “fire and forget” - they can modify something in your repository, but they
don’t expect anything back. As such, they don’t mandate a full-blown two way synchronization; a
lighter integration can usually do the trick. And that's where Tasktop’s Gateway integration style
comes in.

Here is an example of what you can do with the Modify via Gateway integration template:

—

A code commit updates a story:
When a developer commits code in
Git, Tasktop updates the Jira story
with a link to the Git changeset.

When you configure a Modify via Gateway integration, you can customize the field flow and artifact
filtering.

Video Tutorial

Check out the video below to learn how to configure the Modify via Gateway Integration Template.

1. This video assumes that you have already configured your repositories, models, and collections as
outlined in the Quick Start Guide .

Use Case and Business Value



The 'Modify via Gateway' integration creates traceability between artifacts across the software
development lifecycle. Already existing artifacts in a repository collection will be located and modified
in a specified way when artifacts are sent to Tasktop via a Gateway collection.

For example, if your development team uses Gerrit for code review and Jira for its agile work
management, but would like to know which defects in Jira a given code review affects, or conversely
which code reviews are associated with a given defect, you could set up an integration that would find
an already-existing defect in Jira anytime a code review is sent in and append one of its fields with that
code review's URL. The integration can even include updating other Jira artifacts to which code
reviews might pertain, such as stories and tech debt.

TFASKTOP g

Template Affordances

The Modify via Gateway Integration Template allows you to update already-existing artifacts in target
work item (repository) or container (repository) collection when artifacts are sent to Tasktop via a

Gateway collection.

Work Item (Repository)

Gateway or
Collection Container (Repository)
Collection

How to Configure a Modify via Gateway Integration
Configuring your Repository Collection

Before you begin configuring the integration itself, there are some steps that must be taken at the
repository collection level:

To specify just how you would like incoming artifacts from your gateway collection to modify already
existing artifacts in your repository collection, you need to identify which field(s) on your already-
existing artifacts you would like to modify and then configure how the field(s) should be changed. In
the example above, the URL to any incoming code reviews from a gateway collection is being added to
the review field of the Jira defect.

This means that the Jira collection-to-model mapping is configured as such:



UTaskTor

W Field Mapping: Jira Defects
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And here are how the transformations are configured between these fields:

& Field Mapping: Jira Defects

View and manage the field mapping for this collection. The field mapping specifies how fields from your repository artitact map to felds in your model.

- o [ .. |

(_Reviews I e —SL

Transform | Append (Rich Text) Transform

The Append transform means that new values will be added to the field value, rather than overwriting
it, leaving the Jira artifact itself looking like this:

APPS-5448

Address Blind SQL Injection Issues

# Edit () Comment  Assign ToDo Accepted Workflow v Admin v

Type: Security Issue Status:
Priority: Not Set (View workflow)
Resolution: Unresolved
Affects Version/s: None
Fix Version/s: None
Component/s:
Labels: None
Team :
Epic Link: Security Issues from AppScan
Reviews: v https:// [master] (Ensure

REST API only accept JSON) {2017/11/27 08:53}

https:// [17.4.x] (Ensure
REST API only accept JSON) {2017/11/27 10:16}

https:// [17.3.x] (Ensure
REST API only accept JSON) {2017/11/27 12:57}

Configuring Your Integration

To configure your integration, select 'Integrations' at the top of the screen, then click ‘New Integration.'

UTaskTor

= Integrations

View your existing integrations and create new ones. Integrations flow artiacts between collections to achieve a specific goal.

<Backto Settings

YYou haven't created any integrations,

Integrations flow artifacts between collections to achieve a specific goal

/ + New Integration



Select the 'Modify via Gateway' template.

ITaskTorP

1. Depending on the edition of Tasktop you are utilizing, you may not have all options available.

= New Integration: Select Template
Select a template for your new integration. Integrations flow artifacts between collections to achieve a specific goal.

<Back o Integrations

E Enterprise Data Stream

Y=L Workliem
QS Modify via Gateway E@ Synchronization

sentto
via a Gateway collection.

This will bring you to the New Integration Screen:

= New Integration | |

Configure your new integration. Integrations flow artfacts betwes

en collections 1o achieve a specific goal.

Buid your ntegraton by adding colloctions o the
below.
& Choose an existing repository connection

& Choose an

existing repository connection
§ Choose a collection

§ Choose a collection

Name your integration and select your repositories and collections:
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You can click the 'Overview' link on the right side of the Integration Page to get to the main display
page (shown in the second screen shot):
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Field Flow

The field flow configured for a given integration specifies which fields should flow in that integration.
For Modify via Gateway integrations, you can choose to flow a given field (Update Normally) or to not
flow a given field (No Update).

To get to the Field Flow screen, click 'Field Flow' on the right side of the Integration Configuration
screen:

Specifying Your Key
The first thing you will need to do when you get to the Field Flow screen is to specify your key.

Specifying a key will enable Tasktop to find the existing artifact in your repository collection that is to
be modified by the incoming gateway payload(s). The key can be a string or relationship field from the
model.

If the key is a string field, then the value sent to that model field from the gateway payload will be used
to look up the target artifact by Formatted ID. For this reason, the recommended field to use is the
Formatted ID field.

If the key is a Relationship field, then the artifact it references in the gateway payload will be used as
the target artifact.



Speciy the key for this Integration par. Close

3013 lelds mapped 1 013 flelds mapped
& Formatted ID
URL x( | Reviews
Target Artfact
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1. Note: Some repositories require extra information in order to uniquely identify a single artifact
across multiple projects. One prime example is Micro Focus (formerly HPE). To ensure that enough
information is sent in via your Gateway collection to allow Tasktop to find the specific artifact you
would like to modify, please take these steps:

1. Add afield in your model of type Relationship

B L]
Models  Reposio

positrics

ITaskToP Shay @ Hop

B Model Configuration ~ Defect

View and configure your model. Models define the felds that constitute a given artifact type.

<Back to Models Gancel [ se ]

Fields

Smart Field Label Type Required

Formatted ID 4 Formatted ID String o v
Summary Summary String L a8 A v
Description Description Rich Text 8 A v
Severity Severtty o A v

. ( Target Atac

©

2. In your Gateway collection, notice that for the new field you are prompted to pick a target
repository. Select the repository you'd like to target in this Gateway Integration

TASKTOP

W Gateway Collection ~ Gorrt Codo Roview
View your

Patn

Token  Stad0Ged-dfbe-4211-8c2a-Olceceel 183 0
Model  Defect
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‘codeBeamer AL [¢)
Access Details Jama-s0RP o
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Microfocus HPE ALM
weros I8 KT

MysaL
Content-Type ., ""C



3. When you save, note that the example payload will be updated to include the pieces of
information we need for that field to uniquely find artifacts
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integration select that field as your key on the Field Flow screen.
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4. Finally, in your
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Configure Field Flow

Once you have specified your key, you can configure your field flow. For each field, you can choose to
flow information (‘'update normally') or not flow information (‘'no update'). You'll notice that field flow
goes in one direction only - from the gateway collection into the repository or database collection.

You can see the names of the mapped artifact fields for each collection on the far left and far right,
with the model fields displayed in the middle.

WTASKTOP  egaers

SFo
0013 fields mapped 301 3 fllds mapped 1013 fields mapped
Not applicable | — > - | Roviews
Select Field Flow Frequency Close
Not applicable lo——{ Fomatied D
Not applicable lo——— % Target Artfact

X No Update
“This flld will not be updated.

Field Flow Icons



On the Field Flow page, you will see a number of icons, which will help you understand any special
properties or requirements for each field. If you hover your mouse over an icon, you will see a pop-up
explaining what the icon means. You can also review their meanings in the legend below:

Icon Meaning
A constant value will be sent.
Note that:

® |f the icon is on the side of the collection, this
means that a constant value will be sent to
your model. This means that any time this
collection is integrated with another
collection, the other collection will receive this
constant value for the field in question.

® If the icon is on the side of the model, this
means a constant value will be sent to your
collection. This means that any time this
collection is integrated with another
collection, that this collection will receive this
constant value for the field in question.

Or. A state transition will be utilized. Note that:;

® |f the icon is on the side of the collection, this
means that a state transition graph is being
utilized.

® |f the icon is on the side of the model, this
means that a state transition extension is

being utilized.
x Collection field is read-only and cannot receive
data
¥ To create artifacts in your collection, this field
must be mapped to your model.
* =
* This is a required field in your model; it must be
mapped to your collection.
x This field will not be updated as part of your

integration, due to how you have configured it.
This field flow configuration can be changed if
you'd like.
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@ This field will not be updated as part of your
integration because the mapping would be
invalid. You do not have the option of changing
this.

- This field will update normally as part of your
synchronize integration; this means it will be
updated whenever it is modified on the
corresponding artifact.

Artifact Filtering

Artifact Filtering enables you to set filters on an integration in order to limit which artifacts are eligible
to flow in your integration.

To use a field for artifact filtering, it must:

® Be a part of your model, and be mapped to the collection you are filtering from
® Be one of the following field types:
® Single Select
® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
® Multi-Select
® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
Date
Date/Time
Duration
String

To configure Artifact Filtering, select 'Create filters (optional)' from the Integration Configuration
Overview screen, or select 'Artifact Filtering' from the right pane of the Integration Configuration
screen.

This will lead you to the Artifact Filtering Configuration screen, where you can configure one or more
criteria for artifact filtering.



1), You can click the 'Collapse All' button to view an easier-to-read summary of your artifact filtering
statements.
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Running your Integration

There are two ways to start or stop your integration:

From the Integration Configuration Screen

Simply click the 'Run’ button to run the integration, and the 'Stop' button to stop the integration.
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From the Integrations List Page



Click 'Run’ or 'Stop' next to each integration you would like to update. You can also use the 'Bulk

Actions' button to run or stop all integrations.
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View your existing integrations and create new ones. Integrations flow artifacts between collections to achieve a specific goal
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Viewing Your Integrations

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

When viewing your integrations, you have the option of viewing them in either Landscape or List
mode.
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View po
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Reset Layout
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Landscape View
See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.
Learn more about the Integration Landscape View in the video below:

Tasktop will default to the Landscape View, which enables you to visualize your entire integration
landscape and see how your integrations relate to one another. Use our built-in filters to see as little or

as much information as you'd like!

Here's a simplified view:

QIFAE TR o (ol

2 Integration Landscape
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Filor  Display Seftings  (Show AllModels | (JShow AllAfactTypes  Resstlayout

If you'd like to see additional information, you can utilize the filters, or click on a repository node to
modify which information is shown.

Some examples of additional information you can see are:

Models

Artifact Types

Artifact Creation Directionality Arrows

List of all relevant integrations (see this by clicking on the repository node)
® Indicator of whether each integration is running or not

Here's an example of a more detailed view:
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If you'd like, you can toggle to List View, which will show you a list of all integrations you have created.

You can use this view to:

® Start an Integration

® Stop an Integration

® Delete an Integration

® Click into an Integration and modify its configuration

TFASKTOP g o

= Integrations

=
°
D ——— A\ Covton-ra Cranosets o

Example Use Case

This is an example of how we at Tasktop utilize the Modify via Gateway template. On the integration
canvas, our integration, in which incoming changesets are modifying already-existing artifacts in JIRA,

looks like this:
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The image below illustrates just how the changeset is sent to Tasktop after the developers’ normal
workflow, at which point they then participate in the integration show above.

Typical Development Workflow. ‘Tasktop Gateway Integration
’ o et
r B 1 v > TFasktor
9. Update arifact
incer Atlassian Jira

..............................................................................................................................................................................

Example Script

#!/ usr/ bi n/ ruby
require 'rubygens’
require 'l ogger'
require 'net/http’
require 'openssl'
require 'json'



def get Opti on(nane)
return ARGV[ ARGV. i ndex("--"+nane) +1]
end

def sendTolLi nk(dat a)

request = Net:: HTTP:: Post. new( LI NK_URL)

request. body = JSON. gener at e( dat a)

request.content_type = 'application/json'

request. basic_auth "tasktop-platform, "tasktopSecret"

uri = URI. parse(LI NK_URL)

response = Net::HTTP.start(uri.hostname, uri.port, :use_ssl => uri
schene == "https', :verify_node => CpenSSL:: SSL:: VERI FY_NONE) do
| http]

htt p. request (request)
end
if ! response. kind_of? Net::HTTPSuccess
LOGGER warn "Error sending to |link: #{response.body}"

end

end

LINK URL = "https://tt-data350: 8443/ api/vl/artifacts/changesets"
TASK_| D_PATTERN = /[Task-Url:\s*https:\/\/tasktop. atl assi an. net\

[ browse\/(["s]*)/

REVI EW URL_PATTERN = /. *Revi ewed-on: \s+(["*\'s]*)/ m

LOGGER = Logger.new('/shared/gerrit/tasktop-site/logs/hook-change-
nerged. | og', ' nonthly')

ENABLED PRQIECT_KEYS = ["APPS", "SYN', "SDK"', "PLAT", "OPS"', "CON',
"DEV"', "QA", "RLIASE"]

project = getOption('project"')
commit = getOption('commt')
branch = get Option(' branch')

LOGGER. debug( " Processing nerge for commt #{conmt} on project #
{project}")

gi t Pat h ENV['GT_DR]
nessage = "git --git-dir #{gitPath} show -s --format=%8 #{commit}"
taskl dvat ch = TASK | D _PATTERN. mat ch( message)
i f taskldwmatch
taskKey = taskl dvat ch. captures[0]
LOGGER. debug( " Det ect ed t askKey: #{taskKey}")
t askKeyMat ches = ENABLED PRQJECT_KEYS. any? { | project| taskKey.
start_with?(project + "-")}
if ! taskKeyhat ches
LOGGER i nfo("#{taskKey} project not enabl ed, skipping");
exit()
end
revi ewlr| Mat ch = REVI EW URL_PATTERN. nat ch( nessage)
webUrl = nil



if reviewldr! Match

webUrl = revi ewldr| Mat ch. capt ures|[ 0]

el se
LOGGER error (" Could not get webUrl fromcomrmit #{comit}")
webUrl = "commit #{commt}"

end

firstLi neOf Message = nessage.lines.first.chonp
firstLi neOf Message = firstLi neOf Message. gsub(/#{taskKey}:? /,'")
sendToLi nk({"formatted_i d* => taskKey, "info" => "#{webUl} [#
{branch}] (#{firstLineO Message})"})
el se
LOGGER. debug("No task key found")
end

...............................................................................................................................................................................

Enterprise Data Stream

The Enterprise Data Stream Template is only available in Editions that contain the Enterprise Data Stream
add-on. See Tasktop Editions table to determine if your edition contains this functionality.

What is an Enterprise Data Stream Integration?
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Enterprise Data Stream Integration

An Enterprise Data Stream Integration is the flow
of information from one or more source collections
to a Database Repository Collection.

An integration is quite simply the flow of information between two or more collections. An Enterprise
Data Stream Integration, specifically, is the flow of information from one or more source collections
(either Work Item (Repository) Collections, Container (Repository) Collections, or Gateway Collections)
to one central table held in a Work Item (Database) Collection.

When you configure your Enterprise Data Stream Integration, you can customize the field flow, artifact
routing, and artifact filtering.

Video Tutorial
Check out the video below to learn how to configure an Enterprise Data Stream Integration.

1, This video assumes that you have already configured your repositories, models, and collections as
outlined in the Quick Start Guide.

Use Case and Business Value

This integration simplifies enterprise reporting by unlocking software lifecycle data from its application
tool silos and providing a rich data repository for near real-time analytics. Records will be created in a
single database when artifacts from one or more collections are created or changed.

For example, if your organization uses multiple tools for defect discovery and resolution, such as
Atlassian Jira and ALM, but would like to report on defects across both of the tools, you could set up an
integration that would flow artifacts from your Jira and ALM collections into a single database table.
You could then report directly from this aggregated table or, more likely, ETL it into your existing
reporting infrastructure.
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Configure your it

Template Affordances

The Enterprise Data Stream Template allows you to flow artifacts from multiple repository collections
and/or gateway collections into a single database collection.

Work Item (Repository)
or
Container (Repository)
or
Gateway Collection

Work Item (Database)

Collection

Work Item (Repository)
or
Container (Repository)
or
Gateway Collection

Gateway Collections are only available in editions that contain the Gateway add-on. See Tasktop Editions
table to determine if your edition has this functionality.

Key Concepts

Before you begin, here are a few concepts it's important to understand when configuring an Enterprise
Data Stream Integration.

Data Structures

An Enterprise Data Stream Integration populates a table with rows corresponding to the state

of artifacts at a specific point in time. As an artifact changes, new rows are inserted corresponding to
the new state of the artifact. The result is that each artifact has a series of rows corresponding to the
state of the artifact at each point in time. The rows for all artifacts in a table can be thought of as an
event stream.



Please note: Tasktop will examine your repositories for changes as specified in the polling interval that
you have configured. This means that if you have configured the polling interval to be 1 minute, and a
given artifact is changed twice in that minute, you'll only get a single record that reflects both changes.

The database table populated by the Enterprise Data Stream Integration has columns corresponding to
fields in the artifact model, as well as some built-in fields that are designed to facilitate reporting. The
following is an example of a database table corresponding to a simple Defect model:

CREATE TABLE "Defect™ (
“id BIGNT (19) AUTO | NCREMENT,
“formatted_id VARCHAR (1000) NOT NULL,
“project’ VARCHAR (255) NOT NULL,
“type® VARCHAR (255) NOT NULL,
“severity’ VARCHAR (255) NOT NULL,
“status’ VARCHAR (255) NOT NULL,
“summary’ VARCHAR (1000) NOT NULL,
“repository id VARCHAR (255),
“repository_url® VARCHAR (255),
“artifact_id VARCHAR (255),
“artifact _url® VARCHAR (255),
“artifact_event _type VARCHAR (255),
PRI MARY KEY (“id")

)

Database Output

Default Information that Tasktop will Flow

The following columns represent information that will automatically be flowed to your database table.

Column Description

i d* A surrogate key, can be used in reports to
uniquely identify a row.

repository_id* The unique identifier of the connection, can be
used in reports to identify a repository
connection.

repository_url* The URL of the repository, can be used in

reports to identify a repository.

artifact_id* An id of an artifact that is globally unique, can
be used in reports to uniquely identify an
artifact across repositories and collections. The


https://docs.tasktop.com/display/T183/Settings#Settings-Polling

value of the arti fact _i d is an opaque value;
assumptions should not be made about its
structure or content. It should be noted that
theartifact i ddoes not correspond to the
id of the artifact as it is represented in the
repository itself, but is useful for reporting
since it is globally unique.

artifact_url The URL of the artifact for browser access, can
be used in reports to identify an artifact.

artifact_event_type The type of event for the artifact that caused
this entry. It can be used to see if the artifact
has been added, changed or removed from the
collection.

*Denotes that this is a required field, meaning that your target database table will need to have a
column to store this information.

1. Note: If you use the Suggest DDL to create your table, all of the fields above will be included. If you
are creating your table without that mechanism, you'll need to ensure that a column exists for the
required pieces of information and, ideally, for the non-required fields as well. Your database table
columns will need to be named as displayed above in either upper or lower case, but with the
underscores as displayed.

Ordering of Rows

Though it may appear that rows in the table are inserted an order corresponding to the point in time
that changes occurred, the order of rows in the table is not guaranteed. Reports should use a mapped
field from the model (such as nodi f i ed) to determine when a change occurred.

Artifact Event Type

In the artifact event type column of your database table, you'll see either "changed”, "removed", or
"filtered"

Changed

Changed indicates that either an existing artifact was changed or that a new artifact was added to your
collection.

Removed

Removed indicates that a given artifact is in a project that has been removed from the collection. Here
is a sample scenario to illustrate this event type:

In this Enterprise Data Stream Integration Project B and C are routed to the database table in my SQL
collection at the start of an integration. Artifacts flow and records get written out:



Result Grid | 1] 43 Filter Rows: Q | Edit: @4 B b | Export/import: Hi

id formatted_id project type created modified severity status summary description repository_id repository_url artifact_id artifact_url artifact_event_ty...
1 TPB-8 Test... Bug 2016-... 2016-0... Blocker To Do d33269d5e... desc c004d8cc-6... http://ga-jira... ['com.ta... http://ga-j... changed
2 TPB-1 Test... Bug 2015-... 2016-0... Major To Do test bug B1 testbug B c004d8cc-6... hitp:/ga-jira... ['com.ta... http://ga-... changed
3 TPC-1 Test... Bug 2015-... 2016-0... Major To Do test bug C1 testbug C c004d8cc-6... hitp://ga-jira... ['com.ta... hitp://ga-j... changed

Project C is then removed from the source collection. At next full scan (one of the polling intervals
configured on the Settings page), you'll see an event to denote that any artifacts in that collection have
been removed:

100% 4] 11
ResultGrid | £ 4% Filter Rows: Q | Edit: @& Eb Eb | Export/import: H h |
id formatted_id project type created modified severity status summary description repository_id repository_url artifact_id artifact_url artifact_event_ty...
1 TPB-8 Test... Bug 2016-... 2016-0... Blocker To Do d33269d5e... desc c004d8cc-6... http://ga-jira... ['com.ta... http:/ga-j... changed
2 TPB-1 Test... Bug 2015-... 2016-0... Major To Do test bug B1 test bug B c004d8cc-6... hitp://ga-jira... ['com.ta... htip:/ga-j... changed
3 TPC-1 Test... Bug  2015-... 2016-0... Major ToDo test bug C1 testbug C  c004d8cc-6... hitp://ga-jira... ['com.ta... hitp://ga-... changed
4 TPC-1 Test... Bug 2015-... 2016-0... Major ToDo testbugC1 testbugC c004d8cc-6... hitp://ga-jira... ['com.ta... ENIN removed
[HuLL | Huc ] [HuLL | Huc ] [HuLL | HuLL |

1. Note: If the project is added back to the collection and routed, records will not instantly be written
out for all artifacts in that project; this will happen only when those artifacts change again.

How to Configure

To configure your integration, select 'Integrations' at the top of the screen, then click 'New Integration.’

UTaskTor

= Integrations

View your existing integrations and create new ones. Integrations flow artiacts between collections to achieve a specific goal.

<Back o Settings

YYou haven't created any integrations.

Integrations flow artifacts between collections to achieve a specific goal.
_
Select the 'Enterprise Data Stream' template.

1. Depending on the edition of Tasktop you are utilizing, you may not have all options available.

UTaskTor

= New Integration: Select Template

Select a template for your new integration. Integrations flow artifacts between collections to achieve a specific goal.

<Back o Integrations

=L Container + Work ltem
Synchronization Create via Gateway Enterprise Data Stream

Q) oty via Gatewa [y=]_  Worktem Records will be created in a single
v H :s Synchronization database when artifacts from one or more

collections are created or changed.

This will bring you to the New Integration Screen:
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Configure your new integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations Cancel “

Build your integration by adding collections to the canvas Build your integration by adding collections to the canvas
below. below.

& Choose an existing repository i & Choose an existing repository connection

@ Choose a collection @ Choose a collection

Name your integration and select your repositories and collections:

'ﬂ =4 ) =} ] A Activity @ Metrics @ Help & Settings
TASKTOP  jnegatos  Gol " )

lections Models Repositories

= Integration Configuration = Defect Reporting

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations Done

1 A 2Repositories - 2 Collecti ® » [ 1 Repository - 1 Collection
Jira X MySQL X
‘ & Atlassian Jira & Tasktop SQL
& Jira Bugs X ® Mysql Defects X Overview
Projects Model Model Projects == Field Flow
E]zovz routed [ pefect IR pefect r:p of 1 routed 22 Artifact Routing

' Artifact Filtering

+ & Add Collection Change Detection

D MicroFocus ALM X
& Micro Focus ALM / QC (HPE)
& ALM Defects X
Projects Model
61 of 1 routed [ pefect

+ @ Add Collection

+ & Add Repository

You can click the 'Overview' link on the right side of the Integration Page to get to the main display
page (shown in the second screen shot).

1. Note: The Overview page will only show two repositories at a time - one source repository and one
target repository. If there are multiple source repositories in your integration, make sure the one you
are interested in is selected before clicking 'Overview.'
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2 Integration Configuration = Defect Reporting

Configure your integration. Integrations flow artifacts between collections to achieve a specific goal.

< Back to Integrations
|:| ‘\ 2 Repositories - 2 Collections @ » _[F' 1 Repository - 1 Collection “

Jira X MySQL X
& Atlassian Jira & Tasktop SQL
® Jira Bugs x & Mysql Defects x ‘ Overview ,
Projects Model Model Projects == Field Flow
ﬁzalz routed i Defect i Defect G1 of 1 routed 3 Artifact Routing

[ Artifact Filtering

+ & Add Collection Change Detection

MicroFocus ALM x
& Micro Focus ALM / QC (HPE)

& ALM Defects x
Projects Model
Iil‘ of 1 routed [ Defect

+& Add Collection

+ & Add Repository

= Integration Overview: Defect Reporting
of your

Jira Bugs.
Colacton: Bug to Defect

Model: Defect Model: Defect

A A

= Fiold Flow
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Thne Configuro Change Detecton '
L. L.

Field Flow

The field flow configured for a given integration specifies which fields should flow in that integration.
For Enterprise Data Stream integrations, you can choose to flow a given field (Update Normally) or to
not flow a given field (No Update).



To view field flow, select the source repository you are interested in (you will see it highlighted in green
once selected), and then click 'Field Flow'

= Integration Configuration  Defect Reporting

Configure o artfacts

=}
>
10]

collections. Field flow specifies how your ield values will flow and transform as part o this integration.

501 5 fields mapped 501 5 flelds mapped 5015 flelds mapped

* Formatted ID Jo————— Formatiod 1D - | formatted_id

Select Fleld Flow Frequency

iy
“This fleld will be updated

You can choose to flow a field ('update normally’) or not flow it ('no update’). You'll notice that field
flow goes in one direction only - from the repository or gateway collection into the database collection.

You can see the names of the mapped artifact fields for each collection on the far left and far right,
with the model fields displayed in the middle.

1, Note: The field flow settings behave a bit differently for Constant Values. This is because constant
values exist as part of your Tasktop configuration, and not on the artifact itself. Therefore, changes in
constant values are not detected in the same way that updates made on the actual artifact are
detected. If you change the constant value that is linked to your model, your integration will not
automatically detect this update and sync it over. The new value will only flow if another field on that
artifact is updated.

Artifact Routing



For an Enterprise Data Stream Integration, Artifact Routing is used to specify which projects (or other
containers) you would like to participate in your integration. For example, your Jira Bugs collection
may contain 10 different projects which are utilized in various integrations. However, for the purpose
of your Enterprise Data Stream Integration, you may want only one of those projects to

participate. You can specify that project on the Artifact Routing Screen.

To configure Artifact Routing, select the relevant repositories and then click 'Artifact Routing':

UTaskTor

= Integrat

iguration  Defect Reporting
Gonigure you

+% Add Collection

This will bring you to the Artifact Routing screen. You can click 'Route More Projects' to add additional
projects to your route:
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UTASKTOP  inuguiors

= Artifact Routing: Defect Reporting

View and manage the artfact routes befween these collections. Artifact routes specify where artfacts will be created in your collection(s) as part o this integration.

Auto Safety Application 1 ) data- <None>- antfacts 1 o

Artitacts that have o corresponding route are ignored.

Select the projects you would like to participate in the integration and click 'Add Selected'

UTASKTOP  agucrs
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Anitacts that have o corresponding route are ignored.

Click 'Connect'
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Artifact Filtering

When configuring your integration, you have several options available to refine which artifacts are
eligible to flow. The final mechanism available is artifact filtering, which is configured at the Integration
level. Artifact Filtering allows you to filter which artifacts flow in your integration, based on a field
value on that artifact.

To use a field for artifact filtering, it must:

® Be a part of your model, and be mapped to the collection you are filtering from
® Be one of the following field types:
® Single Select
® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
® Multi-Select
® Note that in cases where "allow unmapped values to flow' is enabled in the model, on
ly fields that are already a part of the model will be considered for artifact filtering
Date
Date/Time
Duration
String

1. Note that you can utilize our transforms to filter based on an 'unsupported' collection field type, if
that field is mapped to a supported field type in your model. For example, you could filter based on a
Boolean field in your repository, if that boolean field is mapped to a single select field in your model.



Unique Behavior for Enterprise Data Stream
The filtering behavior is somewhat unique when using the Enterprise Data Stream Template:

Though setting filters is meant to limit which artifacts flow in an integration, the impacts of setting
filters on an Enterprise Data Stream Template are somewhat unique. Because it would not be ideal to
have records in your database output that represent artifacts that have been filtered in an integration,
given that these records would be stale and would not denote why a given artifact was not changing
over time, it is the case that artifacts that are filtered on an Enterprise Data Stream Integration will still
have records written out to the database but will have the "filtered' event type denoted.

Note the following:

® When you set a filter on an Enterprise Data Stream integration, records will not automatically be
written out for artifacts that do not meet filtering criteria. When artifacts that should be filtered
out change, we'll then write out a record with the "filtered" event type.
® When a once filtered artifact field changes such that it now meets the filter criteria set, records
will be written out right away.
® |If you relax the filter and more artifacts are now in scope, the now in scope artifacts will only
flow when the artifacts themselves change again.
® |f an artifact is filtered out of the Enterprise Data Stream Integration, and then its project is
removed from the collection, records will be written out for all artifacts in that collection at next
full scan and marked as "removed", whether or not they have been filtered out of the integration
(This effectively means that the "removed" designation supersedes "filtered" designation.)
® If you add the project back to the collection and routed in the integration, changes to
artifacts will create a new record with either the "changed" or "filtered" event type,
depending on whether or not the artifact meets the filter criteria.

How to Configure Artifact Filtering

To configure Artifact Filtering, select the relevant repository, then click 'Artifact Filtering' from the right
pane of the Integration Configuration screen.

+8 Add Collection

This will lead you to the Artifact Filtering Configuration screen, where you can configure your artifact
filtering statement(s).



You can either add a statement that will apply to all artifacts in your collection, or to all artifacts within

certain projects of your collection.

Apply Filter to All Artifacts in Collection

To apply a filter to all artifacts in the collection, simply click the '+Add Statements' button

\ Manage the filter that determines what artifacts will flow from Jira Bugs to Mysql Defects

For all artifacts in the collection

+ Add Statements

AND

+ Add Project-based Statements

Use the drop-down menus to configure your filter fields and values:

\ Manage the filter that determines what artifacts will flow from Jira Bugs to Mysql Defects

For all artifacts in the collection

I v 2 (on

+ Add Statements

AND

+ Add Project-based Statements

Apply Filter to Artifacts in Certain Projects

t Collapse All

&

+ AND

To apply a filter to artifacts within a specific project, click the '+Add Project-based Statements' button.

‘ Manage the ir that determines what artfacts wil flow from Jira Bugs to Mysql Defects + Colapes All
A For all artifacts in the collection ie
+ Add Statements
AND
+ Add Project-based Statements
ick '+Add Projects' t lect ject
Click '+Add Projects' to select your project.
‘ Manage the fite that determines what artifacts will flow rom Jira Bugs to Mysql Defects + Collapse Al
A For all artifacts in the collection [N ]
I v Created - Equalor Afterv | 2018-05-15 =] +0R L + AND

+ Add Statements

+ Add Project-based Statements



Select the project(s) you'd like your filter to apply to.

Then click 'Select Field..." to begin configuring your filtering statement.

\ Manage the filer that defermines what arifacts will flow from Jira Bugs to Mysal Defects  Colepse Al
A For all artifacts in the collection t .
v Equalor After~  2018-05-15 -] +OR o + AND

+ Add Statements.

AND

Auto Safety Application 1 t &

v Prior - Equals~ | Critica - +0R  ® + AND

+ Add Project based Statements

Viewing Artifact Filter Statements

You can click the 'Collapse All' button to view an easier-to-read version of your artifact filtering
statements.

v Equalor After>  2018-05-15 [} +OR L] + AND

+ Add Statements

AND

Auto Safety Application 1)t e

v Priorit - Equals~ | Critica - +O0R @ + AND

+ Add Project-based Statements.

willflow from Jira Bugs to Mysgl Defects. 1 Expand Al

\ Manage the filtr that determines what artifacts

For all artifacts in the collection 1 e

Croated >= 2018-05-15
+ Add Statements
AND

Auto Safety Application 1 1 e

Priority = Critica

+ Add Project-based Statements

Change Detection

Tasktop's default global change detection settings can be found on the Settings screen. However, if
you'd like to override the global defaults, you can configure integration-specific change detection and
full scan intervals by clicking the 'Change Detection' link.

The Change Detection Interval is the time between polling requests to detect only changed artifacts.
This defaults to 1 minute on the Settings screen, but can be customized as desired.

The Full Scan Interval is the time between polling requests to detect changed artifacts, in which all artifa
cts of a collection are scanned. This defaults to 24 hours on the Settings screen, but can be customized
as desired.



To configure integration-specific change detection, select the relevant repository, then click the
'‘Change Detection' link.

2 Integration Configuration  Defect Reporting
Configure your integration. Integrations flow artifacts between collections o achieve a specific goal

This will bring you to the Change Detection screen, where you can view the current change detection
and full scan intervals configured for the selected collection in this integration. These will default to
the global intervals configured on the Settings screen.

..........

Manage change detection for Jira Bugs for this integration.

AN\ osout Giosa Change Detecton marva: 1 iute
DetaultGlobl Fu Scan narva: 2 Hours

+ Override

To override the current settings, click the '‘Override’ button. This will allow you to set a custom change
detection and/or full scan interval for the collection within the context of this integration. Note that
these custom settings will only impact this integration; they will not impact other integrations that
make use of the same collections.

= Change Detection: Defect Reporting
View and configure change detection ntervals for tis integraton.

% Change Detection

..........

Once you click 'Override," you will be able to configure custom change detection and full scan intervals
for the collection within the context of this integration:



\ Manage change detection for Jira Bugs for this integration.

Override Global Change Detection ]
Change Detection Interval ~ 2 Hours
Full Scan Interval | 45 Hours ~
Miliseconds
Seconds
Minutes
Hours

If you'd like to restore the global change detection settings, simply click the trash can icon to remove
the custom settings:

\ Manage change detection for Jira Bugs for this integration.

Override Global Change Detection /v o
Change Detection Interval ~ 2 Hours ~
Full Scan Interval 45 Hours ~

Once you've updated the change detection settings as desired, click 'Save' and 'Done' to save your
changes.

UTASKTOP  iogars

= Change Detection: Defect Reporting
View and configure change detection ntervals for this integraton.
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Override Global Change Detection o

Change Detection Interval 2 Hours +

Full Scan Interval 45

Running your Integration
There are two ways to start or stop your integration:
From the Integration Configuration Screen

Simply click the 'Run’ to run the integration, and the 'Stop' button to stop the integration.
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From the Integrations List Page

Click 'Run’ or 'Stop' next to each integration you would like to update. You can also use the 'Bulk
Actions' button to run or stop all integrations.

—
@ Help

=
':Ll TASKTOP  inegrations  Collections Models Reposit

= Integrations
View your existing integrations and create new ones. Integrations flow artifacts between collections to achieve a specific goal.
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Viewing Your Integrations
See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

When viewing your integrations, you have the option of viewing them in either Landscape or List
mode.
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_ New Intogration

 Fiter Resot Fiter | Display Settings | (1 Show AllModels 5 Show All Arifact Types Reset Layout
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Landscape View

See Tasktop Editions table to determine if your edition contains Integration Landscape View functionality.

Learn more about the Integration Landscape View in the video below:



Tasktop will default to the Landscape View, which enables you to visualize your entire integration
landscape and see how your integrations relate to one another. Use our built-in filters to see as little or
as much information as you'd like!

Here's a simplified view:

= Integration Landscape

View your organization's integrati flowing betwasn integrati

<Back to Repositories

+ New Integration

leset Fier|  Display Setings | ) Show All Models | ) Show Al Atfact Types Reset Layout

HES

If you'd like to see additional information, you can utilize the filters, or click on a repository node to
modify which information is shown.

Some examples of additional information you can see are:

Models

Artifact Types

Artifact Creation Directionality Arrows

List of all relevant integrations (see this by clicking on the repository node)
® Indicator of whether each integration is running or not

Here's an example of a more detailed view:
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View your organization's integration landscape to get an overview of artifact types flowing between your repositories via integrations.

< Back to Integration Configuration
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List View

If you'd like, you can toggle to List View, which will show you a list of all integrations you have created.

You can use this view to:

Start an Integration

Stop an Integration

Delete an Integration

Click into an Integration and modify its configuration
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Reporting
To ETL or Not To ETL?

ETL (Extract, Transform, Load) is a process where data is extracted from a database, transformed to be
more suitable for reporting or analytics, and loaded into a database which is normally used for reporting.

The data structures populated directly by Tasktop are intended to be used as a source for ETL; Some
kinds of reports are not easily produced without first performing an ETL process. ETL can also be
beneficial for performance of reports.

Some reports are possible without first performing an ETL process. Examples of such reports include
Artifact Cycle Time and Defect Count By State By Cycle Time.

Example Reports

Following are examples of some reports that can be driven directly from the database tables populated
by an Enterprise Data Stream Integration:

Artifact Cycle Time

Artifact Cycle Time is often a valuable metric to measure as it can help identify areas where efficiencies
can be gained and ensure “lean flow”. We have provided a model called “Artifact Cycle Time” and can
be used to easily flow the necessary data to your database — enabling you to create a variety of metrics
and visualizations based on the cycle time of any artifact type.

Artifact Cycle Time Model
Artifact Cycle Time
Formatted ID

Project

Type



Created
Modified
Severity
Status
Priority
Release

Assignee

If you use this model, you can easily produce visualizations such as a histogram that can identify the
historical trend of cycle times.

Artifact Cycle Time Histogram

Combined Cycle Time

[ 1 H
o w8

08,65 99.3% P87 100.0%
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SELECT A. FORMATTED | D, B. MODI FI ED AS St at usQpen, C. MODI FI ED AS
St at usl nProgress, D. MODI FI ED AS St at usReadyFor Testing, E. MODI FI ED AS
St at usReadyFor Verification, F.MODIFIED AS St atusConpl ete, G MODI FlI ED
AS St at usShi pped, A. STATUS AS Current St at us FROM ARTI FACT A

LEFT QUTER JO N ARTI FACT B

ON B. ARTI FACT_ID = A ARTIFACT_ID

AND B. STATUS = ' Qpen'

AND NOT EXI STS ( SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED < B. MODI FI ED OR (MODI FI ED = B. MODI FI ED AND
ID < B.ID)) AND STATUS = B. STATUS)

LEFT QUTER JO N ARTI FACT C
ON C. ARTI FACT_ID = A ARTIFACT_I D
AND C. STATUS = 'In Progress'



AND NOT EXI STS ( SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED < C. MODI FI ED OR (MODI FI ED = C. MODI FI ED AND
ID < CI1D)) AND STATUS = C. STATUS)

LEFT OUTER JO N ARTI FACT D

ON D. ARTI FACT_ID = A ARTIFACT_ID

AND D. STATUS = ' Ready for Testing'

AND D. MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'In Progress'))

AND NOT EXI STS (SELECT * FROM ARTI FACT WHERE ARTI FACT_I D = A
ARTI FACT_I D AND (MODI FI ED < D. MODI FI ED OR (MODI FI ED = D. MODI FI ED AND
ID < D.ID) AND STATUS = D. STATUS

AND MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'In Progress')))
LEFT OQUTER JO N ARTI FACT E

ON E. ARTI FACT_ID = A ARTIFACT_ID

AND E. STATUS = ' Ready for Verification'

AND E. MODI FI ED > (SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_ID = A ARTI FACT_I D AND STATUS IN (' Open', 'In Progress',
'"Ready for Testing'))

AND NOT EXI STS ( SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED < E. MODI FI ED OR (MODI FI ED = E. MODI FI ED AND
ID < E.ID)) AND STATUS = E. STATUS

AND MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'In Progress',
"Ready for Testing')))
LEFT OQUTER JO N ARTI FACT F

ON F. ARTI FACT_ID = A ARTIFACT_ID

AND F. STATUS = ' Conpl et €'

AND F. MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'Ready for
Testing', 'Ready for Verification'))

AND NOT EXI STS ( SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED < F. MODI FI ED OR (MODI FI ED = F. MODI FI ED AND
ID < F.ID)) AND STATUS = F. STATUS

AND MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'Ready for
Testing', 'Ready for Verification')))
LEFT QUTER JO N ARTI FACT G

ON G ARTI FACT_ID = A ARTIFACT_ID

AND G STATUS = ' Shi pped'

AND G MODI FI ED > ( SELECT MAX( MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'Ready for
Testing', 'Ready for Verification', 'Conplete'))

AND NOT EXI STS ( SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED < G MODI FI ED OR (MODI FI ED = G MODI FI ED AND
ID< GID)) AND STATUS = G STATUS

AND MODI FI ED > ( SELECT MAX(MODI FI ED) FROM ARTI FACT WHERE
ARTI FACT_I D = A ARTI FACT_I D AND STATUS IN (' Open', 'Ready for
Testing', 'Ready for Verification', 'Conplete')))
VWHERE NOT EXI STS (SELECT * FROM ARTI FACT WHERE ARTI FACT_ID = A
ARTI FACT_I D AND (MODI FI ED > A MODI FI ED OR (MODI FI ED = A. MODI FI ED AND



ID> A 1D))

AND ( A. ARTI FACT_EVENT_TYPE IS NULL OR NOT A. ARTI FACT_EVENT_TYPE =
"renoved')
ORDER BY A. FORVATTED | D

The example above is designed to handle cases where an artifact is moved into a state more than once.
For example, a defect that is moved to “Complete”, subsequently moved back into “In Progress”, then
moved to “Complete” again is represented with a row having the second timestamp for the “Complete
status.

Reports can be driven from the results of this SQL query, subtracting dates to produce cycle times for
the desired transitions (e.g. “Open” to “Shipped”).

Status values in the SQL above correspond to the values present in the “Artifact” model; repository-
specific status values can be mapped to the model values in the corresponding Collection mapping. If
status values are added, removed or changed in the Artifact model, then the SQL will have to be
modified accordingly.

Defect Count By State By Cycle Time

Defect Count By State By Cycle Time provides a count of defects by cycle time for each status of an
artifact.

In this example, the cycle time is measured in days. Cycle time is only measured for status state
transitions; Cycle time is not measured for the end state of an artifact.

We provide a basic defect model packaged with our product:
Basic Defect Model

Defect Model

Formatted ID

Project

Type

Created

Modified

Severity

Status



Summary
Summary-to-Description
Related Defects

Description

If you use this model, you can easily produce visualizations such as a bubble chart that can identify the
volume of defects in each cycle time measured in days. This is simply a slightly different view into your
overall cycle time.

Cycle Time Volume
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sQL

SELECT status, COUNT(artifact _id), cycleTinme FROM (
SELECT A. ARTIFACT_ID AS artifact_id, A STATUS AS status, SUM
TI MESTAMPDI FF( SQL_TSI _DAY, A. MODI FI ED, B. MODI FI ED) ) AS cycl eTi me FROM
DEFECT A
I NNER JO N DEFECT B ON A ARTI FACT_I D = B. ARTI FACT_I D
AND A ID!= B.ID
AND A. STATUS ! = B. STATUS
AND A. MODI FI ED <= B. MODI FI ED
AND ( (A. ARTI FACT_EVENT_TYPE |I'S NULL OR B. ARTI FACT_EVENT_TYPE
'S NULL)
OR NOT (A ARTI FACT_EVENT _TYPE = 'renpoved' OR B.
ARTI FACT_EVENT_TYPE = 'renpved')
)
VWHERE NOT EXI STS (
SELECT * FROM DEFECT C WHERE C. ARTI FACT_ID = A ARTI FACT_I D AND
CID!=AIDANDCID!=B.ID



AND C. MODI FI ED >= A. MODI FI ED AND C. MODI FI ED <= B. MODI FI ED
AND ((C. STATUS = A STATUS OR C. STATUS = B. STATUS) OR (C.
STATUS ! = A STATUS AND C. STATUS ! = B. STATUS))

)
AND NOT EXI STS (

SELECT * FROM DEFECT D WHERE D. ARTI FACT_I D = A. ARTI FACT I D
AND B. MODI FI ED <= (

SELECT MAX(MODI FI ED) FROM DEFECT D WHERE D. ARTI FACT_ID = A
ART| FACT | D AND D. ARTI FACT_EVENT _TYPE = ' renoved'

)

)
GROUP BY A. ARTI FACT_I D, A. STATUS

) CT GROUP BY CT.status, CT.cycleTine
ORDER BY CT. status, CT.cycl eTine

Step 5. Expand or Modify your Integration

Expanding the Scale of Your Integration

You've already configured your integration, and it's running great! Now you'd like to increase the scale
by adding additional projects from each of your repositories to your integration landscape, or by adding
additional fields to your mapping. No problem - you can make these updates in just a few clicks!

Below, we've included some tips and tricks on how to effectively scale your integration, as well as
information on what to expect when you make modifications to your integration configuration after
the integration has been activated.

Adding Projects

In order to add additional projects from one or more of your repositories to your integration landscape,
simply navigate to each collection, and add additional projects as desired. Once that's saved, navigate
to the integration, click on 'Artifact Routing' and route the projects appropriately - either creating new
routes or adding to existing routes.

Once the new projects have been added and routed, Tasktop will detect the artifacts contained within
the new project(s) at the change detection interval (configured on the Settings page) and flow data
according to the configuration that you have already set.

On the Collection Configuration Screen:
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On the Artifact Routing Screen (in the Integrations section):

Add Projects to New Routes:
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Anifacts that have no corresponding route are ignored.
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Anifacts that have no corresponding route are ignored.

Add Projects to Existing Routes:

Click the numerical link on the right side of the pill to add additional projects to that route:
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View and manage the artifact routes between these collections. Artifact routes specify where artifacts will be created in your collection(s) as part of this.
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Arifacts that have o corresponding route are ignored.

Highlight the project you'd like to add, click 'Selected>' and then 'Done.’
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You will now see the updated number of projects, and the additional project's name listed in the pill:
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Arifacts that have no corresponding route are ignored.

1. Note: Depending on how you set up your artifact routing, you may need to configure conditional
artifact routing. This will be relevant if you route to more than one target project (as you will need to
identify criteria by which the integration can determine which project to flow the artifact to). You can
learn more about conditional artifact routing here.

Adding or Editing Fields

If you'd like to add, remove, or edit a field in your model, Tasktop allows you to do so even after the
Integration has been run. Once the field has been added to your model, navigate to your relevant
collections and map that field as needed. You can then edit the field flow frequency from the
integration's field flow screen.

If you add a new field to your integration's field flow, the field will be synced automatically for newly
created artifacts. Tasktop will detect these changes according to the change detection interval.

1. Note that if you add or edit a new field mapping on an integration that has already begun
running, Tasktop will not automatically apply those new field mappings to artifacts that had already
been synced and that were created before that mapping had been added unless/until that field
specifically changes on the artifacts. However, if you'd like to automatically sync the data in those
fields for all artifacts, you can click the 'process all artifacts' button on the field flow page. This
will make it such that upon the next change detection interval, a full scan will be run. This means that
all artifacts in the collection will be scanned for synchronization, and any fields that are eligible based
on your field flow configuration will be updated.

On the New Model Screen:

Bi New Model | Defect Model

Greate and configure a new model. Models define the fields that consttute a given artfact type.

On the Collection Field Mapping Screen:


https://docs.tasktop.com/display/T183/Artifact+Routing#ArtifactRouting-Conditional
https://docs.tasktop.com/display/T183/Settings#Settings-Polling

& Field Mapping: Jira Defects
View and manage the field mapping or tis colcton.

<Back to Collection

:

roposiory artact aln o ieds

AE

1 model. The mapping

1 of 52 fields mapped

‘Search "Jira Defects” artfactfields by name or type

Description

‘Search "Defect” model fields by name or type.

betwaen te fiidson sach sde

1 of 20 fields mapped foms thefold maop

g orhis

7+ Suggost Mappings | ©

.

(- summary

View and manage the field mapping for this collection.

<Back to Collection

Jira: Bug

Configure @

‘The field mapping specifies how fields from your repository artiact map to fields in your model.

Cancel

= Field Mapping

AB

2 0f 52 fields mapped

Search "Jira Defects" artfact fields by name or type

o sach s 10 coniurs

Description

Search "Defect” model fieids by name or type

Model: Defect Speoty how e fais on your
. ropostoryatfactagn o ks

betweenth ilds on oachsice

201 20 fields mapped forms tn i mapging for s

7 Suggest Mappings | C

Description

( -+ summary

Configure @
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) Configue ®

On the Integration Field Flow Screen

= Field Flow: Jira Bugs <~> QASymphony Defects

View

age

<Back to Integration Configuration

Jira Defocts
Gotcton: Bug o Defect

Arfact: Bug

Model: Defect

QAsymphony Defocts
‘Collection: Defect o Dafect

Process Al Atfacts

Field Flow

Aritact: Defoct

O

10 0f 14 fiolds mapped

14 0f 14 iolds mapped

N e

12 0f 14 fiolds mapped

* Key Jo——— Formatied D ——0  *Fomated D
Summary - ———{ summary (- |-+ summary
Description « J————{ Description (- |+ Description )

After clicking 'Process All Artifacts,' you will be prompted to choose the side from which to initiate
changes:



A You are about to process all integration artifacts

Please read the following message carefully before proceeding.

Proceeding with this action will prompt Tasktop to process all artifacts in this
integration. Any changes or additions you've made to your collection to model
mappings will be applied to all artifacts participating in this integration.

Please choose the side from which to initiate changes:
® Jira Defects

QASymphony Defects

Are you sure you want to process?

¢ | understand that all artifacts in this integration will be reprocessed

This will process all artifacts in the source collection upon the next change detection interval, and flow
any eligible field updates to the target collection.

Troubleshooting

Overview

Tasktop provides several methods for troubleshooting your integration - from our easy to use Activity
screen which outlines errors, past activity, and more to our Support and Usage Reports which can be used
to troubleshoot issues with our support team and to help track Tasktop usage.

Activity Screen

On the Activity Screen page, you can learn about:

Troubleshooting configuration and licensing issues
Understanding pending and processing activity
Reviewing and resolving errors

Tracking past activity

Specific Error Messages

On the Specific Error Messages page, you can:

® Search for specific errors and review the steps to resolve them
® Learn about in-application error messages

Support and Usage Reports

On the Support and Usage Reports page, you can;



® Learn how to download Support and Usage Reports to help troubleshoot issues with Tasktop
Support
Understand the contents of the Support and Usage Reports
Learn how Tasktop tracks usage information
Learn how to update your logging settings

Error Message Appendix

Our Error Message Appendix provides a complete list of error messages contained in Tasktop Integration
Hub. For information on how to resolve specific errors, please see the Specific Error Messages page, our F
AQ, and our Connector Docs (for connector-specific errors).

Metrics

Our Metrics Dashboard provides information on total artifacts created by Tasktop and total artifacts
updated by Tasktop, along with a graphical view of the data over time. The dashboard can be used to help
troubleshoot Tasktop downtime.

Activity Screen
Activity Screen
Most problems can be solved by looking at the Activity screen and following steps described on the

errors displayed there. The Activity screen can be seen by clicking on 'Activity' in the top right corner of
the web application menu bar:

UTASKTOP iguis  coto

& Activity

See detailed information about activity across your integra d about any config issues with

4 Background Jobs Current Activty Pending  #: Processing & Errors Past Activity

7 7 0 3 4

& BukActions ~

ago 5
Defect model schema. Field *Description" is missing from Defect model schema. Field "URL" is
ng from Defect model schema. Field "Created By" is missing from Defect model schema. Field

v Detais

© CCRRTT-17002E Created: 4h .

Issues

The Issues tab shows issues that arise from invalid Tasktop configuration or from more global issues, suc
h as having an invalid or expired license. These are things that can generally be resolved within the
Tasktop application itself.

1, Issues can block integrations from running, so it is recommended that users monitor the Issues tab
regularly.


https://docs.tasktop.com/tasktop/faq
https://docs.tasktop.com/tasktop/faq
https://docs.tasktop.com/tasktop/connector-documentation
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2 Activity

See detailed information about activity across your integrations and about any configuration issues with your integration components.

4 Background Jobs Current Activity Pending it Processing & Errors Past Activity

0 7 7 0 3 4

a & BukActions -

8
from Defect model schema. Field *Descriptiont is missing from Defect model schema. Field "URL" is
issing from Defect model schema. Field "Created By is missing from Defect model schema. Field

Entity Mapping: J
Model: Defec
Repository Collection: Jira Bug:

 Detals.

© CCRRTT-17002E Created: 4 hours ago P

Message: Collection model mapping is invalid. Field "Artifact Name"
n Defect

from Defect model schema. Field "Description” is missing from Defect model schema. Field
from Defect model schema. Field "Owner” is missing from Defect model schema.

An additional warning icon appears when these issues are so fundamental that they will prevent
integrations from running.

The hover message will indicate whether the issue will prevent all integrations from running (for
example, licensing errors), or just affected integrations from running (for example, a configuration error
that impacts just one integration).

Created: a minute ago o

alid. Field "Own

missing from Defect model schema. Field "Severity" is missing from Defect model schema.

model Defect
Repository Collection: Micro Focus (HPE) ALM Defects.

v Details

You can use the search box to search for specific issues, or filter based on issue impact (blocks all
integrations, blocks affected integrations, or other/unknown).

You can take the following actions on the Issues tab:

i G Retry: Retry an issue. This action is only available for configuration migration issues.

* «/ Resolve: Resolve an issue. This action is only available for certain issue types, and can be
taken to acknowledge that the user has reviewed the issue and taken any required user actions.

® @I Remove: Remove an issue. If that issue was blocking an integration, the integration will
become unblocked. However, if the cause of the issue has not been resolved, the issue will
return to the Issues tab the next time configuration validation occurs (once an hour). You can
also Remove All issues from the Bulk Actions menu.

You can also take the following Bulk Actions:

Refresh: Refresh the issues tab.

Remove All: Remove all issues. If the issues were blocking an integration, the integration will
become unblocked. However, if the cause of the issue has not been resolved, the issue will
return to the Issues tab the next time configuration validation occurs (once an hour).

Background Jobs

The Background Jobs tab shows progress on background Tasktop processes such as:



® Tasktop Upgrades
® Redeployments from Tasktop Sync (artifact pair import files)
® Project Replacements for invalid projects in Tasktop collections

While jobs are processing, you will see a progress bar to track progress. Jobs that are in progress
cannot be canceled.

=
ITaskTOP

2 Activity

See detailed information about activity across your integrations and about any configuration issues with your integration components.

< Back to Settings

A Issues - Background Jobs Current Activity -+ Pending 3'* Processing A Errors Past Activity
4 2/3 313 313 0 313 0
Q

n Result 1 -3 0f 3

3 Artifact Pair Import: Importing artifact information from import-test.json
S S SsSsSSSsSSSsSSSsSsSSSsSSSSsSSsSSsSSSYaEa.y

Integration: ® [ ALM Defects --> Jira Bugs Started: 3 minutes ago
Artifact Information Retrieved: 398/400
Artifact Pairs Imported: 200
File Name: import-test.json

& Integration Data Migration: Updating operational data due to Tasktop upgrade »
Integration: ® [ ALM Defects --> Jira Bugs Started: 27 minutes ago

Associated Issue: View Issue Last Tried: 20 minutes ago
An unexpected error occurred. Repository Unavailable.

O Project Replacement: Updating Tasktop artifact associations to reference correct project for collection: Jira Story

Repository Collection: Jira Story Started: 4 minutes ago
Projects Updated: 1 Project Last Tried: 4 minutes ago
Completed: 4 minutes ago
New Project Old Project
Project 2 Project 1

n Result 1 -3 of 3

You can filter the Background Jobs tab by job status (pending, error, completed), by job type, or by
typing in search terms


https://docs.tasktop.com/display/T183/Settings#Settings-Pair
https://docs.tasktop.com/display/T183/Specific+Error+Messages#SpecificErrorMessages-Background
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Iﬂ TASKTOP Ime‘_ -] E - A Activity @ Metrics @ Help £ Settings

grations Collections Models Repositories

& Activity

See detailed information about activity across your integrations and about any configuration issues with your integration components.

< Back to Help

A lssues - Background Jobs Current Activity -+ Pending 31+ Processing A Errors Past Activity

2 0/10 16 16 0 12 4

a | |
Project Replacements

Artifact Pair Import Result 1 - 10 of 10

Integration Data Migration

& Integration Data Migration: Updating operational data due to Tasktop upgrade

Integration: © I Defect Reporting Started: 6 minutes ago
Last Tried: 6 minutes ago
Completed: 6 minutes ago

If a background job encounters an error, that error will show up on the Background Jobs tab color
coded in red (and not on the Errors tab). If there is an associated issue, a link will be shown to navigate
to that issue. These jobs will be re-tried automatically until they complete, and can be prioritized using
the 'prioritize' button.

& Integration Data Migration: Updating operational data due to Tasktop upgrade

Integration: e [® ALM Defects --> Jira Bugs Started: 27 minutes ago
Associated Issue: View |ssue Last Tried: 20 minutes ago
An unexpected error occurred. Repository Unavailable.

Similarly, once jobs complete, you will see them on the Background Jobs tab color coded in green (they
will not show up in the 'Past Activity' tab, since Background Jobs are a different type of event from
current activity). For Project Replacement jobs, you can expand the 'Projects Updated' section to see
additional details:

O Project Replacement: Updating Tasktop artifact associations to reference correct project for collection: Jira

Integration: e [ ALM Defects --> Jira Bugs Created: 6 days ago
Repository Collection: Jira Last Attempt: 6 days ago
Associations Updated: 700/700 Completed: 6 days ago

Projects Updated: « 1 Project
New Project Old Project
Project2 Project1

Activity listed on the Background Jobs tab will be cleared after each Tasktop upgrade.

Current Activity
The Current Activity tab shows events that are active in an integration.
Current Activity encompasses the following:

® Pending: Events that are queued up to be processed.
® Processing: Events that are currently processing.
® Error: Events that Tasktop tried to process, but were not successful.



You can take different actions on the events in these subcategories, which are outlined in the sections

below.

UTaskTor

& Activity

See detailed information about activity across your integrations and about any configuration issues with your integration components.

& Issues 4 Background Jobs Curent Actity -~ Pending ' Procossing & Errors
0/4 13 13 0 9
a T Fiters

H: -

Processing Artfact: DEF4 Company Logo Needs to be Updated

Integration: © IE: Defect Reporting
Project: Domain: DEFAULT, Domain Project: ProjectA, Type: Defect, Subtype: None
Repository Collection: ALM Defects

Processing Artifact: ASA-62 [ Failing Test Case "Verify car door locks™

3 ALM <> Jira Defects

An unexpected connector error occurred. *Minor* s not a valid option, allowed options are: "Blocker", “Critical",

"High', "Medium", "Low". Please ensure that the value you're attempling to map to exists and that it is configured in

the option mappings. The problem occurred while transforming values from fields Priority (priority) to Priority (priority)
ject:  Project: Auto Safety Application, Issue Type: Bug

Repository Collection: Jira Bugs

Integration:
Message:

You can filter each type of current activity by entering search terms,

Past Activity

43° Bulk Actions ~

Result 1-100f 13

x »

Started: 21 hours ago
Scheduled for Processing:
21 hours ago

o x »

Started: § minutes ago
Scheduled for Processing:
21 hours ago

Rtries: 1

by filtering on integration status

(running or stopped), or by filtering on integration name. Click 'Filters' to expand your filter options.

ITaskTor

& Activity
See detailed information about activity across your integrations and about any configuration issues with your integration components.

& Issues 4 Background Jobs. CurrentActivity - Pending % Processing A Errors

4 0/4 13 13 0 9

Processing Artfact: DEF4 Company Logo Needs to be Updated

I Dofect Reporting
omain: DEFAULT, Domain Project: ProjectA, Type: Defect, Subtype: None
Repository Collection: ALM Defects

Integration:

& ety

Past Activity

4

Ja BukActions ~

Result 1-100f 13

x »

Started: 21 hours ago
Scheduled for Processing:
21 hours ago

UTaskTor

& Activity
See detailed information about actvty across your ntegrations and about any configuration ssues with your integration components.

Current Activity Pending < Processing & Errors

13 13 0 9

& Issues 4 Background Jobs.

a ¥ Fiters

Integration Status Integration

Al ntegrations.

Defect Reporting
Jira Bugs <> QASymphony Defects

H: -

Processing Aritact: DEF4 Company Logo Needs 1o be Updated

Jira Defect Creation

Integration: © I Defect Reporting
Project: Domain: DEFAULT, Domain Project: ProjectA, Type: Defect, Subtype: None
Repository Collection: ALM Defects

Past Activity

13" Bulk Actions ~

Result 1 - 10 0f 13

x »

Startod: 21 hours ago
Scheduled for Processing
21 hours ago

Each category also allows you to take bulk actions:

UTaskTor

2 Activity
Seo dotailed information about activiy across your  about any
& lssues #+ Background Jobs CurentActity -~ Pending i Processing & Errors
13 0 9
a ¥ Fiters

H: -

Processing Artfact: DEF4 Company Logo Needs to be Updated

Integration:
Project: D
Repository Collection: AL

Reporting
AULT, Domain Project: ProjectA, Type: Defect, Subtype: None

1. Note:

Past Activty

15" | BukActons -

© Refresh
© Rotry Al
X Cancel All

x »
Started: a day o
‘Scheduled fo Processing: a
dayago

The number of events in the summary banner will update regularly, but the list of events

themselves will need to be refreshed to show new activity. This is to avoid items unexpectedly
appearing and disappearing when you might be examining them.



& Activity
See detailed information about activty across your integrations and about any configuration isues with your infegration component

<Backto Integrations

& lssues 4+ Background Jobs CurentAciviy - Pendng < Processing & Errors Past Activiy

4 0 13 13 0 9 4

13" Buk Actions ~

Result 1-10.0f 13

be Updated

AULT, Domain Project: ProjectA, Type: Defect, Subtype: None

n s Wrong Size

oject: ProjectA, Type: Defect, Subtype: None

Pending

On Pending Activity, you can take the following actions:

i >> Prioritize: Prioritize this pending event in the queue.

d x Cancel: Remove this event from the pending queue. It will not be processed, though
subsequent changes to artifacts will trigger another event.

d @ Ignore: If an error is pending, you have the option of moving it to the Ignored Errors
tab. See Errors section for details.

Processing

The Processing tab shows activity that is currently processing. There are no actions that can be taken
here.

Error

The Error tab shows any errors related to specific activities that have occurred. In contrast with the
Issues Tab, errors typically block individual artifacts (rather than entire integrations), and therefore are

less severe.

You can take the following actions:

o >> Prioritize: Prioritize the retry of this error in the queue. This option is especially useful
if you have made changes in your repository or in Tasktop that will likely clear up the error.
® You will see this action if the event is already set to be retried, and is hence both in

"error" and "pending" states simultaneously.

i G Retry: Retry this error.
® You will see this action if the event is not already set to be retried.

. x Cancel: Remove this error from the list. It will not be retried, though subsequent
changes to artifacts will trigger another event.



® @ Ignore: Move the error to the 'Ignored Errors' list. Once ignored, it will no longer show
up in the Errors list (or in Pending), and it will not be counted in the Error summary counts
at the top of the screen.

d + Recreate: If a previously-sync'ed artifact has been deleted in one of your repositories,
you have the option of recreating it from the Activity screen. This will keep the newly
recreated artifact in sync with the source artifact.

Note: Most errors will automatically be retried on a gradually decreasing interval (granted that
Tasktop can locate the artifact that is to be changed). Retryable errors will be retried approximately 30
seconds after they are first encountered, and then on a gradually decreasing interval over time.

You can see information about retries on the error itself. In the example below, you can see that the
error has been retried 5 times, and that it has been scheduled for processing in 5 minutes. If an error
will not be retried, this information will not be be relevant and hence will not be displayed.

A complete listing of errors is available in the appendix.
You can also find additional information on select errors in our FAQ.
Ignored Errors

If you ignore an error, it will be moved to the Ignored Errors list, and no longer be counted in the Errors
total at the top of the screen. Note that though ignored errors will no longer show up in the Errors or
Pending tabs, ignored errors will still continue to process, so if the source of the error is resolved, the
event will move to the Processing tab, and then to the Past Activity tab.

FFASKTOP e

2 Activity
See detailed information about actvty across your ntegrations and about any configurat with your

You can move an error back to the Errors list by clicking 'Stop Ignoring.'


https://docs.tasktop.com/tasktop/faq

Processing Artifact: ASA-62 [ Falling Test

Repository Collection:

If you'd like to use the bulk action, 'Stop Ignoring All,' you must first apply a filter to the Ignored Errors
list. This will move all errors that meet your search filters back to the Errors list.

X Cancal Al

Ca
> Stop Ignoring Al

Past Activity

The Past Activity tab allows you to view all past integration activity, so that you can understand what
has successfully completed.

There are three types of Past Activity:

Created Artifact: \WWhen a new target artifact is created in a repository

Updated Artifact: When an existing artifact is updated in a repository

Associated Artifacts: When existing artifacts are auto-matched, and therefore associated with
one another. Currently this is only supported for containers, when utilizing Container Matching f
or a Work Item + Container Mirroring synchronization integration.

TUFaskTor

2 Activity

about actvity across y ‘and about any configuration issues with your integration components.

4 lssues 4 Background Jobs Current Activity Ponding i Processing & Errors. Past Activity

a T Fiters %" BukActions ~

© Created Atiact: DEF4 [ Company Logo Needs to be Updated

Startod: 7days ago
Completed: 7 days ago.

You can click the drop down arrow on each activity to see more details on the activity that has occurred

© Updated Artifact: PRB0041105 [ Bug A

RA Bugs > ServiceNow Problems Started: an hour ago
Rotrios: 12
Completod: 35 minutos a 0

New Value Original Value

Priority 1- Critical 2- High

1 If past activity is indicating that a new artifact was created, you'll see that the Original Values listed
are blank, and that the Activity type is 'Created Artifact' as opposed to 'Updated Artifact'


https://docs.tasktop.com/pages/viewpage.action?pageId=44045355#Container+WorkItemSynchronization-Match

041111 [% Buy
O JIRA Bugs —> ServiceN s
ug B
0041111 [ Bug
Htoms New Value Original Value
Problem

3-Moderate

Pending Change

BugB

If you'd like to filter your results, you can use the search box on this page to refine your results.
Additionally, you can click 'Filters' to expand additional filtering options. You can use the integration
filter to search by integration, or the date filter to search either by a fixed date range or by a set
number of days in the past (which will dynamically update your results as days pass).

2 Activity

See detailed inf bout activity across your d about any

=)

=)
o
N

4" BukActions ~

Defect Reporting
Jira Bugs <> QASymphony Defects Result1-4.0f 4

d

You can also use the Bulk Actions to refresh, or remove all past activity that meets your current search
filters. If you have not entered any search filters, all past activity will be refreshed or removed.

1. Note that Tasktop will store up to 100,000 entries on the Past Activity screen. Once 100,000
entries are met, older entries will be deleted as new entries come in. You can also opt to clear your
entries when approaching 100,000 to have better visibility into more recent past activity.

Specific Error Messages

Errors on Activity Screen

You can find details on some specific error messages in our FAQ (in the Troubleshooting section) and in
our connector pages (for connector-specific errors). We've also outlined errors below which require

specific steps in the Tasktop UI.

Repository collection project cannot be found

© CCRRTT-1110E Created: 22 minutes ago a

ta valid selection for Domain Project (project), available

be found. ¢

Message:

ly caused by a project andior type being deleted of renamed in the repository, but can also be caused by other

ot valid. This problem is usuall
ory.

This error message is usually caused by a project type being deleted or renamed in the repository, but
can also be caused by other problems, such as a change in user permissions within the repository, or
moving the project to a new domain within that repository.

To resolve this error, go to the Collection configuration screen. Here, you will see a message alerting
you to the fact that previously selected project(s) cannot be found in the repository.


https://docs.tasktop.com/tasktop/faq
https://docs.tasktop.com/tasktop/connector-documentation

1, Note: You may not see the alert message on the Collections screen until Tasktop's cache refresh
occurs. To 'force' the message to appear, click '"Manage Projects' and then refresh the project
schema. This will cause the alert to appear.

ITASKTOP g

Manage Projects

B Y

® Collection Configuratid
enfigure your calecion. Colletid  p iiable projects (16) Projects in Collection (2)

<Back to Collections.

DEFAULT - APPS Selected > DEFAULT - OnlineStoreReas
DEFAULT - BOB A DEFAULT - TransactionProcessingReas
DEFAULT - Cackalacky < Selected

DEFAULT - Case10664 «Al

DEFAULT - DemoProjectByZhon

DEFAULT - MABU_Testing

DEFAULT - RiverCats.
DEFAULT - SKATS

DEFAULT - Template

DEFAULT - WealthTech

Work ltem: Defd  DEFAULT - Weby

@ e

80132 iolds
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W Collection Configuration  Micro Focus (HPE) ALM Defects

Configure your collection. Collections comprise a group of artifacts that can be used in one or more integrations.

Micro Focus ALM / QC (HPE) & Connection
[ [ty
ek 2T ki om Sk
2 ) The following 2 projects can no longer be found in the repository. () Projects
5] o= Cick Manage Invald Projot' o repace S ]
peos e
- oo

duplication or data loss.

DEFAULT - OnlneSiorsRaur_x ] ( DEFAULT TransastinProces

@ Manage Invalid Projects

DEFAULT X | DEFAULT-

@ Manage Projects.

You can click the 'x' to remove any projects which do not have valid replacements, or click the 'Manage
Invalid Projects' button to select replacement projects.

1. Note: If you remove a invalid project (instead of replacing it via the ‘Manage Invalid Projects’ button)
and then add its replacement to the collection later, you risk creating duplicate artifacts. Project
replacements should always be executed via the ‘Manage Invalid Projects’ button, and all project
replacements should be done at the same time.

Configure you Collections comprise a group of artifacts that can be used in one or mor integrations.

M/QC (HPE) & Connection
PE) ALM
van taskiop.com:8080/qcbin

2 ) The following 2 projects can no longer be found In the repository. ) Projects
5] o= Cick Manageinvakd Project o roplace he T ave vaid

the invald project. todata
duplication or data loss.

(T Sssmoni ] (o Tomsmeromn W
= v airien | &7

DEFAULT - X | DEFAULT-

@ Manage Projects.

After clicking 'Manage Invalid Projects,’ you will see the ‘Manage Invalid Projects' picker, where you can
search for available project replacements:



© Manage Invalid Projects C Refresh m
i
o Select an invalid project on the left and an available project on the right. Click the 'Replace’ button to confirm that the

9 selected available project should replace the selected invalid project.

Invalid Projects (2) Available Projects (18)

Req
DEFAULT - OnlineStoreRequirements = Replace TESTING - OnlineStoreReqs

g DEFAULT - TransactionProcessingRegs TESTING - TransactionProcessingReqs

Showing 2 of 2 Showing 2 of 18

Highlight the invalid project on the left, and its replacement project on the right. Then click
'Replace." Repeat the steps for any invalid projects you'd like to replace, and then click 'Done.’

© Manage Invalid Projects C Refresh m

o Select an invalid project on the left and an available project on the right. Click the 'Replace’ button to confirm that the
selected available project should replace the selected invalid project.

Invalid Projects (2) / Available Projects (18)
Req

DEFAULT - OnlineStoreRequirements = Replace TESTING - OnlineStoreReqs

DEFAULT - TransactionProcessingRegs TESTING - TransactionProcessingRegs

Showing 2 of 2 Showing 2 of 18

You will be prompted to save your collection in order to apply the updates (note that until the
collection is saved, the invalid project names may display).

UTaskTor

® Collection Configuratior
Configure your collection. Collection

(HPE) ALM Defects

p of artifacts that can be used in one or more integrations.

<Backto Collections Cancel

projects DEFAULT X DEFAULT

@ Manago Projects.

You will get a pop-up message warning you that the integrations associated with this collection cannot
be used until the project update is complete:



7 You are about to update Micro Focus (HPE) ALM Defects

This will update: Micro Focus (HPE) ALM Defects.
The following actions on related items will also be taken:

+ Micro Focus (HPE) ALM Defects (Collection) will be updated. Tasktop's
operational data will also be updated with the provided project
replacements. Until this operation is complete, integrations associated
with this collection cannot be used.

Are you sure you want to continue?

Cancel m

You can view progress for your project replacements on the Background Jobs tab of the Activity screen.
In-Application Errors

There are some scenarios where you may see an error message within the application itself, rather than
on the Activity Screen.

External Database Error

If you have exported your Tasktop configuration information to an external database (see information h
ere), and your database is not reachable, you will notice that your configuration elements (i.e.
repositories, collections, integrations, etc.) will not be visible, and an error message will appear. To
resolve this error, please ensure that your external configuration database is online.

TTASKTOP e comos tosss i

= Integration Landscape
View your organization's integration landscaps to getan oveviews of arfacttypes flowing between your reposiories via negrations

<

& Landscape == List + New Integration

Overriding Database Access

In order to prevent risk of collisions, duplicates, and other errors, Tasktop has functionality to ensure
that multiple Tasktop instances are not able to run on the same operational database. If you connect
your instance to a database that is already in use by Tasktop (note that this is not recommended), upon
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start-up of the new instance, the prior instance will lose database access and stop processing events.
When you log on to the prior instance, you will see an error message prompting you to either update
your credentials to connect to a different database, or to override database access. If you override
database access, this means that the other instance of Tasktop will lose access to that database.

When overriding, be sure to confirm that no other Tasktop instance is using the database before
moving forward. If another Tasktop instance is actively using the database, it is recommended that you
shut down the other instance of Tasktop before proceeding.
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& Settings

View and manage your application settings:

<Back to Database Transfe
A The database appears to currently be in use and is denying access to your Tasktop instance. To resolve this, you can change your external

database settings to point to another external database, or you can "Override Database Access" to allow your current instance to use the database

Storage Settings
Using External Database for Storage
Need help? Please refer to the Taskiop User Guide

JDBC Driver  Driver has been uploaded. ~ Change

Database
Connection Location  jdbcsqlserver/database databaseName=

Username  databaseUser

Password e

Database Access

- A The database s in use by another instance of the
Override Database Access application. Tasktop's database is in use by another

instance of the application. (CCRRTT-30012E)

Support and Usage Reports

Overview

In cases where the Activity screen is not enough to resolve a problem, a Support and Usage Report is
available to provide additional information.

The Support Report can be downloaded from the Help screen. To download, click the "Download
Support and Usage Report" link in the System Information section on the Help screen.
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© Help
Learn about getting help and providing feedback.

Help
See the Tasktop Integration Hub User Guide for detailed information.

Data Transformations Screen
Leamn about which data transformations are available between different field types within Tasktop Integration Hub. Data transformations enable Tasktop
o transfer data across different fields and field types. For a matrix of supported data transforms between field types, see the Data Transformations
Screen.

Additional Resources

For additional resources and support, go to the Tasktop Resource Center.

REST APl
The Tasktop application provides REST API for retrieving platform errors. See the REST API documentation for detals.
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Report Contents

The downloaded report file is named tasktop-state-DATE-TIME.zip. Once unzipped, there will be five

folders. The folders and contents are listed below.

1. configuration
® configuration.json
® platform-details.json
2. crash-reports
® hs_err_pid*.log
3. logs
® logs by day for past 14 days
® configuration-changes.log
® extensions.log
® thread-dump.log
4. metrics
® metrics.json
5. usage
1. usage report

File Name

configuration.json

platform-details.json

logs

configuration-changes.log

Contents

Contains all the configuration of your
application instance.

Contains details about the specific build and
license of the application

A separate file is created for every day of logs.
14 days of logs are saved.

Contains details on configuration changes made
in Tasktop Integration Hub, broken out by user



(if applicable) and date/time. Note that the user
is identified by their user 1D, which can be
found in the user administration screen
(accessible by Tasktop admins only).

extensions.log Contains any logs generated when an extension
is called. The extension will write out a log
whenever the console.log function is called.

thread-dump.log Contains all Tasktop thread information at the
point of time the Support and Usage report is
downloaded. This file will only be included if
your Tasktop instance has crashed or if you
have forced Tasktop to close.

metrics.json Contains various metrics of the application.

hs_err_pid*.log Contains log files generated when the Java
Virtual Machine crashes.

usage-report.csv Contains details on Tasktop usage without any
with personal information included (i.e. names,
e-mail addresses, etc)

Usage Reports
Tasktop supplies a Usage Report to enable customers to review and understand their Tasktop usage.
Two reports are provided:

® A sanitized report that does not contain personal information (such as names, e-mail addresses,
or usernames), that is part of the Support and Usage Report file

® A Customer Usage Report which contains personal information (such as names, e-mail addresses,
and usernames), that can be used to analyze and reconcile user counts



ITaskToOP Collex ol [——
SKTO Intogrations ~ Colections | Models Reposio
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Learn about getting help and providing feedback.

Help
See the Tasktop Integration Hub User Guide for detailed information.

Data Transformations Screen

Learn about which data transformations are available between different field types within Tasktop Integration Hub. Data transformations enable Tasktop
o transfer data across different fields and field types. For a matrix of supported data transforms between field types, see the Data Transformations
Screen.

Additional Resources
For additional resources and support, go to the Tasktop Resource Center.

REST AP

The Tasktop application provides REST AP! for retrieving platform errors. See the REST API documentation for detals.
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Both reports contain the following fields:
® Tasktop Generated Person Identifier:

® This is generated to identify a person that flows between two or more repositories. If
Person Reconciliation is in effect, the users that are the same across repositories will have
the same Tasktop Generated Person Identifier. This field may be blank in scenarios where
a person existed on an artifact seen by Tasktop, but where the field that contained that
person did not flow to another repository.
® Tasktop Generated Repository Person Identifier:
® This is generated for each unique person Tasktop sees within one repository. Note that
the person field does not need to flow in order to be counted here. Since this is repository-
specific, you could see two (or more) different Tasktop Generated Repository Person
Identifiers that share the same Tasktop Generated Person Identifier.
¢ Connector:
® Tasktop's name for the connector
® Repository Label:
® The name (label) supplied by the customer for the repository
® Integration Name:
® The name supplied by the customer for the integration within Tasktop
® Collection Project:
® The collection and project names that contain the person
® Repository Fields:
® The repository fields that the person was seen on during the course of a month
® Model Fields:
® The model fields mapped to the repository fields listed above
® Count:
® The number of times the Tasktop Generated Repository Person Identifier was seen for the
given integration/collection/project combo in one month
¢ Month:
® The month that the count (above) applies to

The customer-facing report also contains the following fields:



First Name
Last Name
Display Name
Email
Username
Repository Person ID:
® A repository specific identifier. Some repositories provide an ID that is unique from the
username.

1. Note: The customer-specific fields above may be blank depending on the associated repository and
whether Tasktop has retrieved them yet (these fields are retrieved periodically).

Both reports contain data collected over a rolling 2 year span.
Logging Settings

Tasktop provides two logging levels for the logs in the support and usage reports: Normal and
Troubleshooting. Please see the Logging section of the Settings page for more details on how to
configure each setting.

Error Message Appendix

The following is a complete list of error messages. Error messages are displayed on the Activity screen.
More details on specific errors can be found under Troubleshooting and in our FAQ.

CCRRTT-0001E — An unexpected error occurred.

Description

An unexpected error has occurred.

User Action

Attempt to resolve error according to the specific error message.
CCRRTT-0002E — The maximum number of allowable errors has been reached.
Description

The maximum number of allowable errors has been reached. Any errors encountered after the
maximum number will be discarded.

User Action
1. Open the errors page and resolve the listed errors

CCRRTT-0003E — The system has run out of memory.

Description
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The system has run out of memory. Services have been stopped.
User Action

1. Increase the amount of memory available (see help docs).
2. Restart Tasktop.

CCRRTT-0004E — Configuration migration failed.
Description
Configuration could not be migrated to match an updated version of Tasktop due to one or more errors.
User Action
1. Investigate the cause of failure by viewing related errors under Issues on the Activities & Issues
page.
2. Attempt to resolve error according to the specific error message and corresponding user actions.
3. Restart the Tasktop application.
CCRRTT-0005E — There is a conflicting artifact association.
Description
The artifact association could not be imported as an existing artifact association conflicts with it.
User Action
Contact support for assistance.
CCRRTT-1000E — Unable to communicate with repository.
Description
There was a network error when attempting to communicate with a repository.

User Action

1. Check the network connection between Tasktop and the repository.
2. Try connecting again later.

If the problem persists, contact your network administrator.
CCRRTT-1002E — An unexpected connector error occurred.
Description

An unexpected connector exception has occurred.

User Action



Attempt to resolve error according to the specific error message.

CCRRTT-1003E — An error occurred while executing an operation.

Description

An exception has occurred during the execution of a connector operation.

User Action

Attempt to resolve error according to the specific error message.

CCRRTT-1004E — Connection to LDAP directory failed.

Description

An unexpected error has occurred while attempting to establish a connection with an LDAP directory.
User Action

Attempt to resolve error according to the specific error message.

CCRRTT-1005E — An unexpected error occurred while communicating with an LDAP directory.
Description

An unexpected error has occurred while communicating with an LDAP directory.

User Action

Attempt to resolve error according to the specific error message.

CCRRTT-1104W — Authentication state for repository connection has expired.

Description

The authentication state for a repository connection has expired.

User Action

Typically, the authentication state for a repository connection expires on a periodic basis and
authentication will be retried automatically. If the error persists, verify that the repository credentials
for the associated repository are correct.

CCRRTT-1105E — Repository collection configuration is invalid.

Description



The repository collection configuration is not valid. This problem is usually caused by a project and/or
type being deleted or renamed in the repository, but can also be caused by other problems, such as a
change in user permissions within the repository.

User Action

1. Determine the cause of the problem from the specific error message

2. Correct the problem on the repository and then click ? Refresh Projects? on the repository
collection, or

3. Remove the referenced project from the repository collection

4. If a project has been renamed add the renamed project to the repository collection

5. Ensure all related routing, filtering, and mapping configurations are valid and up to date

CCRRTT-1107E — Connection could not be established with a repository due to a failure during
authentication.

Description

There was an unexpected error while attempting to authenticate with a repository.
User Action

Attempt to resolve error according to the specific error message.

CCRRTT-1108W — API call limit on repository has been exceeded.

Description

The API limit imposed by the repository has been exceeded. This problem is usually caused during
periods of heavy load.

User Action

This error will resolve itself automatically when the repository is no longer imposing a rate limit.
CCRRTT-1109E — Repository collection project configuration is outdated.

Description

The Repository Collection project configuration is outdated.

User Action

1. Identify the outdated project configured from the specific error message

2. Remove the outdated project from the Repository Collection

3. Select ? Manage Projects? and press the ? Refresh? button in the Repository Collection
4. Add the project back to the Repository Collection



CCRRTT-1110E — Repository collection project cannot be found.

Description

The repository collection configuration is not valid. This problem is usually caused by a project and/or
type being deleted or renamed in the repository, but can also be caused by other problems, such as a
change in user permissions within the repository.

User Action

1. Go to the affected repository collection configuration page

2. If the project has been deleted, remove the referenced project from the repository collection

3. If the project has been moved, click ? Manage Invalid Projects? and select the project???s
replacement

4. Ensure all related routing, filtering, and mapping configurations are valid and up to date

CCRRTT-1111E — Repository collection contains duplicate projects.
Description

The high-level container (i.e. the type of container chosen when clicking ? Manage Projects? on the
Collections screen) has changed.

User Action
Before resolving this issue, please:

1. Navigate to the collection to review what is now selected under 'Manage Projects'
2. Review and write down the current artifact routing configuration for any integrations utilizing
this collection.

Once this issue is resolved, your artifact routing will be removed from any relevant integrations, and
need to be manually reconfigured.

CCRRTT-1401E — Integration must specify at least one route.
Description

An integration must contain at least one route.

User Action

1. Navigate to the integration routing page
2. Add at least one route

CCRRTT-1402E — Integration must satisfy style constraints.

Description



An integration must satisfy the constraints of its style. This type of error should not happen when an
integration is built using the UI.

See the detailed message for more details about the parts of the integration that are invalid.

User Action

1. Navigate to the integration page
2. Adjust the configuration to be valid (according to the messages)
3. If this integration was created via the web Ul, consider contacting support

CCRRTT-1403E - Integration must have all collections attached to the same model.
Description
Collections used in an integration must all be attached to the same model.

User Action

Determine which model the integration should be using

Navigate to the integration and determine which collections are not using this model
Either remove the identified collections from the integration, or

For each identified collection, set the mapping to the correct model
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CCRRTT-1404E — Collection must have a mapping to a model.

Description
Repository Collections used in an integration must have a mapping to a model.
User Action

1. Navigate to the collection
2. Select a Model to create a mapping

CCRRTT-1405E — Integration must have a source Collection.
Description

An integration must have a source collection.

User Action

1. Navigate to the Integration
2. Add a collection to be used as a source

CCRRTT-1406E — Integration must have a target Collection.

Description



An integration must have a target collection.
User Action

1. Navigate to the Integration
2. Add a collection to be used as a source

CCRRTT-1408E — Integration failed to lookup artifact.
Description
An integration failed to locate the artifact to be modified. This can be caused by:

® amissing formatted ID value on the source artifact,
® aninvalid formatted ID value on the source artifact, or
® the absence of a target collection which contains an artifact matched by the formatted ID.

See the detailed message for more details about the parts of the lookup that failed.
User Action

1. Navigate to the integration page

2. Ensure the key field is configured correctly on the field flow page
3. Ensure the data on the source artifact is correct

4. Ensure a matching artifact is contained in a target collection

CCRRTT-1409E — Integration has invalid filter.
Description

The filter used in the integration has become invalid.
User Action

1. Navigate to the integration filter in error.
2. Resolve each error that appears in the filter.

CCRRTT-1410E — Integration must specify a key identifier.
Description

An integration must specify a key identifier for the given collections. Key identifiers are used to
determine how to locate artifacts in a target collection. They do this by specifying the field on the
source model that contains the target artifact formatted id.

User Action

1. Navigate to the integration page
2. Select the two collections missing a key identifier



3. Navigate to the field flow page and configure a key identifier
CCRRTT-1411E — All specified routes of an integration must be configured.
Description
All specified routes of an integration must be configured.

User Action

1. Navigate to the integration routing page
2. Configure all routes which require configuration

CCRRTT-1412E - Integration has a conditional route with invalid configuration.
Description

The conditional routing configuration of the integration has become invalid.
User Action

1. Navigate to the integration route in error.
2. Resolve each error that appears in the routing configuration.

CCRRTT-1413E — Collection has invalid repository query.
Description

The repository query used in the collection has become invalid.
User Action

1. Navigate to the collection.
2. Resolve the error by selecting a different repository query.

CCRRTT-1414I — Tasktop is currently updating its operational data for this integration.
Description
Tasktop is currently updating its operational data for an integration.
User Action
1. Wait for the data to be updated.
CCRRTT-1415E — The routing configuration is invalid.

Description



The artifact routing for this integration is invalid because the high-level container (i.e. the type of
container chosen when clicking ? Manage Projects? on the Collections screen) has changed for one of
more of the collections.

User Action

1. Navigate to each collection participating in the integration to review what is now selected under
'Manage Projects.'

2. Navigate to each integration and reconfigure the artifact routing. Once the routing is valid, this
issue will clear.

CCRRTT-10004E — Enterprise Data Stream Integration must have exactly one target SQL Collection.
Description
An Enterprise Data Stream Integration must reference a single SQL collection.
User Action
® Select a SQL Collection for the target of the Integration that is in error.
CCRRTT-10005E — Enterprise Data Stream Integration must have a source Collection.
Description

An Enterprise Data Stream Integration must reference at least one Collection to be used as a source of
artifacts.

User Action

Select a source Collection for the Integration that is in error.

CCRRTT-10006E — Enterprise Data Stream Integration target Collection must have appropriate mapping.
Description

An Enterprise Data Stream Integration???s data Collection must be mapped to a model. This
corresponds to the model desired to be reported on.

User Action
Add mappings for the Collection used in the Enterprise Data Stream Integration.

1. navigate to the Collection
2. add a mapping to a model

CCRRTT-10007E — Enterprise Data Stream Integration source Collection must provide the correct model.

Description



An Enterprise Data Stream Integration source Collection must be mapped to the same model as the
target Collection.

User Action
Add relationship to the model for the source Collection used in the Enterprise Data Stream Integration

1. navigate to the Integration
2. identify the model of the target Collection
3. navigate to the source Collection in error, and ensure that its model matches the model of the

target Collection
® if the source collection is a Repository Collection, add a mapping to the corresponding

model
® if the source collection is a Gateway Collection, ensure its model is set to the

corresponding model
CCRRTT-10008E — Enterprise Data Stream Integration target Collection must have exactly one project.
Description
An Enterprise Data Stream Integration???s Collection must have exactly one project.
User Action

1. Navigate to the Collection
2. Ensure it has exactly one project which corresponds to the database table

CCRRTT-10009E — Enterprise Data Stream Integration is missing required column.

Description

An Enterprise Data Stream SQL Collection???s underlying database table is missing a required column.
User Action

Add the required column to the underlying database table. See error message for missing column id.
CCRRTT-15002E — Integration services cannot be started due to a problem with the license.

Description

Tasktop integration services cannot be started due to a problem with the license. This problem can be
caused by running the software without a license, using features that are not included in the installed
license, or by having an invalid or expired license.

User Action

This problem can be resolved by installing a valid license using the following steps:



1. Obtain a valid license by contacting the Tasktop Support Center
2. Navigate to the settings page

3. Press the Apply New License button under License

4. Paste in the license text and press Save

CCRRTT-15005E — Repository cannot be used due to a problem with the license.
Description

The repository connection cannot be used because connections to repositories of this type are not
enabled by the license.

User Action
This problem can be resolved by installing a valid license using the following steps:

1. Obtain a valid license by contacting the Tasktop Support Center
2. Navigate to the settings page

3. Press the Edit button under License

4. Paste in the license text and press Save

CCRRTT-15011E — Your licensed user count has been exceeded.

Description

Your licensed user count has been exceeded.

User Action

Please contact your sales representative.

CCRRTT-16001E — Services cannot be started until Tasktop security has been initialized.
Description

Tasktop integration services cannot be started because secure password storage has not been
configured and initialized.

User Action

1. Navigate to the Settings page
2. Specify the Master Password under Secure Password Storage

CCRRTT-17001E — Mapping cannot be applied since it is not valid within the current context.
Description
The mapping cannot be applied since the mapping is not valid for the artifacts in the current context.

User Action


https://links.tasktop.com/support
https://links.tasktop.com/support

1. Determine the source of the problem from the specific error message
2. Either update the mapping to match the artifacts and model in use, or
3. Update the corresponding artifact schema to match the mapping, for example by changing a field

type
CCRRTT-17002E — Collection model mapping is invalid.
Description

The collection model mapping is not valid due to inconsistencies between the collection schema, the
model schema and the mapping.

User Action

Determine the cause of the problem from the specific error message

Navigate to the mapping

Update the mapping to match the collection and model in use, or

Update the corresponding collection artifact schema to match the mapping, for example by
changing a field type, or

5. Update the model to match the mapping, for example by adding a field, or changing a field type
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CCRRTT-17003E — Artifact could not be created or updated because one or more values cannot be
accepted.

Description

An artifact could not be updated or created because one or more of its values are not valid. See the
specific error message for details.

User Action

1. Identify the fields and values that are in error from the specific error message
2. Correct the source data, either by
® updating the source artifact, or
by making changes to the mapping, or
by making changes to the target system so that the provided data is valid, or
by providing a new artifact via a Gateway Collection

CCRRTT-17004W — Artifact cannot be processed since it is currently in use.

Description

Artifact cannot be processed since it is currently in use. This temporary problem occurs when Tasktop
attempts to process changes to an artifact concurrently.

User Action

This error will resolve itself automatically, no user action required.



CCRRTT-17005E — Field flow is invalid.
Description

The field flow configuration is not valid due to inconsistencies between the the model schema and the
field flow.

User Action

Determine the cause of the problem from the specific error message
Navigate to the integration

Select the collection pair

Navigate to the field flow

Update the field flow to match the model in use, or

Update the model to match the field flow, for example by adding a field
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CCRRTT-17006E — Artifact was created but some values could not be set.
Description

An artifact was created by an integration but some values on the artifact could not be set.
The resulting artifact has some field values that may not be correct.

User Action

1. Determine the cause from the specific error message
2. Either retry the corresponding activity, or
3. Verify the state of the created artifact and manually adjust values as necessary

CCRRTT-17007E — Conflict resolution strategy is invalid.
Description
The conflict resolution strategy configuration is invalid.
User Action

1. From the integration, navigate to the conflict resolution strategy
2. Select an option for the conflict resolution strategy

CCRRTT-17008E — Artifact could not be processed as it did not meet any of the configured conditions on
the Conditional Artifact Routing page.

Description

Artifact could not be processed as it did not meet any of the configured conditions on the Conditional
Artifact Routing page.

User Action



® Update the conditions configured on the Conditional Artifact Routing page to ensure the
artifact???s field value is accounted for, or

® Update fields on the artifact to ensure that it meets the conditions set on the Conditional Artifact
Routing page, or

® Update specification for handling artifacts not matched by conditions configured on the
Conditional Artifact Routing page to ? Ignore? or ?Default Route? instead of ? Error?.

CCRRTT-17009E — Invalid state transition.

Description

An extension provided invalid values when attempting to transition an artifact.
User Action

1. Identify the extension that produced invalid values
2. Identify the fields and values that are in error from the specific error message
3. Modify the extension to produce a valid transition

CCRRTT-17010E — Repeated state transition.

Description

An extension attempted to transition an artifact with the same transition more than once.
User Action

1. Identify the extension from the error message
2. Modify the extension to avoid repeated transitions of the same type for an artifact

CCRRTT-17011E — Extension completed with an error.

Description

An extension completed with an error. See the specific error message for details.
Extensions complete with errors for one of two reasons:

® the extension intentionally raised an error, for example to indicate that a business rule was not
satisfied
® the extension itself has an error in its implementation

User Action

1. Determine from the specific error message the cause of the error
2. Either modify the extension to prevent the error from occurring, or
3. Modify the source or target artifact to satisfy the condition that caused the error

CCRRTT-17013E — The state transition requires the selection of model fields.



Description

A state transition extension is configured in a collection that has no model fields selected.

User Action

Either disable the state transition of the collection or select model fields for the state transition.
To select the fields for the state transition:

1. navigate to the collection
2. navigate to the collection state transitions via the ? Configure State Transition? link
3. add the model fields required by the state transition in "State Transition Fields"

To disable state transitions in the collection:

1. navigate to the collection
2. navigate to the collection state transitions via the ? Configure State Transition? link
3. select ? None? for "State Transition"

CCRRTT-17014E — Relationship values could not be resolved during synchronization.
Description
One or more relationship links could not be resolved as part of a synchronization.

This problem occurs when two artifacts that link to each other are synchronized out of order.
This commonly occurs when one artifact (A) links to another (B), but the linked-to artifact B has not yet
been synchronized.

When the copy of artifact A (A") is created in the target repository, a link to a copy of B (B') cannot be
created at that time since B' has not yet been created.

This problem usually resolves itself once B' is created; the link from A' to B' is created once B' becomes
available.

User Action

® None; wait for the error to be resolved automatically, or
® Remove the unresolved link from the artifact being synchronized

CCRRTT-17015E — Relationship values could not be resolved during synchronization.
Description
One or more relationship links could not be resolved as part of a synchronization.

This commonly occurs when one artifact (A) links to another (B), but the linked-to artifact B has more
than one corresponding copy in the target repository. This can be caused by having two separate
synchronization integrations that cause B to be copied into the target repository.



User Action

® Remove the link from A to B, or
® Remove one of the two synchronization integrations

CCRRTT-17016E — An unexpected error occurred when creating the artifact.
Description

An unexpected error occurred when creating the artifact. The artifact may or may not have been
created.

User Action

1. Do not retry the event without guidance from Tasktop Support,
2. Contact the Tasktop Support Center for assistance: "https://links.tasktop.com/support"”

CCRRTT-17017E — The repository does not support artifact creation.
Description

The repository does not support artifact creation.

User Action

1. Navigate to the corresponding integration,
2. Disable artifact creation flow into the specified collection,
3. Remove all routes flowing into the specified collection.

CCRRTT-17018E — Model does not have all fields required by the state transition.
Description

A state transition extension is configured in a collection that requires fields that are not configured in
the model.

User Action

Either remove the missing fields in the state transition configuration, or ensure that the model has the
required fields.

To add the fields to the model:

1. navigate to the model
2. add the fields

To change the required fields of the state transition extension from the collection:

1. navigate to the collection
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2. navigate to the collection state transitions via the ? Edit state transition? link
3. modify the list of model fields

CCRRTT-17019E — Target collection partition could not be resolved during synchronization.
Description

The work item artifact could not be synchronized due to a missing or invalid route.

User Action

1. Verify which container this artifact is in in the repository, and ensure that either that container or
one of its ancestors has been configured as part of a mirrored container structure; or

2. Ensure that a route has been created for the container in which this artifact originates in the
work item integration; or

3. Ensure that the target container has not been deleted. If it has, and if an error exists for it, re-
create the container on the Errors screen. To ensure you see an error for the deleted container,
make a change to the still-existing corresponding container in the other collection.

CCRRTT-17020E — Associated target container could not be resolved during synchronization.
Description

The artifact could not be synchronized because the target container could not be found.
User Action

1. No action needed, the synchronization should be fixed automatically when the containers
synchronize.

CCRRTT-17021E — An error occurred when performing state transitions.
Description

A transition was attempted on an artifact but an error resulted.
The artifact may be in an incorrect state.

User Action

Either address the cause from the specific error message, or disable/reconfigure the state transition of
the collection.

1. If the specific error message has a cause, verify the state of the target artifact and manually
adjust values as necessary

To disable/reconfigure state transitions in the collection:

1. navigate to the collection
2. navigate to the collection state transitions via the ? Configure state transition? link



3. adjust the relevant state transitions
CCRRTT-17022E — The associated container could not be found.
Description
The container associated with the parent container of this artifact could not be found.
User Action

® |If the parent container is configured in a route, update the routing configuration to use an
existing container

® |If the parent container is synchronized by an integration, update the parent container to
generate an event for the parent container, and use the ? Recreate Artifact? action

CCRRTT-17023E — For the artifact pair import to succeed, the associated integration must be running.
Description
For the artifact pair import to succeed, the associated integration must be running.
User Action
® Run the integration associated with the artifact pair file.
CCRRTT-17024E — An error occurred when processing the output of an extension.
Description

An error occurred when processing the output of an extension. See the specific error message for
details.

User Action

1. Determine from the specific error message the cause of the error
2. Either modify the extension to prevent the error from occurring, or
3. Modify the source or target artifact to satisfy the condition that caused the error

CCRRTT-20000E — No integration is listening to the Gateway Collection.
Description

A Gateway Collection has been used, but the collection is not configured as a source in an integration.
The payload has been lost.

User Action

1. Use the Gateway Collection in an integration, or
2. Stop pushing to the collection (from the external source)



CCRRTT-20004E — Relationship fields of a Gateway Collection must be configured to specify the related
repository.

Description

A Gateway Collection must configure the Relationship(s) fields to associate them with the repository
having referenced artifacts.

User Action

1. Navigate to the Gateway collection
2. Locate the ? Relationship Field Configuration? section in the Ul
3. For each field, select the repository that is associated with that relationship.

CCRRTT-20005E — Gateway collection must have a model.
Description

A Gateway Collection must have a model configured.
User Action

1. Navigate to the Gateway collection
2. Select a model and save the changes

CCRRTT-20006E — Gateway Collection cannot be used with the configured payload transformation
extension due to a restriction in the license.

Description

A gateway collection has been configured with a payload transformation extension, which is not
permitted by the current license.

User Action
Perform one of the following:

® Delete the offending gateway collection
® Remove the payload transformation extension from the offending gateway collection

CCRRTT-21001E — An unexpected error occurred while sending an email.
Description

An error occurred while attempting to send an email.

User Action

1. Verify that the email settings are specified correctly in the settings
2. Attempt to resolve error according to the specific error message



CCRRTT-21002E — Failed to authenticate with the email server.
Description
The mail server rejected the client connection because it was not able to authenticate.

User Action

1. Verify that the email settings are specified correctly in the settings
® Double-check the email server hostname and port
® Double-check the email server credentials

2. Attempt to resolve error according to the specific error message

CCRRTT-30000E — An unexpected error occurred.

Description

An unexpected error has occurred. Check the specific error message for details.
User Action

Check the specific error message for details of the failure. If possible correct the problem described in
the error message, or contact your administrator for assistance.

CCRRTT-30001E — Not found.

Description

The entity was not found because the entity no longer exists on the server.
User Action

Ensure that the provided entity id is correct, and if not correct the id and try again.
CCRRTT-30002E — The data provided was not valid.

Description

The data provided was not valid. See the specific error message for details.
User Action

Correct the problem described in the specific error message and try again.
CCRRTT-30003E — The connector kind was not found.

Description

The connector kind was not found.



User Action

Ensure that the connector kind is specified correctly and try again.
CCRRTT-30004E — The request entity was not valid JSON.

Description

The request entity was not valid JSON.

User Action

Ensure that the request payload is formatted as a valid JSON entity and try again.
CCRRTT-30005E — Secure password storage must be initialized.

Description

Secure password storage has not been initialized.

User Action

Configure secure password storage via the settings page.
CCRRTT-30006E — Error communicating with {0} repository.

Description

Error connecting to repository. See the specific error message for details.
User Action

Check the specific error message for details of the failure. If possible correct the problem described in
the error message, or contact your administrator for assistance.

CCRRTT-30007E — Error processing request MIME attachment.
Description
The request MIME attachment could not be accepted either due to a bad request or an 1/0 failure.

This problem can be caused by insufficient disk space or lack of write permissions in the Tasktop
application temporary directory.

User Action

1. Verify that the temporary directory of the Tasktop application is writable,
® The Tasktop application must have write permissions to the directory
® The directory must have sufficient available space

2. Try again



CCRRTT-30008E — Tasktop is stopped, see the Activity View and error log for more details.
Description

Tasktop has been stopped due to unrecoverable errors. See error log for more details.
User Action

Correct the problem described in the specific error message and restart.
CCRRTT-30009E — The database is not available.

Description

The configuration database is unavailable.

User Action

Ensure the configuration database is online and can be reached and ensure Tasktop???s database
settings are correct.

CCRRTT-30010E — Connection settings are not valid.

Description

The provided connection settings are not valid. See the specific error message for details.
User Action

Correct the problem described in the specific error message and try again.
CCRRTT-30011E — The database is locked for maintenance and cannot currently be used.
Description

The configuration database is locked for maintenance and cannot be used.

User Action

Wait for the ongoing maintenance to complete.

CCRRTT-30012E — The database is in use by another instance of the application.
Description

The Configuration database is in use by another instance of the application.

User Action



If this is the Tasktop instance which should be running, then shut down any other instances of Tasktop
using the same database and restart this instance. Otherwise shut down this instance of Tasktop.

CCRRTT-50001E — Unable to propagate artifact changes since the target artifact has been removed.
Description

Changes to an artifact cannot be propagated to the corresponding artifact in the alternate repository of
a synchronization integration since the target artifact has been removed.

User Action

® Use the ? Recreate Artifact? action to have Tasktop recreate the artifact that was deleted in the
end system and associate it with the still-existing artifact in the other repository (putting them in
sync with one another), or
Delete the associated artifact, or
Move the associated artifact out of its collection such that the artifact is no longer synchronized,

or

® Apply an artifact filter to ensure updates to the artifact will not be synchronized. To do so, make
sure the artifact does not meet the filter criteria specified and make sure to configure the filter to
apply to artifact updates

CCRRTT-50002E — A conflict has occurred during synchronization.
Description

A field conflict was detected when synchronizing artifacts. A field conflict occurs when the value of a
field that is set to flow bidirectionally conflicts across your repositories.

The synchronization of these artifacts was halted with an error because a conflict resolution strategy of
? Error Upon Conflict? was configured and the system was unable to propagate
the value from either artifact without overwriting a change from the other artifact.

User Action

® Change the conflict resolution strategy to have one of the repositories dominate in case of a
conflict, or

® Manually change the conflicting value on at least one of the artifacts such that there is no longer
a conflict, or

® Change the field flow of the affected field to be unidirectional (in which case a conflict is not
possible)

CCRRTT-50005E — A conflict has occurred during synchronization.
Description

A conflict was detected when synchronizing artifact containment. A conflict occurs when one or more
containers of synchronized artifacts is changed for both artifacts.



User Action

® Change the container of one or both artifacts to its original value or
® Change the conflict resolution strategy to have one of the repositories dominate

CCRRTT-50006E — Unable to update artifact due to values for dependent single selects not found.
Description

Unable to find a new value for an unchanged dependent field.

User Action

® From the error message find the field that the field in error depends on
® In the repository add a value with the same label as the one provided in the error message

OR

® Change the field that the field in error depends on back to its original value
OR

® Remove the mapping for the field that the field in error depends on
CCRRTT-50007E — Multiple matching containers were found.
Description
Multiple matching containers were found when attempting to match containers.
User Action

Disable container matching in the container mirroring configuration, or

Rename the containers such that only one container matches, or

Change the container matching configuration to choose the first matching container, or
Change the container matching configuration to match containers differently

CCRRTT-60001E — Error initializing password encryption.
Description

Secure password storage requires 256-bit AES encryption which is not available in the Java runtime
environment.

User Action

This problem can be resolved by installing the Java Cryptography Extension (JCE) Unlimited Strength
Jurisdiction Policy Files in the Java runtime environment. The download is available from oracle.com incl
uding a README file with installation instructions.


http://www.oracle.com/technetwork/java/javase/downloads/

Alternatively, the unencrypted level of the password store maybe used.

CCRRTT-61001E — Connector is missing requirements.

Description

The connector requirements are not met.

User Action

Read the connector-specific error message to determine which requirements are unsatisfied.
To provide 3rd party components such as a library or SDK, follow the following steps:

1. Navigate to the ? Connections? page.
2. Select the connection for which the requirements were unsatisfied.
3. On the connection page, provide the required files.

CCRRTT-61101E — Connection credentials were not accepted by the repository.
Description
There was an authentication error while attempting to communicate with a repository.
User Action
1. Verify that the credentials for the associated repository are correct in the settings.

If these steps do not resolve the error, ensure that the user has sufficient permissions in the target
repository to create and edit artifacts.

CCRRTT-61102E — Connection HTTP proxy credentials were not accepted by the repository.
Description

There was an authentication error with the proxy server while attempting to communicate with a
repository.

User Action

1. Verify that the proxy credentials for the associated repository are correct in the settings.
If these steps do not resolve the error, contact your network administrator for assistance.
CCRRTT-61103E — Connection settings are invalid.
Description

The connection settings are invalid.



User Action

1. Open the connection settings page for the repository that is in error.
2. Update the connection???s settings to valid values.

If these steps do not resolve the error, contact support for additional assistance.
CCRRTT-63001E — Integration services cannot be started since the current license has expired.
Description

Tasktop integration services cannot be started because the current license has expired.
User Action

This problem can be resolved by installing a valid license using the following steps:

1. Obtain a valid license by contacting the Tasktop Support Center
2. Navigate to the settings page

3. Press the Apply New License button under License

4. Paste in the license text and press Save

CCRRTT-64001E — Integration cannot be used with the configured repositories due to a restriction in the
license.

Description

An integration cannot be run because it is configured with repository pairs which are invalid under the
current license restrictions.

User Action
Perform one of the following:

Delete the offending integration

Disable the offending integration

Update the offending integration to use repository pairs allowed under the current license
restrictions

CCRRTT-65001E — Extension cannot be used because of a restriction in the license.
Description

A value transformation extension is present which is not permitted by the current license.
User Action

Perform one of the following:

® Provide a license that includes extensions of this type, or


https://links.tasktop.com/support

® Remove extension by navigating to the the Settings -> Extensions page

CCRRTT-66001I — Tasktop is currently updating its operational data with a collection’s project
replacements.

Description
Tasktop is currently updating its operational data with a collection???s project replacements.
User Action

1. Wait for collection update to complete.

See Tasktop Editions table to determine if your edition contains basic or advanced Metrics functionality.

Introduction

Tasktop Integration Hub provides a Metrics dashboard to help you better understand Tasktop activity
such as:

® Number of artifacts created by Tasktop
® Number of artifact updates by Tasktop

These metrics are a great tool to:

® Understand and troubleshoot downtime
® Communicate the value of Tasktop to your organization
® Analyze trends and patterns within your organization, such as:
® Are there certain times of year when higher quantities of customer requests flow from
your CRM tool to your Requirements tool?
® Have defects flowing from your ITSM tool to your Agile tool decreased over time?
® _.and more!

The data used to create the metrics refreshes each time the page is reloaded.


https://docs.tasktop.com/display/TD17/Tasktop+Editions
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@ Metrics.
View the number of rtfacts processed over time.

Date Range Filter By Integration
Las1 30 days + Inegration + Al inegrations B
Atfacts Created by Taskiop Artfact Updates by Teskiop
31,919 31,835

May 20 - Jun 19, 2018

Cumulative Artifact Processing Counts

Integrations
Integration Name Template # Artitacts Created # Artifact Updates #User IDs ©
ALM Defect to Jira Bug % Work tem Synchronization 35880 35368 56
Git Commits to Jira Stories. A Modily via Gateway 17,777 17408 27
Jama Requirements to ALM Requirements. & Container + Work llom Synchronization 35,110 35336 61
£ Work tom Synchronization 35437 35,021 8
Jama Requirements o Jira Stories ® Work lem Synchronization 35215 36,003 i3
‘ServiceNow Ticket to Jira Bug % Work tem Synchronization 35749 34920 6
Repositories
Repository Name # Artifacts Created # Artifact Updates. #User IDs ©
AM 53318 52761 E3
Jama 52729 53,001 107
Jira 71,367 70673 128
ServiceNow 17,754 17528 El

Instructions

To access the Metrics Dashboard, click the 'Metrics' link in the upper right hand corner of the screen
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Basic Functionality
See Tasktop Editions table to determine if your edition contains basic or advanced Metrics functionality.
Users with basic functionality will be able to view metrics showing the following:

® Total Artifacts Created
® Total Artifact Updates


https://docs.tasktop.com/display/TD17/Tasktop+Editions

® To help understand which artifact types are being synchronized, a blue bar will show the
distribution for the metrics above based on model

Metrics above are displayed to show data for all integrations, over the last 30 days.

\ [ ;
| \ | | Artifacts Processed: 2,528

Advanced Functionality

See Tasktop Editions table to determine if your edition contains basic or advanced Metrics functionality.
Users with advanced functionality will be able to view metrics showing the following:

® Total Artifacts Created

® Total Artifact Updates
® To help understand which artifact types are being synchronized, a blue bar will show the

distribution for the metrics above based on model

Additionally, users can choose to filter the data above based on

® Date Range
® Last 7 Days
® Last 30 Days
® Last 90 Days

® Integration

® Repository

® Model

Users can also view tables showing cumulative totals for Artifacts Created, Artifact Updates, and User
IDs for each integration and each repository.

The Artifacts Created and Artifact Updates metrics show cumulative totals since installing Tasktop
Integration Hub version 18.2.0.

The User ID metrics shows the number of unique user IDs on artifacts that have flowed through or
been updated by Tasktop since installing Tasktop Integration Hub version 18.3.0. This metric can be


https://docs.tasktop.com/display/TD17/Tasktop+Editions

used to better understand the value and scope of the integration, and is not intended to be used to
assess Tasktop usage for licensing purposes (for licensing purposes, please see the Tasktop usage

reports).
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Settings
Accessing Settings

To access the 'Settings' page, click the Settings button in the upper right corner of your screen
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© Explore key integration concepts.

© Leam how to easily scale your integrations
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From here, you'll be able to access things like polling interval configuration, extensions, license
information, and more.

Polling Interval Configuration



The Configuration section allows the administrator to change the polling frequency of the connected
repositories.

Configuration
Change Detection 10 Seconds ~
Interval

Full Scan Interval 25 Seconds

® Change Detection Interval: The time between polling requests to detect only changed artifacts.
This defaults to 1 minute, but can be customized as desired.
® Note: this global setting can be overridden with an integration-specific change detection
interval, by updating the Change Detection settings for that integration

® Full Scan Interval: The time between polling requests to detect changed artifacts, in which all

artifacts of a collection are scanned. Not all changes to an artifact will register as a change. Some
repositories do not mark items as changed when (for example) a relationship is added or an
attachment has changed. These may not be picked up by regular Change Detection, but will be
picked up by a Full Scan. The Full Scan Interval defaults to 24 hours, but can be customized as
desired.

® Note: this global setting can be overridden with an integration-specific full scan interval, by

updating the Change Detection settings for that integration

® Integration Maximum Concurrency: This limits the number of events processed concurrently by
each integration. Increasing this value will enable more artifact changes to flow concurrently,
whereas decreasing this value will reduce the level of concurrent changes. Changing this value
has the potential to affect the load on the end-points of an integration, and may have an adverse
effect on performance if set too high. The default setting (10) should be used unless advised to
change by Tasktop Support.

Email Notifications

To facilitate troubleshooting, you can configure automated email notifications for new errors and issues
encountered in Tasktop.

Emails will contain a count of new issues and errors (excluding 'ignored' errors) since the last email
notification, and a link to the Activity screen to view the errors/issues. Emails will be sent only if a new
error or issue occurs.


https://docs.tasktop.com/display/T183/Activity+Screen#ActivityScreen-Ignore

Email Sample
Subject [Tasktop] Issues and errors

This is a notification from insert-tasktop-url, notifying you of new errors in your integrations.
2 new issues
Content 26 new errors

« 1 new error in [insert integration name]
« 25 new errors in [insert integration name]

To configure email notifications click '+Add Email Server' on the Settings screen.

Email Notifications +Add Email Server

Configure automated email notifications for new issues and errors.

This will bring you to the Email Notifications screen:

onfigure automated email notifications for new issues and errors.

‘email notfication, and a ink to the Activity screen to view the errors/issues. Emails will be

To Email Address

From Address.

Subject Prefix  [Taskiop]

Tasktop Server URL

The form requires that the following fields be filled out:
Basic Details

® To Email Address: The email address that will receive the notifications. This field is limited to one
email address.

® From Email Address: The email address listed in the 'sender address' (or ‘from’) field of
notification emails sent by Tasktop. In many cases, this will match the email whose settings are
configured in the 'Email Server Settings' section below, though a different email (such as no-
reply@email.com) can be configured here. If a user were to hit 'reply' on an email notification,
this is the email the reply would be sent to.

® Subject Prefix: The prefix appended to the subject line of the Error Notification emails. This
defaults to [Tasktop] but can be edited if needed. This can help users filter email notifications
from Tasktop based on prefix.

® Tasktop Server URL: The URL used to access your instance of Tasktop. This is used to construct
links to errors and issues in the notification emails.



® Notification Frequency: The frequency of email notifications. Emails will contain a count of new
issues and errors since the last notification and will only send if a new error or issue has occurred
since the prior email.

Email Server Settings
These are the email server settings that allow Tasktop to send notifications.

Username: Username for the authenticated SMTP server.

Password: Password for the authenticated SMTP server.

SMTP Server: The SMTP host name of your mail server.

SMTP Port: The SMTP Port number to use.
® |f Protocol = SMTP, the value for this will typically be 25.
® |f Protocol = SMTPS, the value for this will typically be 465.
® If Protocol = SMTP_STARTTLS, the value for this will typically be 587, but can also be port

25.

® Connection Timeout: Specifies the maximum period, in seconds, that establishing an email server
connection is permitted to take. This defaults to 60 seconds, which should cover most scenarios.

® Protocol

® SMTP: Basic unencrypted SMTP Protocol.

® SMTPS: A more advanced, encrypted SMTP Protocol (SMTP Secure), which will perform
server certificate validation.

® SMTP_STARTTLS: A modern protocol that wraps the unencrypted SMTP protocol in TLS
(formerly known as SSL encryption), and will perform server certificate validation. This will
attempt the STARTTLS wrapper, but if it is not supported by the server, the client will fall
back to basic SMTP.

1, Google email users should select SMTP_STARTTLS.

Here's an example of a filled in form:

Trasktor .

& Email Notifications # Tost Connection

uuuuuuuuuuuuuuuuuu

You can test your email server settings by clicking the 'Test Connection' button in the upper right
corner of the screen.



Once settings are filled in and the connection has been tested, click 'Save' to save your settings, and
"Turn On Notifications' to enable email notifications.

Once saved, you will be able to turn email notifications on or off and to delete the notification settings
from the Settings screen. You can also click 'Configure Notification Settings' to modify your existing
settings:

Email Notifications =Configure Notification Settings

rors since the last email notification, and a link to the Activity screen to view the errors/issues. Emails wil be sent

UYL Delete Notification Settings

1, Note: If an email notification fails, an issue will be surfaced on the Activity screen in Tasktop.

Logging
For troubleshooting purposes, Tasktop logs various events that the application performs.
There are two logging levels available:

® Normal: This is sufficient for most scenarios.

® Troubleshooting: This setting provides more detailed logs. Due to the large volume of logs
created during Troubleshooting logging, this option has a time limit with a maximum of 24 hours.
If Troubleshooting level is selected, the Normal logging level can be enabled at any time by
clicking the 'Stop Troubleshooting Now' button.

Updating the logging levels immediately changes the logging granularity. Tasktop does not need to be
restarted for the change to take effect.

Default Logging Enabled

Logging

Current Log Level  Normal

Enable Troubleshooting

Troubleshooting Logging Enabled

Logging

Current Log Level  Troubleshooling (ends in 4 hours)

Enable Troubleshooting | 4 hours

Downloading Logs

Please reference the Troubleshooting page for instructions on downloading the logs as part of the
Support and Usage Report.


https://docs.tasktop.com/display/T183/Troubleshooting#Troubleshooting-Report

Extensions

Extensions add to Tasktop's basic functionality by facilitating processes such as custom data
transformations, payload transformations, advanced person reconciliation, and state transitions.

You can create and save custom extensions for use in your integrations on the 'Settings' screen. To
create and edit your extensions, click the 'Manage Extensions' button.

Below, you will find basic information about each extension type. You can also see example
extensions, and learn technical implementation details in the Extensions section.

Extensions

/ " Manage Extensions

Extensions add to Tasktop's built-in functionality to satisfy specific use cases.

L Extensions

View your existing extensions and create new ones. Extensions add to Taskiop's built-in functionality to satisfy specific use cases.

< Back to Settings

You haven't created any extensions.
/ + New Extension

L New Extension: Select Type

Select an extension type. Extensions add to Tasktop's functionality to satisfy specific use cases.

E‘ Custom Data E‘ Payload E‘ Person Select the extension type that
1= Transformation = Transformation = Reconciliation describes the type of extension
you need to create. Extensions

add to Tasktop's functionality to
satisfy specific use cases.

E State Transition

Custom Data Transformation



Custom Data Transformation Extensions enable you to map fields to one another which do not have
out-of-the-box transforms. You can apply this extension when updating your transform on the Field
Configuration screen.

Payload Transformation

Payload Transformation Extensions enable you to take the payload sent in by your Gateway Collection
and transform it into a format that Tasktop can accept. Once you have saved your extension, you can
select it on the Gateway Collection screen.

Person Reconciliation

Tasktop comes with a default person reconciliation strategy ("Copy with Default Matching"), which
matches based on name, ID, and/or e-mail. This strategy should cover most use cases. If needed, you
can also configure a custom Person Reconciliation Extension to match 'person’ fields from one
repository to another. You can select the extension on the Person Reconciliation screen during the
Collection configuration process.

State Transition
State Transition Extensions enable you to transition artifacts from one state to another according to a

set workflow. The extension can be applied from the State Transition Sash on the Collection
Configuration screen.

License

A license is required to run the application. Upon initial log-in, you will see that your product is
currently un-licensed:

Click 'Apply New License' to enter your license.

The Master Password must be set and the License must be entered before the application can be used.

License (& Apply New License

License Text

Cancel

On the license panel you can see:


https://docs.tasktop.com/display/T183/Field+Configuration#FieldConfiguration-Transform
https://docs.tasktop.com/display/T183/Field+Configuration#FieldConfiguration-Transform
https://docs.tasktop.com/display/T183/Gateway+Collection#GatewayCollection-Payload

License Type
Description
Maximum Users
Created Date
Expiration Date
Issuer

Licensee

@ Apply New License

Created Date 20170707

Expiry Date  2027-12:31 (in 10 years)

Issuer  Taskiop Techr

Licensee  Tasklop (Test Environment

You will also see a warning if your license is expired:

# Apply New License

Should your license expire, in addition to seeing a warning on the Settings page, you'll also see that an
issue is surfaced on the Activity screen:

TFaskTor toge

& Activity

Seo detailed information about activity across your integrations and about any configuration issues with your integration components.

<Backto Settings

& Issues Current Activity - Pending <+ Processing g & Erors Past Activity

Bulk Actions ~

© CCRATT-15006E

Message: Integration services can xpiry dato is 2014-12:31

Related Configuration

A Details

Description

Tasktop integration services cannot be started because the current license has expired

When your license is expired, you'll still be able to navigate within the Tasktop Ul, but your integrations
will be stopped from running. Note that though they will still display the Run or Stopped state they
were in at the time your license expired, no artifacts will process in an integration until a new license is
applied.

_ Please consult your license agreement or contact your account representative if you have any
questions about your license settings or usage policy.



Master Password Configuration

After installation, you will be prompted to set a Master Password.

The Master Password is used to encrypt the credentials used in your repository connections and proxy
settings. Tasktop Integration Hub will automatically use the stored Master Password to decrypt
repository credentials.

Normally you will not need to re-enter your Master Password. However, if the stored Master
Password is missing, or if you'd like to change your Master Password from the Settings screen, you will
need to enter your current Master Password.

The Master Password is encrypted and stored separately from the encrypted repository

credentials. On Windows, the encrypted Master Password is stored in the Windows Registry,
encrypted using the Windows Data Protection (DPAPI). On Linux, the encrypted Master Password is
stored in the Home Directory of the User running Tasktop Integration Hub.

If desired, you can change or reset the Master Password from the 'Settings' page.

® Change Master Password: In order to change the Master Password, you must enter your current
Master Password.

® Reset: If resetting the Master Password, you will not need to enter your current Master
Password, but previously encrypted repository passwords will be lost, and must be provided
after resetting.

Import Artifact Pair Information

Importing artifact pairs allows Tasktop Integration Hub to know about existing artifact pairs that were
created by Tasktop Sync. This prevents duplicate artifacts from being created when you switch from
using Tasktop Sync to Tasktop Integration Hub to administer your integrations. Please contact Tasktop
Support for additional information on how to use this capability.

Storage Settings



Tasktop automatically stores operational data to a built-in database. However, for production
environments, we strongly recommend that operational data is stored to an external database for
improved maintainability. This will enable you to perform frequent back-ups without having to stop
Tasktop Integration Hub, and ensure that your Tasktop Integration Hub practices are consistent with
your existing disaster and recovery process.

Please see our Hardware Requirements to see which databases are supported for storing
operational data.

Migrating from the Internal Database to an External Database

To migrate your Tasktop operational data from the internal database to an external database, click the
'‘Use External Database' button.

Storage Settings

The configuration and data are currently stored in the internal database.

Next, click '‘Configure JDBC Driver," and upload a JDBC driver for your database.

® Microsoft SQL Server: The JDBC driver for Microsoft SQL Server can be downloaded from the Mi

crosoft support site.
® Tasktop currently supports use of the 7.0.0.jre8 driver version.

MySQL Server: The JDBC driver for MySQL can be downloaded from the MySQL download site.
Oracle: The JDBC driver for Oracle can be downloaded from the Oracle support site. Note that
it is best if the Oracle JDBC driver that is used matches the version of the Oracle server that you
are connecting to.

® PostgreSQL: The JDBC driver for PostgreSQL can be downloaded from the PostgreSQL
download site.

Once the JDBC driver is successfully uploaded, enter the location, username, and password for your
database.

Location formats are as follows:

® Microsoft SQL Server: jdbc:sglserver://hostServerName;instanceName=MyInstance;
databasename=MyDatabaseName
MySQL: jdbc:mysql://hostServerName:mysqlServerPort/MyDatabaseName
Oracle: jdbc:oracle:thin:@hostServerName:oracleServerPort/SID
PostgreSQL: jdbc:postgresql://hostServerName:postgreSqlServerPort/MyDatabaseName


https://docs.tasktop.com/display/T183/System+Requirements#SystemRequirements-Database
https://docs.microsoft.com/en-us/sql/connect/jdbc/download-microsoft-jdbc-driver-for-sql-server?view=sql-server-2017
https://docs.microsoft.com/en-us/sql/connect/jdbc/download-microsoft-jdbc-driver-for-sql-server?view=sql-server-2017
http://dev.mysql.com/downloads/connector/j/
http://www.oracle.com/technetwork/database/enterprise-edition/jdbc-112010-090769.html
https://jdbc.postgresql.org/download.html
https://jdbc.postgresql.org/download.html

Authentication credentials must be in SQL server authentication mode (aka mixed-mode with SQL
credentials). Windows authentication mode is not supported.

You can click 'Test Connection' to confirm that your credentials have been accepted by Tasktop. Once
confirmed, click 'Save.'

You will see a warning message telling you that you are about to transfer to an External
Database. Review the entire message, ensuring that you have performed the recommended data back-
up, and if approved select 'l understand..." and then 'Transfer.'

A You are about to transfer to an External Database

l Please read the i y before p

You are about to initiate the process of transferring Tasktop's operational data to an external
database. Once the process is complete, the data will be stored in the external database and the
internal database will be cleared.

Once you transfer Tasktop's operational data to the external database, you will not be able to revert
back to the internal database.

Integ After a successful transfer, you will need to return to Tasktop to confirm that you are ready to begin 3 artifacts fi
sktop| Processing data using the external database. on how to t

Before proceeding with the transfer to the external database, we highly recommend that you
perform a backup of Tasktop's internal database. Before performing a backup, you will need
to stop the Tasktop service. After completing the backup, start the Tasktop service and return
here to proceed with the database transfer. To learn more on how to backup the internal
database, go to the Upgrading User Guide.

Stora are you sure you are ready to transfer Tasktop's operational data to the external database?
p Ust

rhas g I understand that transferring to the external database will result in the internal database being

cleared, and | will be unable to revert back to the internal database. |

&

You will get a 'Database Transfer Completed' message once the transfer is complete. You have now
successfully transferred your operational data from Tasktop's internal database to your own external
database.

@ Database Transfer Completed

The transfer to the external database was successful. Tasktop's operational data will now be stored in
the external database.

Done
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Migrating from an External Database to a Different External Database

1 If you'd like to migrate your data from one external database to a different external database, please
note that you will need to manually transfer the data from the current database to the new target
database. If you do not manually transfer the data, Tasktop will not work properly once you switch to
the target database settings. Tasktop will not automatically transfer this data for you.

However, if you are simply updating the location or credentials of your current external database and
will continue using the same database, you do not need to transfer any data. Tasktop will continue to
work properly.

Once you are ready to update the database information, simply update the Location, Username, and/or
Password fields in the Database Connection section, click 'Test Connection," and then 'Save." Read the



warning message that pops up, ensuring you have taken all necessary steps, and then click 'l
understand..." and 'Save.'

If your Database Transfer Fails or is Aborted

If your database transfer fails or is aborted, Tasktop will continue to use its internal database to store
operational data. The internal database is not cleared until a successful transfer is completed, so you
should not notice any change in performance.

However, we do recommend reviewing the external database and clearing any data and tables that
were created as part of the failed data transfer before starting the transfer process again.

Overriding Database Access

In order to prevent risk of collisions, duplicates, and other errors, Tasktop has functionality to ensure
that multiple Tasktop instances are not able to run on the same operational database. If you connect
your instance to a database that is already in use by Tasktop (note that this is not recommended), upon
start-up of the new instance, the prior instance will lose database access and stop processing events.
When you log on to the prior instance, you will see an error message prompting you to either update
your credentials to connect to a different database, or to override database access. If you override
database access, this means that the other instance of Tasktop will lose access to that database.

When overriding, be sure to confirm that no other Tasktop instance is using the database before
moving forward. If another Tasktop instance is actively using the database, it is recommended that you
shut down the other instance of Tasktop before proceeding.

Wj = B S Ay @Hep £ Settngs
UTASKTOP imegatons  colectons o

& Settings

View and manage your application settings.

< Back to Database Transfe

A The
datal

Storage Settings

Using External Database for Storage
Need help? Please refer to the Taskiop User Guid:

JDBC Driver ~ Driver has been uploaded. ~ Change

Database
Connection Location  jdbcsqiserver/database databaseName=

Username  databaseUser

Password e

Cancel  # Test Connection m

Database Access

» A The database is in use by another instance of the
LR s sy application. Tasktop's database is in use by another

instance of the application. (CCRRTT-30012E)



Introduction

Extensions add to Tasktop's built-in functionality to satisfy specific use cases, such as:

Performing state transitions incorporating business logic

Enabling custom data transformations between fields

Defining person reconciliation strategies between repositories

Transforming payloads sent to Gateway collections into a format Tasktop can accept

Extensions can be added to Tasktop by navigating to the 'Settings' screen, and selecting 'Manage
Extensions.'

Extensions are created with a name and optional description so that they can be centrally managed and
reused if needed.

1. Note: fields that are not mapped to the model are not retrieved by Tasktop, and therefore are not
available to be used in an extension. If fields are needed for scripting purposes, please map those fields
to the model.

Extension Language

Extensions are written in JavaScript, or more specifically ECMAScript.

State Transitions

Artifact state transitions are used to transition an artifact from one status to another. To illustrate, we
use the fictitious example of an artifact of type Defect with the following status values:

New

In Progress
Resolved
Closed

The status of a Defect cannot be modified directly. In this example, to move a defect from status
“New” to “In Progress”, the “Start Progress” transition is used.

Sometimes multiple status transitions are required. For example, to move a defect from “New” to
“Closed”, the following transitions are used in sequence “Start Progress”, “Resolve”, “Close”.

The following diagram shows how state transitions are used to move a defect from one status to
another:


http://www.ecma-international.org/ecma-262/7.0/index.html

New In Progress Resolved Closed
Start

Progress Resolve Close

Reopen

Configuring State Transitions with Extensions

To perform state transitions, an extension can be used. Add a state transition extension from the
Extensions screen, accessible from Settings. Once added, the extension can be applied from the State
Transition sash on the Collection Configuration screen.

1. Tasktop also provides functionality to configure state transitions using a transition graph. The
transition graph is the recommended strategy, as it allows you to configure the state transitions directly
within Tasktop's Ul.

Authoring State Transition Extensions

State transition extensions are defined by a single function:

function transitionArtifact(context,transitions)

The function can return a single transition. For a given artifact, the extension may be called multiple
times. Each time the extension is called, the transition that it returns is performed. State transition
extensions are called repeatedly until they return undef i ned, indicating that no more transitions are
needed.

To prevent errors, extensions are not called again if they cause an artifact to transition to the same
status more than once.

A simple state transition extension could look something like this:

function transitionArtifact(context,transitions) {
if (context.sourceArtifact.status === 'Resol ved' && context.
target RepositoryArtifact.status !=="Resolved') {
var transition = findTransiti onWthLabel
(transitions, ' Resolve');
transition.attributes.resolution = "'Fixed ;

return transition;

}

function findTransiti onWthLabel (transitions, |abel) {


https://docs.tasktop.com/display/T183/Settings#Settings-Extensions

for each(var transition in transitions) {
if (transition.label === |abel) {

return transition;

Two parameters are passed to thetransi ti onArti fact function:

® context - acontext object that provides state that the extension can use to determine which
transitions are needed
® context.sourceArtifact - aJavaScript object representation of the source artifact,
whose structure matches the model configured in the integration
® context.target RepositoryArtifact - aJavaScript object representation of the
target artifact, whose structure matches the structure of the artifact in the repository
® transitions - anarray of transition objects

Below is an example of a cont ext with a target artifact from Jira:

{
"sourceArtifact": {
"sumary": "a summary val ue",
"priority": "Critical",
"status": "Done"

|

"target RepositoryArtifact": {
"issuetype": "Bug",
"conmponents": null,
"tinmespent": null,
"formattedi d": "TPGC 144",
"tinmeoriginalestimate": null,
"project": "Test Project C',
"description": null,
"fixVersions": null,
"resolution": null,
"custonfield 11500": null,
"api-id": "JIRA",
"attachnment": null,
"resolutiondate": null,
"id": 14400,
"sunmary": "a sunmmary val ue",
"wat ches": null,
"created": "2016-09-23T15:22:20. 000+0000",



"$cl osed": fal se,

"reporter": "xxkxn

"priority": "Critical",

"l abel s": null,

"revision": null,

"custonfield 11601": null,

"custonfield 11600": null,

"custonfield 11501": null,

“environnment": null,

"custonfield 11504": null,

"custonfield 11602": null,

"tineestimate": null,

"versions": null,

"duedate": null

"web-1inks": null,

"l ocation": "http://jira.exanpl e.com browse/ TPC 144",
"assignee": null,

"wor kl og": null,

"updated": "2016-09-23T15: 22: 20. 000+0000",
"status": "To Do"

id: "an-id',

| abel : ' A Label"

attributes: {
first-attribute: null,

"attributes": {
"project": "Test Project C',
"issuetype": "Bug"

|

"id": "11v,

"l abel": "To Do"

oA

"attributes": {
"project": "Test Project C',
"i ssuetype": "Bug"



},

"id": "21",
"label": "In Progress"
oA
"attributes": {
"project": "Test Project C',
"issuetype": "Bug"
|
"id": "31",
"l abel ": "Done"
}H

Attributes of a transition are values that may be set when performing the transition. Attributes should
not be set unless needed or required.

The available attributes and whether or not they are required will vary depending on the type of
repository of the collection.

Payload Transformations

Gateway collections can accept a JSON payload via HTTP, enabling clients to use a REST API to publish
artifacts in Tasktop.

Without further configuration, Gateway Collections require a JSON payload that matches the model of
the collection.

By configuring a Gateway Collection with an extension, it is possible to accept arbitrarily complex
JSON payloads, enabling integration with third party products that integrate with webhooks.

Examples of such third party webhook notifiers include:

® the Jenkins Notification Plugin

® Microsoft VisualStudio Web Hooks

® GitHub Webhooks
Configuring Gateway Collections with Extensions
To configure a Gateway Collection with an Extension, add a payload transformation extension from the
Extensions screen, accessible from Settings. Once added, the extension can be referenced from the Gat
eway Collection screen.

Authoring Payload Transformation Extensions

Payload transformation extensions are defined by a single function:

function transfornPayl oad( payl oad)


https://wiki.jenkins-ci.org/display/JENKINS/Notification+Plugin
https://www.visualstudio.com/en-us/docs/service-hooks/services/webhooks
https://developer.github.com/webhooks/
https://docs.tasktop.com/display/T183/Settings#Settings-Extensions

The function must return an array of 0 or more JSON objects matching the model of the gateway
collection.

Given a model representing build jobs with the following fields:

® created - adate signifying the creation date
® summary - a brief one-line description
® status - asingle-select indicating the build status

a simple payload transformation extension could look something like this:

function transfornPayl oad( payl oad) {
var createdTi nestanp = new Dat e( payl oad. buil d. conpl etion_tine).
tol SOString();
var created = createdTi nestanp. substring(0, createdTi nest anp. i ndexC
T
return [
{
"created : created,
"sumary' : payl oad. nane +
'status': payl oad. status

" +payl oad. bui I d. full _url,

The example above corresponds to the payload provided by the Jenkins Notification plugin, which
provides JSON payloads as follows:

{
"nane": "Robot Lawnnower",
"url": "job/Robot%20Lawnnower/",
"buil d":
{
“full _url": "http://build.exanpl e.com 8081/ ob/ Robot %

20Lawnmmower / 4/ ",
"nunber": 4.0,
"phase": "COVPLETED',
"status": "FAlI LURE",
"url": "job/Robot%20Lawnrmower/4/",
"scnt':

{
},

"causes":

[

"Started by user adm n"



] L
"duration_string": "9 ns",
"conpletion_tine": 1.476313762942E12,

“failing_since_build":

{

"full _url™: "http://build. exanpl e.com 8081
/ j ob/ Robot %20Lawnmower / 1/ ",

"nunber": 1.0,

"change_set":

[

] ’
"conpletion_time": 1.47631304791E12,

"failing_since_tine": "11 min"

Ignoring Webhook Payloads

For cases where the gateway collection is called and no corresponding action should be performed, the
extension should return a O-length array:

function transfornPayl oad( payl oad) ({

i f (nothingToDo) {
return [];

}

Creating Multiple Artifacts From A Single Webhook Payload

There may be cases when multiple artifacts should be created from a single webhook payload
depending on the use case. For example, a GitHub PushEvent can contain multiple commits. To link
each commit to an artifact separately, a payload transformation extension would be used as follows:

function transfornPayl oad( payl oad) ({
var gatewayPayl oads = [];
for each (var conmit in payload.comits) {
gat ewayPayl oads. push(creat eComm t Payl oad(conmmit));

}


https://developer.github.com/v3/activity/events/types/#pushevent

return gatewayPayl oads;

}

Custom Data Transformations

In cases where specialized value transformations are needed for use in field mappings, such
transformations can be added as custom data transformation extensions.

Creating a Custom Data Transformation Extension

Custom data transformation extensions are created from the Extensions screen, accessible from Settings
. Created extensions can be selected when configuring a field mapping of a collection.

Custom data transformation extensions appear as follows:

var inputTypes = 'String';
var out put Types = 'String';

function transfornm(context, input) {
/] returns the transformati on result

}

All custom data transformation extensions must declare their input and output types as shown in the
example above. Transformations are only available for a field mapping if the input types and output
types match the fields selected in the mapping. In the case of a mapping with multiple source and
target fields, the order of the declared input and output types must match the order of the source and
target fields.

A simple split-and-trim value custom data transformation extension could look like this:

var inputTypes = 'String';
var outputTypes = ['String', 'String'];

function transfornmcontext, input) {
if (input) {
var values = input.split('/");
if (values.length !'=2) {
t hrow ' Unexpected value ' + input;
}
return val ues. map(function(s) {
return s.trim);

1)
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Single Select and Multi Select in Custom Data Transformation Extensions

Single Select and Multi Select values are specified using their labels. Extensions that accept a Single
Select as the input type will receive a string containing the option’s label. Extensions that specify a
Single Select as the output type should return a string containing the option’s label. To specify the
empty option, return undef i ned from the extensions instead of a value. Extensions that accept a
Multi Select as the input type will receive an array of strings of the option labels. Extensions that
specify a Multi Select as the output type should return an array of strings with the option labels or an
empty array to specify no options.

Rich Text Support in Custom Data Transformation Extensions

To perform Rich Text transformations, ‘Rich Text’ must be declared as input or output types of the
extension.

A Rich Text input parameter is passed as a valid HTML string.

For Rich Text as output type, the extension is expected to return a valid HTML string.

To escape HTML characters, the following function is provided:

ht m . escape(string)

A simple String-to-Rich-Text value transformation could look like this:

var inputTypes = 'String';
var out put Types = 'Rich Text';

function transform(context, input) {

if (input) {
return '<pre>' + htmnl.escape(input) + '</pre>';

}

Web Links in Custom Data Transformation Extensions

To perform a web links transformation, web links must be declared as the input or output types of the
extension. A web links field consists of a list of web link objects. A web link object consists of a location
and other attributes.

The following is an example of a web link output:



| abel : ' Tasktop',
| ocation: 'http://ww.tasktop.com

| ocation: 'http://ww.alt-tasktop.coni

The label attribute is optional and if specified will be used to populate the label of the web link.
Relationships in Custom Data Transformation Extensions

Tasktop provides a JavaScript API for working with relationship fields. This APl is able to retrieve,
search and get associated artifacts for artifacts.

Artifact Service API Reference

® artifacts.retrieveArtifact(relationship) -retrieves the artifact for the provided
relationship
artifacts.|istSearchTypes() - lists the valid search types for the targeted repository
artifacts. get SearchDefinition(searchTypel d) - returns an object with the
parameters that are required for the given search type id

® artifacts.search(searchType, searchDefinition) -searches the target repository
with the given search type id and search definition

® artifacts. get Formattedl dSearchDefi nition() -returns an object with the
parameters that are required for a formatted-id search

® artifacts. searchByFornattedl d(searchDefinition) -searches by formatted id with
the provided search definition

® artifacts.toContainer(relationship, summary) -converts a relationship into a
container, summary is optional
artifacts.toRel ati onshi p(contai ner) - converts a container into a relationship
artifacts. get Associ at edRel ati onshi p(rel ati onshi p) - finds the associated
relationship for the given relationship. When mapping from model to collection the input value
and source artifact relationship field values are from the source repository and must be
converted to their associated value to be used in the target system. An exception is thrown if no
artifact is found or multiple artifacts are found.

® artifacts. get Associ at edCont ai ner (cont ai ner) - finds the associated container for
the given container. When mapping from model to collection the input value and source artifact
container link field values are from the source repository and must be converted to their
associated value to be used in the target system. An exception is thrown if no artifact is found or
multiple artifacts are found.

A sample relationship transformation extension:



var inputTypes = 'Relationship';
var out put Types = 'Rel ati onship';

function transform(context, input) {
if (input) {
return findParent Fol der (cont ext.sourceArtifact);

}

return null;

}

function findParent Fol der(artifact) {
var parent = artifacts.retrieveArtifact(artifact[' parent']);

if (parent['subtype'] === 'Folder') {
return artifact[' parent'];

} else if (parent['subtype'] === null) {
return null;

}

return findParent Fol der (parent);

Looking at the above extension, we find the parent artifact and if that artifact is a folder we return that
as the parent.

var inputTypes = 'Relationship';
var out put Types = 'Rel ationship';

function transform(context, input) {
var searchDefinition = artifacts.
get For mat t edl dSear chDef i ni tion();

searchDefinition['formatted-id' ] = 'TPA-42";
var results = artifacts. searchByFormattedld
(searchDefinition);
if (results[0]) {
return resul ts[0];

}

return null;

The above extensions uses the formatted id search to find the correct artifact for the link.

The following extension uses a custom search to determine a relationship:

var input Types = 'Rel ationship';
var out put Types = 'Rel ati onship';

function transform(context, input) {



var searchType = get Cust onSear chType();
var searchDefinition = artifacts. getSearchDefinition

(searchType);
searchDefinition['domain'] = 'DEFAULT ;
searchDefinition['project'] ="'M Project';

searchDefinition['sunmary'] = context.sourceArtifact.sumary;
var results = artifacts. search(searchType, searchDefinition);

if (results[0]) {
return resul ts[0];

}

return null;

}

function get CustonBSearchType() {
var searchTypes = artifacts.|istSearchTypes();
for (var i=0; i<searchTypes.length; i++) {
if (searchTypes[i] === "M Custom Search') {
return searchTypes[i];

}

return i;

Note that the returned search results are limited to a maximum of 1024 entries.
Containers and Relationships

A ‘Container’ can be used as input and output type in a Custom Data Transformation extension.
Tasktop provides a JavaScript API for working with container fields.

The following two functions are provided to handle containers:

artifacts.toRel ati onshi p(contai ner)

artifacts.toContainer(rel ationship[, sumary])

All container objects provide a summar y property.

® _toContainer(relationship[, sunmary]) converts a relationship object into a
container. The summary is provided as a String and is optional. Is no summary provided, the
summary of the related artifact is used. An exception is thrown if the artifact or the summary
field of the artifact cannot be found.

® _toRel ationshi p(contai ner) converts a container into a relationship object to use with the
artifacts.retrieveArtifact(rel ati onshi p) API or return as result of the extension.



The following extension finds the first parent folder and returns that as the parent container.

var inputTypes = 'Relationship';
var out put Types = ' Contai ner';

function transform(context, input) ({
if (input) {
var parentRel ationship = findParent Fol der (cont ext.
sourceArtifact);
return artifacts.toContainer(parentRel ati onship);
}

return null;

}

function findParentFol der(artifact){
var parent = artifacts.retrieveArtifact(artifact[' parent']);

if (parent['subtype'] === 'Folder') {
return artifact['parent'];

} else if (parent['subtype'] === null) {
return null;

}

return findParent Fol der(parent);

The next extension retrieves the parent of our parent container field and returns it as relationship.

var inputTypes = 'Container';
var out put Types = 'Rel ati onship';

function transformcontext, input) {
if (input) {

var parentRel ationship = artifacts.toRel ati onship
(input);

var parentArtifact = artifacts.retrieveArtifact
(parent Rel ati onshi p);

var container = parentArtifact[' parent'];

return artifacts.toRel ati onshi p(contai ner);

}

return null;

Note that only containers based on artifacts are supported.

Person Reconciliation



Integrations that create or update artifacts often need to deal with differences between the
representation of persons in different systems.

Tasktop comes with a default person reconciliation strategy ("Copy with Default Matching"), which
matches based on name, ID, and/or e-mail.

More specifically, the algorithm will compare the metadata from each side as follows:

Username from source to username on target
Username from source to ID on target

ID from source to username on target

ID from source to ID on target

Email from source to email from target

Note that 'ID’' in the steps above refers to what we refer to as the 'default’ in the Connector Docs .

This strategy should cover most use cases. However, if needed, you can also configure a custom
Person Reconciliation Extension to match 'person’ fields from one repository to another.

Configuring Person Reconciliation with Extensions

A person reconciliation extension can be created from the Extensions screen, accessible from Settings.
Created extensions are selected in the Person Reconciliation section of the Collection screen. In most
cases it makes sense to have one extension per repository, since each repository will have different
requirements for mapping persons to and from the repository. Person reconciliation extensions apply
to all person fields of an artifact, including person fields in comments and attachments.

Authoring Person Reconciliation Extensions

Person reconciliation extensions are defined by two functions:

mapPer sonFr onReposi t ory(reposi t oryPerson, unresol vedPer son)

mapPer sonToReposi t or y( nodel Per son)

Both functions are expected to return a string value corresponding to the user id of the person.
Returning undef i ned sets the person field to empty. In the case where a user cannot be mapped and
having the field empty is not an option, throw an exception as follows:

i f (noMat chFoundCondition) ({
throw ' sone descriptive nessage';

}


https://docs.tasktop.com/tasktop/connector-documentation
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Such errors will cause processing of an artifact to result in an error with error code CCRRTT-17011E
which will display under the Activity screen.

mapPersonFromRepository(repositoryPerson, unresolvedPerson)

mapPer sonFr onReposi t ory is used to create a model representation of a person from a repository
representation of a person, which occurs whenever a person is copied from a repository artifact to a
model artifact. The return value of this function is used as the id of the person in the model artifact.

Two parameters are passed to the mapPer sonFr onReposi t or y function:

® repositoryPerson - an object representing the person corresponding to the repository

representation
® unresol vedPerson - this parameter contains whatever information may be available about
the person from the repository. It contains information only if repositoryPerson does not.

An example r eposi t or yPer son from Jira looks like:

{
"person-id": "userA",
"person-enai |l ": "user A@ est.taskt op. cont,
"person-di spl ay- nane": " User A",
"active": true
}

An example unr esol vedPer son from Jira might look like:

"person-id": "userA",
"person-email": "user A@est.tasktop.cont

mapPersonToRepository(modelPerson)

mapPer sonToReposi t ory is used to create a repository representation of a person from a model
representation of a person, which occurs whenever a person is copied from a model artifact to a
repository artifact. The return value of this function is used to lookup the corresponding person in the
repository.

A single parameter is passed to the mapPer sonToReposi t or y function:
® nodel Per son an object representing the person corresponding to the model representation

A nodel Per son always has the following properties:



"id": "userld",
"di spl ay-nanme": "Jane Smith"

Note that di spl ay- nanme could be empty.

Simple Person Reconciliation Example

A simple person reconciliation mapping extension could look like this:

functi on mapPer sonFronReposi tory(repositoryPerson, unresol vedPerson)

{
i f (unresol vedPerson && unresol vedPerson[' user-id']. match(
[\"Muser\.\d' /)){
return unresol vedPerson[' user-id'];

}
if (!'repositoryPerson || repositoryPerson[' person-emil'] ===
"bui | dserver @nyconpany. com ) {
return undefined;

}
var mapping = {
‘userl@rycompany. com : 'user.1l',
'user 2@rycomnpany. conm : 'user. 2'
b
var result = mappi ng[repositoryPerson[' person-enmail']];
if ('result) {
throw 'no person found with enail =" +repositoryPerson[' person-
email'];
}

return result;

The SimplePersonReconciliation script is a simple script which makes use of dictionary concept in
Javascript (http://pietschsoft.com/post/2015/09/05/JavaScript-Basics-How-to-create-a-Dictionary-
with-KeyValue-pairs) to map key and values.

Scenario 1: Using E-mail

Consider an example where Repository 1 has email john.s@email.com and Repository 2 has email john.
smith@email.com and the display names and ID’s don't match. Assume that the integration has one-
way person flow from Repository 1 (john.s@email.com) to Repository 2 (john.smith@email.com).

In that case, we would edit the var mapping on the mapPersonToRepository() function so that the
incoming value checks the dictionary (key) and returns a valid email (value) for the repository.


http://pietschsoft.com/post/2015/09/05/JavaScript-Basics-How-to-create-a-Dictionary-with-KeyValue-pairs
http://pietschsoft.com/post/2015/09/05/JavaScript-Basics-How-to-create-a-Dictionary-with-KeyValue-pairs

In this example, we would edit the var mapping = { 'john.s@nmail.com : 'john.
smth@mail.com } inthe mapPer sonToReposi t ory() function.

If the integration has two-way person flow, we must also edit the mapPer sonFr onmReposi t ory()
function. The mapPer sonFr onReposi t or y() function will show the e-mail addresses in the

opposite order -i.e.var mapping = {‘john.smth@mail.com : ‘john.s@mil.conm}. Fo
r two-way integrations, the person reconciliation extension must be added to both the source

collection and the target collection.

Scenario 2: Using ID

If the source repository does not provide an e-mail, we can use the Simple Person Reconciliation script
above to match person ID to person e-mail.

For example, if Repository 1 has user id "JohnSmith" and the matching user in Repository 2 is "john.
smith@email.com,” then we should edit the scriptatvar mapping = { JohnSmth: 'john.
smth@mil.con}.

If the integration has two-way person flow, we will also need to edit the mapPer sonFr onReposi t ory
() asoutlined in Scenario 1. We must also remember to edit the extension invar result asnodel P
er son[ per son-i d] for scenarios where we are using ID instead of e-mail. The edit must be done on
both the mapPer sonFr onReposi t ory() and mapPer sonFr onmReposi t or y() functions.

Person Reconciliation Extension Javascript API

Tasktop provides a JavaScript API for working with persons in a person reconciliation extension. This
APl includes two functions:

® persons. |listPersonSearchFi el ds() allows for the discovery of the searchable fields on a
person. Not all fields from a person are searchable and vary between connectors.

® persons. searchPerson(fieldld, fieldVvalue) isused tosearch for personina
repository. This person can then be used to return the correct id for a user in a repository. per so
ns. searchPerson(fieldld, fieldValue) willfind exactly one person and will throw aPe
r sonNot FoundExcept i on if no match is found or TooManyPer sonsFoundExcept i on if
more than one person is found. These exceptions can be caught and handled by the extension.

Below is a person reconciliation extension that will take the id of a model person, retrieve the user by
username and return the exact id from the repository. This is helpful for systems where the person’s id
is a number or some other non-human readable value.

...............................................................................................................................................................................

function mapPer sonFronRepository(repositoryPerson, unresol vedPerson)

{



return repositoryPerson[' Usernane'];

}

function mapPer sonToReposi t ory(nodel Person) {

/] persons.listPersonSearchFields(); determ nes the fields
usabl e by .searchPerson(...)

var repositoryPerson = persons. searchPerson(' Usernane',
nodel Person['id']);

return repositoryPerson['ID ];

SearchPerson Example Script

................................................................................................................................

Below is an example SearchPerson script. Per sons. sear chperson (fieldld, fieldValue) is
used to search for a person in a repository using the two parameters: fi el dl d and fi el dVal ue. This
person can then b